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Privacy Amendment (Enhancing Privacy
Protection) Act 2012

No. 197, 2012

An Act to amend thelaw relating to privacy, and
for other purposes

[Assented to 12 December 2012]

The Parliament of Australia enacts:

1 Short title

This Act may be cited as the Privacy Amendment(Enhancing
Privacy Protection) Act 2012.
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Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

2 Commencement

(1) Each provision of this Act specified in column 1 of the table
commences, or istaken to have commenced, in accordance with
column 2 of the table. Any other statement in column 2 has effect
according to itsterms.

Commencement information

Column 1 Column 2 Column 3
Provision(s) Commencement Date/Details
1. Sections1to3 Theday this Act receivesthe Royal Assent. 12 December
and anything in 2012
this Act not
elsawhere covered
by thistable
2. Schedules1to Theday after the end of the period of 15
4 months beginning on the day this Act
receives the Royal Assent.
3. Schedule 5, The day after the end of the period of 15
items 1 to 155 months beginning on the day this Act
receives the Royal Assent.
10. Schedule 5, The day this Act receivesthe Royal Assent. 12 December
item 156 2012
11. Schedule 5, The day after the end of the period of 15
items157t0 161  months beginning on the day this Act
receives the Royal Assent.
12. Schedule 5, The day this Act receivesthe Royal Assent. 12 December
item 162 2012
13. Schedule 5, The day after the end of the period of 15
items163t0 180  months beginning on the day this Act
receives the Royal Assent.
16. Schedule 6, The day this Act receivesthe Royal Assent. 12 December
Part 1 2012
17. Schedule 6, The day after the end of the period of 15
Parts2 and 3 months beginning on the day this Act
receives the Royal Assent.
18. Schedule 6, The day this Act receivesthe Royal Assent. 12 December
Part 4 2012
19. Schedule 6, The day after the end of the period of 15
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Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

Commencement information

Column 1 Column 2 Column 3
Provision(s) Commencement Date/Details
Parts5to 7 months beginning on the day this Act
receives the Royal Assent.
Note: Thistable relates only to the provisions of this Act as originally
enacted. It will not be amended to deal with any later amendments of
this Act.

(2) Any information in column 3 of the table is not part of this Act.
Information may be inserted in this column, or information in it
may be edited, in any published version of this Act.

3 Schedule(s)

Each Act that is specified in a Schedule to this Act is amended or
repealed as set out in the applicable items in the Schedule
concerned, and any other item in a Schedule to this Act has effect
according to itsterms.
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Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

Schedule 1—Australian Privacy Principles

Privacy Act 1988

1

Section 3
Omit “, disclosure or transfer”, substitute “or disclosure”.

Section 3 (note)
Omit “National”, substitute “ Australian”.

Section 5
Repeal the section.

Subsection 6(1) (paragraph (i) of the definition of agency)
Repeal the paragraph.

Subsection 6(1)
Insert:

APP complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of an
individual because it breached an Australian Privacy Principle.

Subsection 6(1)
Insert:

APP entity means an agency or organisation.

Subsection 6(1)
Insert:

APP privacy policy has the meaning given by Australian Privacy
Principle 1.3.

Subsection 6(1)
Insert:

Australian law means:

4Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

(& an Act of the Commonwealth or of a State or Territory; or

(b) regulations, or any other instrument, made under such an Act;
or

(c) aNorfolk Island enactment; or
(d) arule of common law or equity.

9 Subsection 6(1)
Insert:

Australian Privacy Principle has the meaning given by section 14.

10 Subsection 6(1)
Insert:

collects. an entity collects personal information only if the entity
collects the personal information for inclusion in arecord or
generally available publication.

11 Subsection 6(1)
Insert:

Commonwealth record has the same meaning as in the Archives
Act 1983.

12 Subsection 6(1)
Insert:

court/tribunal order means an order, direction or other instrument
made by:
(& acourt; or
(b) atribunal; or
(c) ajudge (including ajudge acting in a personal capacity) or a
person acting as ajudge; or
(d) amagistrate (including a magistrate acting in a persona
capacity) or aperson acting as a magistrate; or
(e) amember or an officer of atribunal;

and includes an order, direction or other instrument that is of an
interim or interlocutory nature.

13 Subsection 6(1)

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 20125



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

Insert:

de facto partnerof an individual has the meaning given by the Acts
Interpretation Act 1901.

14 Subsection 6(1)
Insert:

de-identified: personal information is de-identified if the
information is no longer about an identifiable individual or an
individual who is reasonably identifiable.

15 Subsection 6(1) (definition of eligible case manager)
Repeal the definition.

16 Subsection 6(1) (after paragraph (b) of the definition of
enforcement body)
Insert:
(ba) the CrimTrac Agency; or

17 Subsection 6(1) (after paragraph (c) of the definition of
enforcement body)
Insert:
(ca) the Immigration Department; or

18 Subsection 6(1) (after paragraph (e) of the definition of
enforcement body)

Insert:

(eq) the Office of the Director of Public Prosecutions, or asimilar
body established under alaw of a State or Territory; or

19 Subsection 6(1) (after paragraph (l) of the definition of
enforcement body)

Insert:

(Ia) the Corruption and Crime Commission of Western Australia;
or

20 Subsection 6(1)
Insert:

6Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

enforcement related activity means:

(a) the prevention, detection, investigation, prosecution or
punishment of

(i) crimina offences; or
(ii) breaches of alaw imposing a penalty or sanction; or
(b) the conduct of surveillance activities, intelligence gathering
activities or monitoring activities; or
(c) the conduct of protective or custodial activities; or

(d) the enforcement of laws relating to the confiscation of the
proceeds of crime; or

(e) the protection of the public revenue; or

(f) the prevention, detection, investigation or remedying of
misconduct of a serious nature, or other conduct prescribed
by the regulations; or

(g) the preparation for, or conduct of, proceedings before any
court or tribunal, or the implementation of court/tribunal
orders.

21 Subsection 6(1)
Insert:

entity means.
(&) anagency; or
(b) an organisation; or
(c) asmall business operator.

22 Subsection 6(1) (definition of generally available
publication)

Repeal the definition, substitute:

generally available publication means a magazine, book, article,
newspaper or other publication that is, or will be, generally
available to members of the public:

(8 whether or not it is published in print, electronically or in any
other form; and

(b) whether or not it is available on the payment of afee.

23 Subsection 6(1)
Insert:

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 20127



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

government related identifier of an individual means an identifier
of the individual that has been assigned by:
(8 anagency; or
(b) aStateor Territory authority; or
(c) an agent of an agency, or a State or Territory authority, acting
in its capacity as agent; or
(d) acontracted service provider for a Commonwealth contract,
or a State contract, acting in its capacity as contracted service
provider for that contract.

24 Subsection 6(1)
Insert:
holds: an entity holds personal information if the entity has

possession or control of arecord that contains the personal
information.

Note: See section 10 for when an agency is taken to hold a record.

25 Subsection 6(1)
Insert:

identifier of an individual means a number, letter or symbol, or a
combination of any or al of those things, that is used to identify
theindividual or to verify the identity of the individual, but does
not include:
(@) theindividua’sname; or
(b) theindividual’s ABN (within the meaning of the A New Tax
System (Australian Business Number) Act 1999); or

(c) anything else prescribed by the regulations.

26 Subsection 6(1)
Insert:

Immigration Department means the Department administered by
the Minister administering the Migration Act 1958.

27 Subsection 6(1) (definition of Information Privacy
Principle)
Repeal the definition.

8Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

28

29

30

31

32

33

34

35

Subsection 6(1) (definition of IPP complaint)
Repeal the definition.

Subsection 6(1)
Insert:

misconduct includes fraud, negligence, default, breach of trust,
breach of duty, breach of discipline or any other misconduct in the
course of duty.

Subsection 6(1) (definition of National Privacy Principle)
Repeal the definition.

Subsection 6(1)
Insert:

non-profit organisation means an organisation:
(a) that isanon-profit organisation; and
(b) that engagesin activitiesfor cultural, recreational, political,
religious, philosophical, professional, trade or trade union
purposes.

Subsection 6(1) (definition of NPP complaint)
Repeal the definition.

Subsection 6(1)
Insert:

overseas recipient, in relation to personal information, has the
meaning given by Australian Privacy Principle 8.1.

Subsection 6(1)
Insert:

permitted general situation has the meaning given by section 16A.

Subsection 6(1)
Insert:

permitted health situation has the meaning given by section 16B.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 20129



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

36 Subsection 6(1) (definition of personal information)
Repeal the definition, substitute:
personal information means information or an opinion about an
identified individual, or an individual who is reasonably
identifiable:
(8 whether the information or opinion is true or not; and

(b) whether the information or opinion is recorded in a material
form or not.

37 Subsection 6(1) (definition of record)
Omit “means’, substitute “includes”.

38 Subsection 6(1) (paragraphs (b) and (c) of the definition of
record)

Repeal the paragraphs, substitute:
(b) an electronic or other device;

39 Subsection 6(1) (at the end of the definition of record)
Add:

Note: For document, see section 2B of the Acts Interpretation Act 1901.

40 Subsection 6(1)
Insert:

responsible person has the meaning given by section 6AA.

41 Subsection 6(1) (subparagraph (a)(viii) of the definition of
sensitive information)

Omit “preferences’, substitute “ orientation”.

42 Subsection 6(1) (at the end of the definition of sensitive
information)
Add:

; or (d) biometric information that is to be used for the purpose of
automated biometric verification or biometric identification;
or

(e) biometric templates.

10Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

43

44

45

46

47

48

49

50

51

52

Subsection 6(1) (definition of solicit)
Repeal the definition.

Subsection 6(1)
Insert:

solicits: an entity solicits persona information if the entity requests
another entity to provide the personal information, or to provide a
kind of information in which that personal information isincluded.

Subsection 6(1) (definition of use)
Repeal the definition.

Subsection 6(2)
Repeal the subsection.

Paragraph 6(7)(a)
Omit “I1PP”, substitute “APP".

Paragraph 6(7)(d)
Repeal the paragraph.

Paragraph 6(7)(f)
Omit “NPP’, substitute “ APP".

Subsection 6(10)
Omit “and 16E”, substitute “and 16”.

Paragraph 6(10)(a)
Omit “(within the meaning of the Acts Interpretation Act 1901)”".

After section 6
Insert:

6AA Meaning of responsible person

(1) A responsible person for an individua is:
(a) aparent of theindividual; or

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 201211



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

(b) achild or sibling of theindividual if the child or sibling is at
least 18 years old; or
(c) aspouse or defacto partner of theindividual; or
(d) ardative of theindividual if therelativeis:
(i) atleast 18 yearsold; and
(ii) amember of the individual’s household; or
(e) aguardian of theindividual; or
(f) aperson exercising an enduring power of attorney granted by
the individual that is exercisable in relation to decisions about
the individua’s health; or
(g) aperson who has an intimate personal relationship with the
individual; or
(h) aperson nominated by the individual to be contacted in case
of emergency.

(2) Inthissection:

child: without limiting who is a child of an individual for the
purposes of subsection (1), each of the following isachild of an
individual:
(@) an adopted child, stepchild, exnuptial child or foster child of
the individual;
(b) someone who isachild of theindividual within the meaning
of the Family Law Act 1975.

parent: without limiting who is a parent of an individual for the
purposes of subsection (1), someoneis a parent of anindividual if
theindividual ishis or her child because of the definition of child
in this subsection.

relative of an individual (the first individual) means a grandparent,
grandchild, uncle, aunt, nephew or niece of the first individual and
for this purpose, relationshipsto the first individual may also be
traced to or through another individual who is:
(@) adefacto partner of thefirst individual; or
(b) the child of thefirst individual because of the definition of
child in this subsection.

sibling of anindividual includes:

12Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

53

6A
54

55

56

57

58

59

60

61

(&) ahalf-brother, half-sister, adoptive brother, adoptive sister,
step-brother, step-sister, foster-brother and foster-sister of the
individual; and

(b) another individual if arelationship referredtoin
paragraph (a) can be traced through a parent of either or both
of theindividuals.

stepchild: without limiting who is a stepchild of an individual,
someone is a stepchild of an individual if he or she would be the
individual’ s stepchild except that the individual is not legally
married to the individual’ s de facto partner.

Section 6A (heading)
Repeal the heading, substitute:

Breach of an Australian Privacy Principle

Subsection 6A(1) (heading)
Repeal the heading.

Subsection 6A(1)
Omit “aNational”, substitute “an Australian”.

Subsection 6A(1)
Omit “that National Privacy Principle”, substitute “that principle”.

Subsection 6A(2)
Omit “aNational”, substitute “an Australian”.

Paragraph 6A(2)(b)
Omit “the Principle”, substitute “the principle”.

Subsections 6A(3) and (4)
Omit “aNationa”, substitute “an Australian”.

Subparagraphs 6C(4)(b)(ii) and (iii)
Omit “, disclosure and transfer”, substitute “and disclosure”.

Subsection 6EA(1)

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 201213



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

Omit “(except section 16D)”.

62 Paragraph 6F(3)(b)
Omit “, disclosure and transfer”, substitute “and disclosure”.

63 Paragraph 7(1)(a)
Omit “an eligible case manager or”.

64 Paragraph 7(1)(cb)
Repeal the paragraph.

65 Paragraphs 7(1)(d) and (e)
Omit “, an eligible hearing service provider or an eligible case
manager”, substitute “or an eligible hearing service provider”.

66 Paragraphs 7(1)(ea) and (eb)
Repeal the paragraphs.

67 Subsection 7(2)

Omit “Information Privacy Principles, the National”, substitute
“Australian”.

68 Subsection 7B(1) (note)
Omit “section 16E”, substitute “section 16”.

69 Subsections 7B(1) and (2) (notes)
Omit “National”, substitute “ Australian”.

70 Paragraph 8(2)(b)
Omit “is not the record-keeper in relation to”, substitute “ does not
hold”.

71 Subsection 8(2)

Omit “of the record-keeper in relation to”, substitute “of the agency that
holds”.

72 Section 9
Repeal the section.

14Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

73

Section 10 (heading)
Repeal the heading, substitute:

10 Agenciesthat aretaken to hold arecord

74

75

76

77

78

79

80

81

82

Subsections 10(1) to (3)
Repeal the subsections.

Subsections 10(4) and (5)

Omit “as the record-keeper in relation to”, substitute “to be the agency
that holds”.

Section 12
Repeal the section.

Subsection 13B(1) (note)
Omit “National” (wherever occurring), substitute “ Australian”.

Subsection 13B(1) (note)
Omit “Principle 2", substitute “Principle 6”.

Subsection 13B(1A) (note)
Omit “National”, substitute “ Australian”.

Subsection 13C(1) (note)
Omit “National” (wherever occurring), substitute “Australian”.

Subsection 13C(1) (note)
Omit “Principle 2", substitute “ Principle 6”.

Divisions 2 and 3 of Part Il
Repeal the Divisions, substitute:

Divison 2—Australian Privacy Principles

14Australian Privacy Principles

(1) The Australian Privacy Principles are set out in the clauses of
Schedule 1.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 201215



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

(2) A referenceinany Actto an Australian Privacy Principle by a
number is areference to the Australian Privacy Principle with that
number.

15 APP entitiesmust comply with Australian Privacy Principles

An APP entity must not do an act, or engage in a practice, that
breaches an Australian Privacy Principle.

16 Personal, family or household affairs

Nothing in the Australian Privacy Principles appliesto:
(a) the collection, holding, use or disclosure of personal
information by an individual; or
(b) personal information held by an individual;

only for the purposes of, or in connection with, his or her personal,
family or household affairs.

16A Permitted general situationsin relation to the collection, use or
disclosure of personal information

(1) A permitted general situation existsin relation to the collection,
use or disclosure by an APP entity of personal information about
an individual, or of agovernment related identifier of an
individual, if:

(a) theentity isan entity of akind specified in an item in column
1 of the table; and

(b) theitemin column 2 of the table applies to the information or
identifier; and

(c) such conditions as are specified in theitem in column 3 of
the table are satisfied.

Permitted general situations

Item Column1 Column 2 Column 3
Kind of entity Item appliesto  Condition(s)

1 APP entity (a) persona (a) it is unreasonable or impracticable
information; to obtain the individua’s consent to
or the collection, use or disclosure;

(b) a and

government  (b) the entity reasonably believes that

16Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1

Amendments relating to the Australian Privacy PrinciplesPart 1

Permitted general situations

[tem Column1 Column 2 Column 3
Kind of entity Item appliesto  Condition(s)
related the collection, use or disclosureis
identifier. necessary to lessen or prevent a
serious threat to the life, health or
safety of any individual, or to
public health or safety.

2 APP entity (a) personal (a) the entity has reason to suspect that
information; unlawful activity, or misconduct of
or aserious nature, that relates to the

(b) a entity’s functions or activities has
government been, is being or may be engaged
related in; and
identifier. (b) the entity reasonably believes that

the collection, use or disclosureis
necessary in order for the entity to
take appropriate action in relation to
the matter.

3 APP entity Personal (a) the entity reasonably believes that

information the collection, use or disclosureis

reasonably necessary to assist any
APP entity, body or person to
locate a person who has been
reported as missing; and

(b) the collection, use or disclosure
complies with the rules made under
subsection (2).

4 APP entity Personal The collection, use or disclosureis

information reasonably necessary for the

establishment, exercise or defence of a
legal or equitable claim.

5 APP entity Personal The collection, use or disclosureis

information reasonably necessary for the purposes

of aconfidential aternative dispute
resolution process.

6 Agency Personal The entity reasonably believes that the

information collection, use or disclosureis

necessary for the entity’ s diplomatic or
consular functions or activities.

7 Defence Force  Personal The entity reasonably believes that the

information collection, use or disclosure is

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 201217



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

Permitted general situations
Item Column1 Column 2 Column 3

Kind of entity Item appliesto  Condition(s)

necessary for any of the following
occurring outside Australia and the
external Territories:

(a) war or warlike operations;

(b) peacekeeping or peace
enforcement;

(c) civil aid, humanitarian assistance,
medical or civil emergency or
disaster relief.

(2) The Commissioner may, by legidative instrument, make rules
relating to the collection, use or disclosure of personal information
that apply for the purposes of item 3 of the table in subsection (1).

16B Permitted health situationsin relation to the collection, use or
disclosur e of health information

Collection—provision of a health service

(1) A permitted health situation existsin relation to the collection by
an organisation of health information about an individual if:

(a) theinformation is necessary to provide a health serviceto the
individual; and
(b) either:
(i) the collection isrequired or authorised by or under an
Australian law (other than this Act); or

(ii) theinformation is collected in accordance with rules
established by competent health or medical bodies that
deal with obligations of professional confidentiality
which bind the organisation.

Collection—research etc.

(2) A permitted health situation existsin relation to the collection by
an organisation of health information about an individual if:

(8 the collection is necessary for any of the following purposes:

18Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Australian Privacy PrinciplesSchedule 1
Amendments relating to the Australian Privacy PrinciplesPart 1

(i) research relevant to public health or public safety;
(if) the compilation or analysis of statistics relevant to
public health or public safety;
(iii) the management, funding or monitoring of a health
service; and
(b) that purpose cannot be served by the collection of
information about the individual that is de-identified
information; and
(c) itisimpracticable for the organisation to obtain the
individual’ s consent to the collection; and

(d) any of the following apply:

(i) the collection isrequired by or under an Australian law
(other than this Act);

(ii) theinformation is collected in accordance with rules
established by competent health or medical bodies that
deal with obligations of professional confidentiality
which bind the organisation;

(iii) theinformation is collected in accordance with
guidelines approved under section 95A for the purposes
of this subparagraph.

Use or disclosure—research etc.

(3) A permitted health situation exists in relation to the use or
disclosure by an organisation of health information about an
individual if:

(@) the use or disclosure is necessary for research, or the
compilation or analysis of statistics, relevant to public health
or public safety; and

(b) it isimpracticable for the organisation to obtain the
individual’ s consent to the use or disclosure; and

(c) the use or disclosure is conducted in accordance with
guidelines approved under section 95A for the purposes of
this paragraph; and

(d) in the case of disclosure—the organisation reasonably
believes that the recipient of the information will not disclose
the information, or personal information derived from that
information.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 201219



Schedule 1Australian Privacy Principles
Part 1JAmendments relating to the Australian Privacy Principles

Use or disclosure—genetic information

(4) A permitted health situation existsin relation to the use or
disclosure by an organisation of genetic information about an
individual (thefirst individual) if:

(a) the organisation has obtained the information in the course of
providing a health service to the first individual; and

(b) the organisation reasonably believes that the use or disclosure
is necessary to lessen or prevent a serious threat to the life,
health or safety of another individual who is agenetic
relative of the first individual; and

(c) the use or disclosure is conducted in accordance with
guidelines approved under section 95AA; and

(d) in the case of disclosure—the recipient of the informationisa
genetic relative of the first individual.

Disclosure—responsible person for an individual

(5) A permitted health situation exists in relation to the disclosure by
an organisation of health information about an individual if:

(a) the organisation provides a health service to the individual;
and

(b) therecipient of the information is a responsible person for the
individual; and
(c) theindividual:
(i) isphysically or legally incapable of giving consent to
the disclosure; or

(ii) physically cannot communicate consent to the
disclosure; and

(d) another individual (the carer) providing the health service for
the organisation is satisfied that either:

(i) the disclosureis necessary to provide appropriate care
or treatment of the individual; or

(ii) the disclosure is made for compassionate reasons; and
(e) thedisclosureisnot contrary to any wish:

(i) expressed by the individual before the individual
became unable to give or communicate consent; and

(ii) of which the carer is aware, or of which the carer could
reasonably be expected to be aware; and
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(f) thedisclosureislimited to the extent reasonable and
necessary for a purpose mentioned in paragraph (d).

16C Actsand practices of overseasrecipients of personal
information

(1) Thissection appliesif:
(&) an APP entity discloses persona information about an
individual to an overseas recipient; and

(b) Australian Privacy Principle 8.1 applies to the disclosure of
the information; and

(c) the Australian Privacy Principles do not apply, under this
Act, to an act done, or a practice engaged in, by the overseas
recipient in relation to the information; and

(d) the overseas recipient does an act, or engagesin apractice, in
relation to the information that would be a breach of the
Australian Privacy Principles (other than Australian Privacy
Principle 1) if those Australian Privacy Principles so applied
to that act or practice.

(2) The act done, or the practice engaged in, by the overseas recipient
istaken, for the purposes of this Act:

(a) to have been done, or engaged in, by the APP entity; and

(b) to be abreach of those Australian Privacy Principles by the
APP entity.

83 Section 37 (table items 6 and 7)
Repeal the items.

84 Subsections 54(2) and 57(2) (definition of agency)
Omit “, an eligible hearing service provider or an eligible case

manager”, substitute “or an eligible hearing service provider”.

85 Paragraph 80H(2)(e)

Omit “people who are responsible (within the meaning of subclause 2.5
of Schedule 3)”, substitute “responsible persons’.

86 Subparagraph 80P(1)(c)(v)
Repeal the subparagraph, substitute:
(v) aresponsible person for the individual; and
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87 Paragraph 80Q(1)(c)
Omit “responsible for the individua (within the meaning of subclause
2.5 of Schedule 3)”, substitute “a responsible person for the individual”.
88 Subsection 95(1)
After “privacy”, insert “by agencies’.

89 Subsections 95(2) and (4)
Omit “Information” (wherever occurring), substitute “ Australian”.

90 Section 95A (heading)
Repeal the heading, substitute:

95A Guidelinesfor Australian Privacy Principles about health
information

91 Subsection 95A(1)
Omit “National Privacy Principles (the NPPs)”, substitute “ Australian
Privacy Principles’.

92 Subsection 95A(2)
Omit “subparagraph 2.1(d)(ii) of the NPPs’, substitute “paragraph
16B(3)(c)".

93 Subsection 95A(3)
Omit “NPPs (other than paragraph 2.1(d))”, substitute “ Australian
Privacy Principles (disregarding subsection 16B(3))”.

94 Subsection 95A(4)
Omit “subparagraph 10.3(d)(iii) of the NPPs’, substitute “ subparagraph
16B(2)(d)(iii)".

95 Subsection 95A(5)
Omit “NPPs (other than paragraph 10.3(d))”, substitute “ Australian
Privacy Principles (disregarding subsection 16B(2))".

96 Section 95AA (heading)
Repeal the heading, substitute:
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95AA Guidelinesfor Australian Privacy Principles about genetic
information

97 Subsection 95AA(1)

Omit “National Privacy Principles (the NPPs)”, substitute “ Australian
Privacy Principles’.

98 Subsection 95AA(2)

Omit “subparagraph 2.1(ea)(ii) of the NPPs’, substitute “ paragraph
16B(4)(c)".

99 Subsection 95AA(2)
Omit “(whether or not the threat isimminent)”.

100 Subsection 95B(1)
Omit “Information”, substitute “ Australian”.

101 Section 95C
Omit “aNational”, substitute “an Australian”.

102 Subsections 100(2) to (4)
Repeal the subsections, substitute:

(2) Beforethe Governor-General makes regulations for the purposes of
Australian Privacy Principle 9.3 prescribing a government related
identifier, an organisation or a class of organisations, and
circumstances, the Minister must be satisfied that:

(&) therelevant agency or State or Territory authority or, if the
relevant agency or State or Territory authority has a principa
executive, the principal executive:

(i) has agreed that the adoption, use or disclosure of the
identifier by the organisation, or the class of
organisations, in the circumstances is appropriate; and

(i) has consulted the Commissioner about that adoption,
use or disclosure; and
(b) the adoption, use or disclosure of the identifier by the
organisation, or the class of organisations, in the
circumstances can only be for the benefit of the individual to
whom the identifier relates.
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(3) Subsection (2) does not apply to the making of regulations for the
purposes of Australian Privacy Principle 9.3 that relate to the use
or disclosure of a government related identifier by an organisation,
or aclass of organisations, in particular circumstancesif:

(8 theidentifier isakind commonly used in the processing of
pay, or deductions from pay, of Commonwealth officers, or a
class of Commonwealth officers; and

(b) the circumstances of the use or disclosure of the identifier
relate to the provision by:
(i) the organisation; or
(i) the class of organisations;
of superannuation services (including the management,
processing, allocation and transfer of superannuation
contributions) for the benefit of Commonwealth officers or
the class of Commonwealth officers; and

(c) before the regulations are made, the Minister consults the
Commissioner about the proposed regulations.

103 Part X
Repeal the Part.

104 Schedules 1 and 3
Repeal the Schedules, substitute:

Schedule 1—Australian Privacy Principles

Note: See section 14.

Overview of the Australian Privacy Principles

Overview
This Schedul e sets out the Australian Privacy Principles.

Part 1 sets out principles that require APP entities to consider the
privacy of persona information, including ensuring that APP
entities manage personal information in an open and transparent

way.

Part 2 sets out principles that deal with the collection of personal
information including unsolicited personal information.
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Part 3 sets out principles about how APP entities deal with
personal information and government related identifiers. The Part
includes principles about the use and disclosure of personal
information and those identifiers.

Part 4 sets out principles about the integrity of personal
information. The Part includes principles about the quality and
security of personal information.

Part 5 sets out principles that deal with requests for access to, and
the correction of, personal information.

Australian Privacy Principles
The Australian Privacy Principles are:

Australian Privacy Principle 1—open and transparent
management of personal information

Australian Privacy Principle 2—anonymity and pseudonymity

Australian Privacy Principle 3—collection of solicited
personal information

Australian Privacy Principle 4—dealing with unsolicited
personal information

Australian Privacy Principle 5—natification of the collection
of personal information

Australian Privacy Principle 6—use or disclosure of personal
information

Australian Privacy Principle 7—direct marketing

Australian Privacy Principle 8—cross-border disclosure of
personal information

Australian Privacy Principle 9—adoption, use or disclosure of
government related identifiers
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Australian Privacy Principle 10—quality of personal
information

Australian Privacy Principle 11—security of personal
information

Australian Privacy Principle 12—access to personal
information

Australian Privacy Principle 13—correction of personal
information

Part 1—Consideration of personal information
privacy

1 Australian Privacy Principle 1—open and transpar ent
management of personal information

1.1 The object of this principle isto ensure that APP entities manage
personal information in an open and transparent way.

Compliance with the Australian Privacy Principles etc.

1.2 An APP entity must take such steps as are reasonable in the
circumstances to implement practices, procedures and systems
relating to the entity’ s functions or activities that:

(&) will ensure that the entity complies with the Australian
Privacy Principles and aregistered APP code (if any) that
binds the entity; and

(b) will enable the entity to deal with inquiries or complaints
from individual s about the entity’ s compliance with the
Australian Privacy Principles or such a code.

APP Privacy policy

1.3 An APP entity must have a clearly expressed and up-to-date policy
(the APP privacy policy) about the management of personal
information by the entity.
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1.4 Without limiting subclause 1.3, the APP privacy policy of the APP
entity must contain the following information:

(8 thekinds of personal information that the entity collects and
holds;

(b) how the entity collects and holds personal information;

(c) the purposes for which the entity collects, holds, uses and
discloses personal information;

(d) how an individual may access personal information about the
individual that is held by the entity and seek the correction of
such information;

(e) how anindividual may complain about a breach of the
Australian Privacy Principles, or aregistered APP code (if
any) that binds the entity, and how the entity will deal with
such acomplaint;

(f) whether the entity islikely to disclose personal information
to overseas recipients;

(g) if the entity islikely to disclose personal information to
overseas recipients—the countries in which such recipients
are likely to be located if it is practicable to specify those
countriesin the policy.

Availability of APP privacy policy etc.

1.5 An APP entity must take such steps as are reasonable in the
circumstances to make its APP privacy policy available:
(a) freeof charge; and
(b) insuch form asis appropriate.

Note: An APP entity will usually make its APP privacy policy available on
the entity’ s website.

1.6 If aperson or body requests a copy of the APP privacy policy of an
APP entity in a particular form, the entity must take such steps as
are reasonable in the circumstances to give the person or body a
copy in that form.

2 Australian Privacy Principle 2—anonymity and pseudonymity

2.1 Individuals must have the option of not identifying themselves, or
of using a pseudonym, when dealing with an APP entity in relation
to a particular matter.
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2.2 Subclause 2.1 does not apply if, in relation to that matter:

(a) the APP entity isrequired or authorised by or under an
Australian law, or a court/tribunal order, to deal with
individuals who have identified themselves; or

(b) it isimpracticable for the APP entity to deal with individuals
who have not identified themselvesor who have used a
pseudonym.

Part 2—Caollection of personal infor mation

3 Australian Privacy Principle 3—collection of solicited personal
information

Personal information other than sensitive information

3.1 If an APP entity is an agency, the entity must not collect personal
information (other than sensitive information) unless the
information is reasonably necessary for, or directly related to, one
or more of the entity’s functions or activities.

3.2 If an APP entity is an organisation, the entity must not collect
personal information (other than sensitive information) unless the
information is reasonably necessary for one or more of the entity’s
functions or activities.

Sensitive information

3.3 An APP entity must not collect sensitive information about an
individual unless:
(@) theindividual consentsto the collection of the information
and:

(i) if the entity is an agency—the information is reasonably
necessary for, or directly related to, one or more of the
entity’ s functions or activities; or

(ii) if the entity is an organisation—the information is
reasonably necessary for one or more of the entity’s
functions or activities; or

(b) subclause 3.4 appliesin relation to the information.

3.4 Thissubclause appliesin relation to sensitive information about an
individual if:
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(a) the collection of the information is required or authorised by
or under an Australian law or a court/tribunal order; or

(b) apermitted general situation existsin relation to the
collection of the information by the APP entity; or

(c) the APP entity is an organisation and a permitted health
situation existsin relation to the collection of the information
by the entity; or

(d) the APP entity isan enforcement body and the entity
reasonably believes that:

(i) if the entity isthe Immigration Department—the
collection of the information is reasonably necessary
for, or directly related to, one or more enforcement
related activities conducted by, or on behalf of, the
entity; or

(ii) otherwise—the collection of the information is
reasonably necessary for, or directly related to, one or
more of the entity’ s functions or activities; or

(e) the APP entity isanon-profit organisation and both of the
following apply:

(i) theinformation relates to the activities of the
organisation;

(ii) theinformation relates solely to the members of the
organisation, or to individuals who have regular contact
with the organisation in connection with its activities.

Note: For permitted general situation, see section 16A. For permitted
health situation, see section 16B.

Means of collection

3.5 An APP entity must collect personal information only by lawful
and fair means.

3.6 An APP entity must collect personal information about an
individual only from the individual unless:
(@) if the entity isan agency:
(i) theindividua consentsto the collection of the
information from someone other than the individual; or

(i) theentity isrequired or authorised by or under an
Australian law, or a court/tribunal order, to collect the
information from someone other than the individual; or

(b) itisunreasonable or impracticable to do so.
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Solicited personal information

3.7 This principle applies to the collection of personal information that
issolicited by an APP entity.

4 Australian Privacy Principle 4—dealing with unsolicited per sonal
information

4.1 If:
(@) an APP entity receives persona information; and
(b) the entity did not solicit the information;
the entity must, within a reasonable period after receiving the
information, determine whether or not the entity could have

collected the information under AustralianPrivacy Principle 3 if the
entity had solicited the information.

4.2 The APP entity may use or disclose the personal information for
the purposes of making the determination under subclause 4.1.

4.3 If:

() the APP entity determines that the entity could not have
collected the personal information; and

(b) theinformation is not contained in a Commonwealth record;

the entity must, as soon as practicable but only if it is lawful and
reasonable to do so, destroy the information or ensure that the
information is de-identified.

4.4 |f subclause 4.3 does not apply in relation to the personal
information, Australian Privacy Principles5to 13 apply in relation
to the information asif the entity had collected the information
under AustralianPrivacy Principle 3.

5 Australian Privacy Principle 5—noatification of the collection of
per sonal infor mation

5.1 At or beforethetime or, if that is not practicable, as soon as
practicable after, an APP entity collects personal information about
an individual, the entity must take such steps (if any) asare
reasonable in the circumstances:

(@) tonotify theindividual of such mattersreferredtoin
subclause 5.2 as are reasonabl e in the circumstances; or
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(b)

to otherwise ensure that the individual is aware of any such
matters.

5.2 The matters for the purposes of subclause 5.1 are as follows:

(@
(b)

(©)

(d)
()

(f)

(9)

(h)

(i)
)

the identity and contact details of the APP entity;
if:
(i) the APP entity collects the personal information from
someone other than the individual; or
(ii) theindividual may not be aware that the APP entity has
collected the personal information;

the fact that the entity so collects, or has collected, the
information and the circumstances of that collection;
if the collection of the personal information is required or
authorised by or under an Australian law or a court/tribunal
order—the fact that the collection is so required or authorised
(including the name of the Australian law, or details of the
court/tribunal order, that requires or authorises the
collection);
the purposes for which the APP entity collects the personal
information;
the main consequences (if any) for the individual if all or
some of the personal information is not collected by the APP
entity;
any other APP entity, body or person, or the types of any
other APP entities, bodies or persons, to which the APP
entity usually discloses persona information of the kind
collected by the entity;
that the APP privacy policy of the APP entity contains
information about how the individual may access the
personal information about the individua that is held by the
entity and seek the correction of such information;
that the APP privacy policy of the APP entity contains
information about how the individual may complain about a
breach of the Australian Privacy Principles, or aregistered
APP code (if any) that binds the entity, and how the entity
will deal with such a complaint;
whether the APP entity islikely to disclose the personal
information to overseas recipients;

if the APP entity is likely to disclose the personal information
to overseas recipients—the countries in which such recipients
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arelikely to be located if it is practicable to specify those
countries in the notification or to otherwise make the
individual aware of them.

Part 3—Dealing with personal information

6 Australian Privacy Principle 6—use or disclosure of personal
information

Use or disclosure

6.1 If an APP entity holds personal information about an individual
that was collected for a particular purpose (the primary purpose),
the entity must not use or disclose the information for another
purpose (the secondary purpose) unless:

(&) theindividual has consented to the use or disclosure of the
information; or
(b) subclause 6.2 or 6.3 appliesin relation to the use or
disclosure of the information.
Note: Australian Privacy Principle 8 sets out requirements for the disclosure

of personal information to a person who isnot in Australia or an
external Territory.

6.2 Thissubclause appliesin relation to the use or disclosure of
personal information about an individual if:

(& theindividua would reasonably expect the APP entity to use
or disclose the information for the secondary purpose and the
secondary purposeis:

(i) if theinformation is sensitive information—directly
related to the primary purpose; or
(ii) if theinformation is not sensitive information—rel ated
to the primary purpose; or

(b) the use or disclosure of theinformation is required or
authorised by or under an Australian law or a court/tribunal
order; or

(c) apermitted general situation existsin relation to the use or
disclosure of the information by the APP entity; or

(d) the APP entity is an organisation and a permitted health
situation exists in relation to the use or disclosure of the
information by the entity; or
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6.3

6.4

6.5

6.6

(e) the APP entity reasonably believes that the use or disclosure
of the information is reasonably necessary for one or more
enforcement related activities conducted by, or on behalf of,
an enforcement body.

Note: For permitted general situation, see section 16A. For permitted
health situation, see section 16B.

This subclause appliesin relation to the disclosure of personal
information about an individual by an APP entity that is an agency
if:
(8) the agency isnot an enforcement body; and
(b) theinformation is biometric information or biometric
templates; and
(c) therecipient of the information is an enforcement body; and

(d) thedisclosure is conducted in accordance with the guidelines
made by the Commissioner for the purposes of this

paragraph.

If:
(a) the APP entity is an organisation; and
(b) subsection 16B(2) applied in relation to the collection of the
personal information by the entity;

the entity must take such steps as are reasonable in the
circumstances to ensure that the information is de-identified before
the entity disclosesit in accordance with subclause 6.1 or 6.2.

Written note of use or disclosure

If an APP entity uses or discloses personal information in
accordance with paragraph 6.2(e), the entity must make awritten
note of the use or disclosure.

Related bodies corporate

If:
(&) an APP entity isabody corporate; and
(b) the entity collects personal information from arelated body
corporate;
this principle applies asif the entity’ s primary purpose for the
collection of the information were the primary purpose for which
the related body corporate collected the information.
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Exceptions

6.7 This principle does not apply to the use or disclosure by an
organisation of:
(8) personal information for the purpose of direct marketing; or
(b) government related identifiers.

7 Australian Privacy Principle 7—direct marketing

Direct marketing

7.1 If an organisation holds personal information about an individual,
the organisation must not use or disclose the information for the
purpose of direct marketing.

Note: An act or practice of an agency may be treated as an act or practice of
an organisation, see section 7A.

Exceptions—personal information other than sensitive information

7.2 Despite subclause 7.1, an organisation may use or disclose
personal information (other than sensitive information) about an
individual for the purpose of direct marketing if:

(a) the organisation collected the information from the
individual; and

(b) theindividual would reasonably expect the organisation to
use or disclose the information for that purpose; and

(c) the organisation provides a simple means by which the
individual may easily request not to receive direct marketing
communications from the organisation; and

(d) theindividual has not made such arequest to the
organisation.

7.3 Despite subclause 7.1, an organisation may use or disclose
personal information (other than sensitive information) about an
individual for the purpose of direct marketing if:

(a) the organisation collected the information from:

(i) theindividual and the individual would not reasonably
expect the organisation to use or disclose the
information for that purpose; or

(if) someone other than the individual; and
(b) either:
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(i) theindividual has consented to the use or disclosure of
the information for that purpose; or
(i) it isimpracticable to obtain that consent; and
(c) the organisation provides a simple means by which the
individual may easily request not to receive direct marketing
communications from the organisation; and
(d) in each direct marketing communication with the individual:
(i) the organisation includes a prominent statement that the
individual may make such arequest; or
(i) the organisation otherwise draws the individual’s
attention to the fact that the individual may make such a
request; and
(e) theindividual has not made such arequest to the
organisation.

Exception—sensitive information

7.4 Despite subclause 7.1, an organisation may use or disclose
sensitive information about an individual for the purpose of direct
marketing if the individual has consented to the use or disclosure
of the information for that purpose.

Exception—contracted service providers

7.5 Despite subclause 7.1, an organisation may use or disclose
personal information for the purpose of direct marketing if:
(a) the organisation is a contracted service provider for a
Commonwealth contract; and
(b) the organisation collected the information for the purpose of
meeting (directly or indirectly) an obligation under the
contract; and
(c) the use or disclosure is necessary to meet (directly or
indirectly) such an obligation.

Individual may reguest not to receive direct marketing
communications etc.

7.6 If an organisation (the first organisation) uses or discloses
personal information about an individual:

(a) for the purpose of direct marketing by the first organisation;
or
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(b) for the purpose of facilitating direct marketing by other

organisations;
the individual may:

(c) if paragraph (a) applies—request not to receive direct
marketing communications from the first organisation; and

(d) if paragraph (b) applies—request the organisation not to use
or disclose the information for the purpose referred to in that
paragraph; and

(e) request the first organisation to provide its source of the
information.

7.7 If anindividual makes arequest under subclause 7.6, the first
organisation must not charge the individual for the making of, or to
give effect to, the request and:

(@) if therequest is of akind referred to in paragraph 7.6(c) or
(d)y—the first organisation must give effect to the request
within areasonable period after the request is made; and

(b) if the request is of akind referred to in paragraph 7.6(e)—the
organisation must, within a reasonable period after the
reguest is made, notify the individual of its source unlessit is
impracticable or unreasonable to do so.

Interaction with other legidlation

7.8 This principle does not apply to the extent that any of the following
apply:
(a) the Do Not Call Register Act 2006;
(b) the Spam Act 2003;

(c) any other Act of the Commonwealth, or a Norfolk Island
enactment, prescribed by the regulations.

8 Australian Privacy Principle 8—cross-border disclosur e of
personal information

8.1 Before an APP entity discloses personal information about an
individual to a person (the overseas recipient):

(@) whoisnotin Australiaor an external Territory; and
(b) who is not the entity or the individual;

the entity must take such steps as are reasonable in the
circumstances to ensure that the overseas recipient does not breach
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the Australian Privacy Principles (other than Australian Privacy

Principle 1) in relation to the information.

Note: In certain circumstances, an act done, or a practice engaged in, by the
overseas recipient is taken, under section 16C, to have been done, or

engaged in, by the APP entity and to be a breach of the Australian
Privacy Principles.

8.2 Subclause 8.1 does not apply to the disclosure of personal
information about an individual by an APP entity to the overseas
recipient if:

(8 the entity reasonably believes that:

(i) therecipient of theinformation is subject to alaw, or
binding scheme, that has the effect of protecting the
information in away that, overall, is at least
substantially similar to the way in which the Australian
Privacy Principles protect the information; and

(ii) there are mechanismsthat the individual can accessto
take action to enforce that protection of the law or
binding scheme; or

(b) both of the following apply:
(i) theentity expressly informsthe individual that if he or
she consents to the disclosure of the information,
subclause 8.1 will not apply to the disclosure;

(ii) after being so informed, the individual consents to the
disclosure; or

(c) thedisclosure of the information is required or authorised by
or under an Australian law or a court/tribunal order; or

(d) apermitted general situation (other than the situation referred
toinitem 4 or 5 of the table in subsection 16A(1)) existsin
relation to the disclosure of the information by the APP
entity; or

(e) theentity isan agency and the disclosure of the information
isrequired or authorised by or under an international
agreement relating to information sharing to which Australia
isaparty; or

(f) theentity isan agency and both of the following apply:

(i) theentity reasonably believes that the disclosure of the
information is reasonably necessary for one or more
enforcement related activities conducted by, or on
behalf of, an enforcement body;
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(i) therecipient isabody that performs functions, or
exercises powers, that are similar to those performed or
exercised by an enforcement body.

Note: For permitted general situation, see section 16A.

9 Australian Privacy Principle 9—adoption, use or disclosure of
government related identifiers

Adoption of government related identifiers

9.1 An organisation must not adopt a government related identifier of
an individual asits own identifier of the individual unless:
(a) the adoption of the government related identifier isrequired
or authorised by or under an Australian law or a
court/tribunal order; or

(b) subclause 9.3 appliesin relation to the adoption.

Note: An act or practice of an agency may be treated as an act or practice of
an organisation, see section 7A.

Use or disclosure of government related identifiers

9.2 An organisation must not use or disclose a government related
identifier of an individual unless:

(a) the use or disclosure of the identifier is reasonably necessary
for the organisation to verify the identity of the individual for
the purposes of the organisation’ s activities or functions; or

(b) the use or disclosure of the identifier is reasonably necessary
for the organisation to fulfil its obligations to an agency or a
State or Territory authority; or

(c) the use or disclosure of the identifier is required or authorised
by or under an Australian law or a court/tribunal order; or

(d) apermitted general situation (other than the situation referred
toinitem 4 or 5 of the table in subsection 16A(1)) existsin
relation to the use or disclosure of the identifier; or

(e) the organisation reasonably believes that the use or disclosure
of the identifier is reasonably necessary for one or more
enforcement related activities conducted by, or on behalf of,
an enforcement body; or

(f) subclause 9.3 appliesin relation to the use or disclosure.

Notel:  Anact or practice of an agency may be treated as an act or practice of
an organisation, see section 7A.
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Note 2: For permitted general situation, see section 16A.

Regulations about adoption, use or disclosure

9.3 This subclause appliesin relation to the adoption, use or disclosure
by an organisation of a government related identifier of an
individual if:

(a) theidentifier is prescribed by the regulations; and

(b) the organisation is prescribed by the regulations, or is
included in a class of organisations prescribed by the
regulations; and

(c) the adoption, use or disclosure occurs in the circumstances
prescribed by the regulations.

Note: There are prerequisites that must be satisfied before the matters
mentioned in this subclause are prescribed, see subsections 100(2) and

).

Part 4—Integrity of personal information

10 Australian Privacy Principle 10—quality of personal information

10.1 An APP entity must take such steps (if any) as are reasonablein
the circumstances to ensure that the personal information that the
entity collectsis accurate, up-to-date and compl ete.

10.2 An APP entity must take such steps (if any) as are reasonablein
the circumstances to ensure that the personal information that the
entity uses or disclosesis, having regard to the purpose of the use
or disclosure, accurate, up-to-date, complete and relevant.

11 Australian Privacy Principle 11—security of personal
information

11.1 If an APP entity holds personal information, the entity must take
such steps as are reasonable in the circumstances to protect the
information:

(@ from misuse, interference and loss; and
(b) from unauthorised access, modification or disclosure.

11.2 If:
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() an APP entity holds personal information about an
individual; and

(b) theentity no longer needs the information for any purpose for
which the information may be used or disclosed by the entity
under this Schedule; and

(c) theinformation isnot contained in a Commonwealth record;
and

(d) theentity isnot required by or under an Australian law, or a
court/tribunal order, to retain the information;

the entity must take such steps as are reasonable in the
circumstances to destroy the information or to ensure that the
information is de-identified.

Part 5—Access to, and correction of, personal
information

12 Australian Privacy Principle 12—access to per sonal infor mation

Access

12.1 If an APP entity holds personal information about an individual,
the entity must, on request by the individual, give the individual
access to the information.

Exception to access—agency

12.2 If:
(a) the APP entity isan agency; and
(b) theentity is required or authorised to refuse to give the
individual access to the personal information by or under:
(i) the Freedom of Information Act; or
(if) any other Act of the Commonwealth, or a Norfolk
Island enactment, that provides for access by personsto
documents;
then, despite subclause 12.1, the entity is not required to give
access to the extent that the entity is required or authorised to
refuse to give access.
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Exception to access—organisation

12.3 If the APP entity is an organisation then, despite subclause 12.1,
the entity is not required to give the individual accessto the
personal information to the extent that:

(a) the entity reasonably believes that giving access would pose a
serious threat to the life, health or safety of any individual, or
to public health or public safety; or

(b) giving access would have an unreasonable impact on the
privacy of other individuals; or

(c) therequest for accessis frivolous or vexatious; or

(d) theinformation relatesto existing or anticipated legal
proceedings between the entity and the individual, and would
not be accessible by the process of discovery in those
proceedings; or

(e) giving accesswould reveal the intentions of the entity in
relation to negotiations with the individual in such away as
to prejudice those negotiations; or

(f) giving access would be unlawful; or

(g) denying accessisrequired or authorised by or under an
Australian law or a court/tribunal order; or

(h) both of the following apply:

(i) theentity has reason to suspect that unlawful activity, or
misconduct of a serious nature, that relates to the
entity’ s functions or activities has been, is being or may
be engaged in;

(ii) giving access would be likely to prejudice the taking of
appropriate action in relation to the matter; or

(i) giving accesswould be likely to prejudice one or more
enforcement related activities conducted by, or on behalf of,
an enforcement body; or

(i) giving access would reveal evaluative information generated
within the entity in connection with acommercially sensitive
decision-making process.

Dealing with requests for access

12.4 The APP entity must:
(a) respond to the request for access to the personal information:
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(i) if the entity is an agency—within 30 days after the
request is made; or

(ii) if the entity is an organisation—within areasonable
period after the request is made; and

(b) give accessto the information in the manner requested by the
individual, if it is reasonable and practicable to do so.

Other means of access

12.5 If the APP entity refuses:
(a) to give accessto the persona information because of
subclause 12.2 or 12.3; or
(b) to give access in the manner requested by the individual;
the entity must take such steps (if any) as are reasonable in the
circumstances to give accessin away that meets the needs of the
entity and the individual.

12.6 Without limiting subclause 12.5, access may be given through the
use of amutually agreed intermediary.

Access charges

12.7 If the APP entity is an agency, the entity must not charge the
individual for the making of the request or for giving access to the
personal information.

12.8 If:
(@) the APP entity is an organisation; and
(b) the entity chargesthe individual for giving access to the
personal information;

the charge must not be excessive and must not apply to the making
of the request.

Refusal to give access

12.9 If the APP entity refusesto give access to the personal information
because of subclause 12.2 or 12.3, or to give access in the manner
requested by the individual, the entity must give the individual a
written notice that sets out:

(a) thereasonsfor the refusal except to the extent that, having
regard to the grounds for the refusal, it would be
unreasonable to do so; and
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(b) the mechanisms available to complain about the refusal; and
(c) any other matter prescribed by the regulations.

12.10 If the APP entity refuses to give access to the personal information
because of paragraph 12.3(j), the reasons for the refusal may
include an explanation for the commercially sensitive decision.

13 Australian Privacy Principle 13—correction of per sonal
information

Correction

13.1 If:

() an APP entity holds personal information about an
individual; and
(b) either:

(i) theentity is satisfiedthat, having regard to a purpose for
which the information is held, the information is
inaccurate, out-of-date, incomplete, irrelevant or
misleading; or

(ii) theindividual reguests the entity to correct the
information;
the entity must take such steps (if any) as are reasonable in the
circumstances to correct that information to ensure that, having
regard to the purpose for which it is held, the information is
accurate, up-to-date, complete, relevant and not misleading.

Natification of correction to third parties

13.2 If:

(a) the APP entity corrects personal information about an
individual that the entity previously disclosed to another APP
entity; and

(b) theindividual requests the entity to notify the other APP
entityof the correction,;

the entity must take such steps (if any) as are reasonable in the

circumstances to give that notification unless it isimpracticable or
unlawful to do so.
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Refusal to correct information

13.3 If the APP entity refuses to correct the personal information as
regquested by the individual, the entity must give the individual a
written notice that sets out:

() thereasonsfor the refusal except to the extent that it would
be unreasonable to do so; and

(b) the mechanisms available to complain about the refusal; and
(c) any other matter prescribed by the regulations.

Request to associate a statement

13.4 If:
(a) the APP entity refuses to correct the personal information as
requested by the individual; and
(b) theindividua requests the entity to associate with the
information a statement that the information is inaccurate,
out-of-date, incomplete, irrelevant or misleading;

the entity must take such steps as are reasonable in the
circumstances to associate the statement in such away that will
make the statement apparent to users of the information.

Dealing with requests

13.5 If arequest is made under subclause 13.1 or 13.4, the APP entity:
(8) must respond to the request:
(i) if theentity is an agency—within 30 days after the
request is made; or
(ii) if the entity is an organisation—within a reasonable
period after the request is made; and

(b) must not charge the individual for the making of the request,
for correcting the personal information or for associating the
statement with the persona information (as the case may be).
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Schedule 2—Credit reporting

Privacy Act 1988

1 Before section 6
Insert:

Division 1—General definitions
2 Subsection 6(1)
Insert:

access seeker has the meaning given by subsection 6L (1).

3 Subsection 6(1)
Insert:

affected information recipient means:
(&) amortgage insurer; or
(b) atradeinsurer; or
(c) abody corporate referred to in paragraph 21G(3)(b); or
(d) aperson referred to in paragraph 21G(3)(c); or
(e) an entity or adviser referred to in paragraph 21N(2)(a).

4 Subsection 6(1)
Insert:

amount of credit has the meaning given by subsection 6M(2).

5 Subsection 6(1)
Insert:

Bankruptcy Act means the Bankruptcy Act 1966.

6 Subsection 6(1)
Insert:

ban period has the meaning given by subsection 20K (3).
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7 Subsection 6(1) (definition of commercial credit)
Repeal the definition, substitute:

commercial credit means credit (other than consumer credit) that is
applied for by, or provided to, a person.

8 Subsection 6(1)
Insert:

commercial credit related purpose of a credit provider in relation
to a person means the purpose of:

(a) assessing an application for commercial credit made by the
person to the provider; or

(b) collecting payments that are overdue in relation to
commercial credit provided by the provider to the person.

9 Subsection 6(1)
Insert:

consumer credit means credit:

(&) for which an application has been made by an individual to a
credit provider, or that has been provided to an individua by
acredit provider, in the course of the provider carrying on a
business or undertaking as a credit provider; and

(b) that isintended to be used wholly or primarily:

(i) for personal, family or household purposes; or
(ii) to acquire, maintain, renovate or improve residential
property for investment purposes; or
(iii) to refinance consumer credit that has been provided
wholly or primarily to acquire, maintain, renovate or
improve residential property for investment purposes.

10 Subsection 6(1)
Insert:

consumer credit liability information: if a credit provider provides
consumer credit to an individual, the following information about
the consumer credit is consumer credit liability information about
the individual:

(@) the name of the provider;
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(b) whether the provider is alicensee;

(c) thetype of consumer credit;

(d) the day on which the consumer credit is entered into;

(e) thetermsor conditions of the consumer credit:
(i) that relate to the repayment of the amount of credit; and
(i) that are prescribed by the regulations;

(f) the maximum amount of credit available under the consumer
credit;

(g) the day on which the consumer credit is terminated or
otherwise ceases to bein force.

11 Subsection 6(1)
Insert:

consumer credit related purpose of acredit provider in relation to
an individual means the purpose of:

(a) assessing an application for consumer credit made by the
individual to the provider; or

(b) collecting payments that are overdue in relation to consumer
credit provided by the provider to the individual.

12 Subsection 6(1)
Insert:

court proceedings information about an individual means
information about a judgement of an Australian court:

(a) that is made, or given, against the individual in proceedings
(other than criminal proceedings); and

(b) that relatesto any credit that has been provided to, or applied
for by, theindividual.

13 Subsection 6(1)
Insert:

CP derived information about an individual means any personal
information (other than sensitive information) about the individual:
(a) that isderived from credit reporting information about the
individual that was disclosed to a credit provider by a credit
reporting body under Division 2 of Part [11A; and
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(b) that has any bearing on theindividual’ s credit worthiness;
and

(c) that isused, has been used or could be used in establishing
the individual’s eligibility for consumer credit.

14 Subsection 6(1)
Insert:

CRB derived information about an individual means any personal
information (other than sensitive information) about the individual:

(a) that isderived by a credit reporting body from credit
information about the individual that is held by the body; and

(b) that has any bearing on the individual’ s credit worthiness;
and

(c) that isused, has been used or could be used in establishing
theindividual’ s eligibility for consumer credit.

15 Subsection 6(1) (definition of credit)
Repeal the definition, substitute:

credit has the meaning given by subsections 6M(1) and (3).

16 Subsection 6(1) (definition of credit card)
Omit “loans’ (wherever occurring), substitute “ credit”.

17 Subsection 6(1)
Insert:

credit eligibility information about an individual means:

(a) credit reporting information about the individual that was
disclosed to a credit provider by a credit reporting body
under Division 2 of Part III1A; or

(b) CP derived information about the individual .

18 Subsection 6(1) (definition of credit enhancement)
Omit “aloan”, substitute “ credit”.

19 Subsection 6(1) (paragraphs (a) and (b) of the definition of
credit enhancement)

Omit “theloan”, substitute “the credit”.
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20 Subsection 6(1)
Insert:
credit guarantee purpose of a credit provider in relation to an

individual means the purpose of assessing whether to accept the
individual as a guarantor in relation to:

(a) credit provided by the provider to a person other than the
individual; or

(b) credit for which an application has been made to the provider
by a person other than the individual .

21 Subsection 6(1)
Insert:

credit information has the meaning given by section 6N.

22 Subsection 6(1) (definition of credit information file)
Repeal the definition.

23 Subsection 6(1) (definition of credit provider)
Omit “section 11B”, substitute “sections 6G to 6K”.

24 Subsection 6(1) (definition of credit report)
Repeal the definition.

25 Subsection 6(1) (definition of credit reporting agency)
Repeal the definition.

26 Subsection 6(1)
Insert:

credit reporting body means:

(a) an organisation; or

(b) an agency prescribed by the regulations;
that carries on a credit reporting business.

27 Subsection 6(1) (definition of credit reporting business)
Repeal the definition, substitute:

credit reporting business has the meaning given by section 6P.
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28

29

30

31

32

33

34

Subsection 6(1)
Insert:

credit reporting information about an individual means credit
information, or CRB derived information, about the individual .

Subsection 6(1)
Insert:

credit worthiness of an individual meansthe individua’s:
(a) eligibility to be provided with consumer credit; or
(b) history inrelation to consumer credit; or

(c) capacity to repay an amount of credit that relates to consumer
credit.

Subsection 6(1) (definition of current credit provider)
Repeal the definition.

Subsection 6(1)
Insert:

default information has the meaning given by section 6Q.

Subsection 6(1) (definition of eligible communications
service)

Repeal the definition.

Subsection 6(1) (definition of guarantee)
Repeal the definition, substitute:
guarantee includes an indemnity given against the default of a

person in making a payment in relation to credit that has been
applied for by, or provided to, the person.

Subsection 6(1)
Insert:
identification information about an individual means:

(@) theindividua’sfull name; or
(b) an alias or previous name of theindividual; or
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35

36

37

38

39

40

(c) theindividual’s date of birth; or

(d) theindividual’s sex; or

(e) theindividual’s current or last known address, and 2 previous
addresses (if any); or

(f) the name of the individual’s current or last known employer;
or

(g) if theindividual holds adriver’'slicence—theindividual’'s
driver’slicence number.

Subsection 6(1)
Insert:

information request has the meaning given by section 6R.

Subsection 6(1)
Insert:

interested party has the meaning given by subsections 20T (3) and
21V (3).

Subsection 6(1)
Insert:

licensee has the meaning given by the National Consumer Credit
Protection Act 2009.

Subsection 6(1) (definition of loan)
Repeal the definition.

Subsection 6(1)
Insert:

managing credit does not include the act of collecting overdue
payments in relation to credit.

Subsection 6(1) (definition of mortgage credit)
Repeal the definition, substitute:

mortgage credit means consumer credit:
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(a) that is provided in connection with the acquisition,
maintenance, renovation or improvement of real property;
and

(b) inrelation to which the real property is security.

41 Subsection 6(1)
Insert:

mortgage insurance purpose of a mortgage insurer in relation to
an individual is the purpose of assessing:
() whether to provide insurance to, or the risk of providing
insurance to, a credit provider in relation to mortgage credit:
(i) provided by the provider to the individual; or
(ii) for which an application to the provider has been made
by the individual; or
(b) therisk of theindividual defaulting on mortgage credit in
relation to which the insurer has provided insurance to a
credit provider; or
(c) therisk of theindividual being unable to meet aliability that
might arise under a guarantee provided, or proposed to be
provided, in relation to mortgage credit provided by acredit
provider to another person.

42 Subsection 6(1) (definition of mortgage insurer)
Repeal the definition, substitute:
mortgage insurer means an organisation, or small business
operator, that carries on a business or undertaking that involves

providing insurance to credit providers in relation to mortgage
credit provided by providers to other persons.

43 Subsection 6(1)
Insert:

National Personal I nsolvency I ndex has the meaning given by the
Bankruptcy Act.

44 Subsection 6(1)
Insert:
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new arrangement information has the meaning given by
section 6S.

45 Subsection 6(1)
Insert:

payment information has the meaning given by section 6T.

46 Subsection 6(1)
Insert:

penalty unit has the meaning given by section 4AA of the Crimes
Act 1914,

47 Subsection 6(1)
Insert:

pending correction request in relation to credit information or
CRB derived information means:

(a) areguest made under subsection 20T(1) in relation to the
information if a notice has not been given under subsection
20U(2) or (3) in relation to the request; or

(b) arequest made under subsection 21V (1) in relation to the
information if:

(i) thecredit reporting body referred to in subsection
20V (3) has been consulted about the request under
subsection 21V (3); and

(ii) anotice has not been given under subsection 21W(2) or
(3) in relation to the request.

48 Subsection 6(1)
Insert:

pending dispute in relation to credit information or CRB derived
information means:

(8 acomplaint made under section 23A that relates to the
information if a decision about the complaint has not been
made under subsection 23B(4); or

(b) amatter that relates to the information and that is still being
dealt with by arecognised external dispute resolution
scheme; or
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(c) acomplaint made to the Commissioner under Part V that
relates to the information and that is still being dealt with.

49 Subsection 6(1)
Insert:

permitted CP disclosure has the meaning given by sections 21Jto
21N.

50 Subsection 6(1)
Insert:

permitted CP use has the meaning given by section 21H.

51 Subsection 6(1)
Insert:

permitted CRB disclosure has the meaning given by section 20F.

52 Subsection 6(1)
Insert:

personal insolvency information has the meaning given by
section 6U.

53 Subsection 6(1)
Insert:

pre-screening assessment means an assessment made under
paragraph 20G(2)(d).

54 Subsection 6(1)
Insert:

purchase, in relation to credit, includes the purchase of rights to
receive payments relating to the credit.

55 Subsection 6(1)
Insert:

regulated information of an affected information recipient means:
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(a) if therecipient isamortgage insurer or trade insurer—
personal information disclosed to the recipient under
Division 2 or 3 of Part I11A; or

(b) if therecipient isabody corporate referred to in paragraph
21G(3)(b)—credit eigibility information disclosed to the
recipient under that paragraph; or

(c) if therecipient is aperson referred to in paragraph
21G(3)(c)—credit eligibility information disclosed to the
recipient under that paragraph; or

(d) if the recipient is an entity or adviser referred to in paragraph
21N(2)(a)—credit digibility information disclosed to the
recipient under subsection 21N(2).

56 Subsection 6(1)
Insert:

repayment history information has the meaning given by
subsection 6V (1).

57 Subsection 6(1)
Insert:

residential property has the meaning given by section 204 of the
National Credit Code (within the meaning of the National
Consumer Credit Protection Act 2009).

58 Subsection 6(1)
Insert:

respondent for a complaint made under section 23A means the
credit reporting body or credit provider to which the complaint is
made.

59 Subsection 6(1)
Insert:

retention period has the meaning given by sections 20W and 20X.

60 Subsection 6(1) (subparagraphs (a)(i) and (ii) of the
definition of securitisation arrangement)
Repeal the subparagraphs, substitute:
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(i) credit that has been, or isto be, provided by a credit
provider; or
(i) the purchase of credit by acredit provider;

61 Subsection 6(1) (paragraph (b) of the definition of
securitisation arrangement)

Omit “loans’, substitute “credit”.

62 Subsection 6(1)
Insert:

securitisation related purpose of a credit provider in relation to an
individual isthe purpose of:

(a) assessing therisk in purchasing, by means of a securitisation
arrangement, credit that has been provided to, or applied for
by:

(i) theindividual; or
(if) aperson for whom the individual is, or is proposing to
be, aguarantor; or

(b) assessing the risk in undertaking credit enhancement in
relation to credit:

(i) thatis, or isproposed to be, purchased or funded by
means of a securitisation arrangement; and

(i) that has been provided to, or applied for by, the
individual or a person for whom the individual is, or is
proposing to be, a guarantor.

63 Subsection 6(1) (definition of serious credit infringement)
Repeal the definition, substitute:

serious credit infringement means.

(@) an act done by an individual that involves fraudulently
obtaining consumer credit, or attempting fraudulently to
obtain consumer credit; or

(b) an act done by an individual that involves fraudulently
evading the individual’ s obligations in relation to consumer
credit, or attempting fraudulently to evade those obligations;
or

(c) anact done by an individua if:
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(i) areasonable person would consider that the act
indicates an intention, on the part of theindividual, to
no longer comply with the individual’s obligationsin
relation to consumer credit provided by a credit
provider; and

(ii) the provider has, after taking such steps as are
reasonable in the circumstances, been unable to contact
the individual about the act; and

(iii) at least 6 months have passed since the provider last had
contact with the individual.

64 Subsection 6(1)
Insert:

trade insurance purpose of atrade insurer in relation to an
individual isthe purpose of ng:

(@) whether to provide insurance to, or therisk of providing
insurance to, a credit provider in relation to commercial
credit provided by the provider to the individual or another
person; or

(b) therisk of aperson defaulting on commercial credit in
relation to which the insurer has provided insurance to a
credit provider.

65 Subsection 6(1) (definition of trade insurer)
Repeal the definition, substitute:
trade insurer means an organisation, or small business operator,
that carries on a business or undertaking that involves providing

insurance to credit providersin relation to commercial credit
provided by providersto other persons.

66 Subsections 6(5A) to (5D)
Repeal the subsections.

67 Subsection 6(10)
Omit “credit”, substitute “consumer credit”.

68 At the end of subsection 6D(4)
Add:
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; or (f) isacredit reporting body.

69 After section 6F
Insert:

Division 2—K ey definitionsrelating to credit reporting
Subdivision A—Credit provider
6G Meaning of credit provider

General

(1) Each of thefollowing isacredit provider:
(a) abank;
(b) an organisation or small business operator if:

(i) the organisation or operator carries on a business or
undertaking; and

(ii) asubstantial part of the business or undertaking is the
provision of credit;

(c) an organisation or small business operator:
(i) that carries on aretail business; and
(if) that, in the course of the business, issues credit cards to
individuals in connection with the sale of goods, or the
supply of services, by the organisation or operator (as
the case may be);
(d) an agency, organisation or small business operator:
(i) that carries on abusiness or undertaking that involves
providing credit; and
(i) that is prescribed by the regulations.

Other credit providers

(2 If:

(a) an organisation or small business operator (the supplier)
carries on a business or undertaking in the course of which
the supplier provides credit in connection with the sale of
goods, or the supply of services, by the supplier; and

(b) therepayment, in full or in part, of the amount of credit is
deferred for at least 7 days, and
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(c) the supplier isnot a credit provider under subsection (1);

then the supplier isacredit provider but only in relation to the
credit.

(3) If:

(a) an organisation or small business operator (the lessor) carries
on abusiness or undertaking in the course of which the lessor
provides credit in connection with the hiring, leasing or
renting of goods; and

(b) thecreditisinforcefor at least 7 days; and

(c) no amount, or an amount |ess than the value of the goods, is
paid as adeposit for the return of the goods; and

(d) thelessor isnot acredit provider under subsection (1);
then the lessor isacredit provider but only in relation to the credit.

(4) An organisation or small business operator isacredit provider if
subsection 6H(1), 6J(1) or 6K (1) provides that the organisation or
operator isacredit provider.

Exclusions

(5) Despite subsections (1) to (4) of this section, an organisation or
small business operator acting in the capacity of:
(a) areal estate agent; or
(b) ageneral insurer (within the meaning of the Insurance Act
1973); or
(c) an employer of an individual;
isnot acredit provider while acting in that capacity.

(6) Despite subsections (1) to (4) of this section, an organisation or
small business operator is not acredit provider if it isincluded in a
class of organisations or operators prescribed by the regulations.

6H Agentsof credit providers

(1 If an organisation or small business operator (the agent) is acting
as an agent of acredit provider (the principal) in performing, on
behalf of the principal, atask that is reasonably necessary:

(8 inprocessing an application for credit made to the principal;
or
(b) in managing credit provided by the principal;
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then, while the agent is so acting, the agent isacredit provider.

(2) Subsection (1) does not apply if the principal is an organisation or
small business operator that is a credit provider because of a
previous application of that subsection.

(3) If subsection (1) appliesin relation to credit that has been provided
by the principal, the credit is taken, for the purposes of this Act, to
have been provided by both the principal and the agent.

(4) If subsection (1) appliesin relation to credit for which an
application has been made to the principal, the application is taken,
for the purposes of this Act, to have been made to both the
principal and the agent.

6J Securitisation arrangementsetc.

Q) If:

(@) an organisation or small business operator (the securitisation
entity) carries on a business that isinvolved in either or both
of the following:

(i) asecuritisation arrangement;

(if) managing credit that is the subject of a securitisation
arrangement; and

(b) the securitisation entity performs atask that is reasonably
necessary for:

(i) purchasing, funding or managing, or processing an
application for, credit by means of a securitisation
arrangement; or

(i) undertaking credit enhancement in relation to credit; and

(c) the credit has been provided by, or is credit for which an
application has been made to, a credit provider (the original
credit provider);

then, while the securitisation entity performs such atask, the
securitisation entity isacredit provider.

(2) Subsection (1) does not apply if the original credit provider isan
organisation or small business operator that is a credit provider
because of a previous application of that subsection.

(3) If subsection (1) appliesin relation to credit that has been provided
by the original credit provider, the credit is taken, for the purposes
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of this Act, to have been provided by both the original credit
provider and the securitisation entity.

(4) If subsection (1) appliesin relation to credit for which an
application has been made to the original credit provider, the
application is taken, for the purposes of this Act, to have been
made to both the original credit provider and the securitisation
entity.

6K Acquisition of therights of a credit provider

Q) If:

(8 an organisation or small business operator (the acquirer)
acquires, whether by assignment, subrogation or any other
means, the rights of a credit provider (the original credit
provider) in relation to the repayment of an amount of credit;
and

(b) the acquirer isnot acredit provider under subsection 6G(1);

then the acquirer isacredit provider but only in relation to the
credit.

(2) If subsection (1) of this section appliesin relation to credit that has
been provided by the original credit provider, the credit istaken,
for the purposes of this Act, to have been provided by the acquirer.

(3) If subsection (1) of this section appliesin relation to credit for
which an application has been made to the original credit provider,
the application is taken, for the purposes of this Act, to have been
made to the acquirer.

Subdivison B—Other definitions

6L Meaning of access seeker

(1) Anaccess seeker inrelation to credit reporting information, or
credit eligibility information, about an individual is:
(@) theindividual; or
(b) aperson:
(i) who isassisting theindividual to deal with a credit
reporting body or credit provider; and
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(if) who isauthorised, in writing, by the individual to make
arequest in relation to the information under subsection
20R(1) or 21T(1).

(2) Anindividual must not authorise a person under
subparagraph (1)(b)(ii) if the personiis:
(a) acredit provider; or
(b) amortgage insurer; or
(c) atradeinsurer; or

(d) aperson who is prevented from being a credit provider by
subsection 6G(5) or (6).

(3) Subparagraph (1)(b)(ii) does not apply to a person who provides
the National Relay Serviceor a person prescribed by the
regulations.

6M Meaning of credit and amount of credit

(1) Creditisacontract, arrangement or understanding under which:

(8) payment of adebt owed by one person to another person is
deferred; or

(b) one person incurs a debt to another person and defers the
payment of the debt.

(2) Theamount of credit isthe amount of the debt that is actually
deferred, or that may be deferred, but does not include any fees or
charges payable in connection with the deferral of the debt.

(3) Without limiting subsection (1), credit includes:
(&) ahire-purchase agreement; and
(b) acontract, arrangement or understanding of akind referred to
in that subsection that isfor the hire, lease or rental of goods,
or for the supply of services, other than a contract,
arrangement or understanding under which:
(i) full payment is made before, or at the same time as, the
goods or services are provided; and
(i) inthe case of goods—an amount greater than, or equal
to, the value of the goodsis paid as a deposit for the
return of the goods.
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6N Meaning of credit information

Credit information about an individual is personal information
(other than sensitive information) that is:
(&) identification information about the individual; or
(b) consumer credit liability information about the individual; or
(c) repayment history information about the individual; or
(d) astatement that an information request has been made in
relation to theindividual by acredit provider, mortgage
insurer or trade insurer; or
(e) thetype of consumer credit or commercial credit, and the
amount of credit, sought in an application:

(i) that has been made by the individual to a credit
provider; and

(ii) in connection with which the provider has made an

information request in relation to the individual; or

(f) default information about the individual; or
(g) payment information about the individual; or
(h) new arrangement information about the individual; or
(i) court proceedings information about the individual; or
(i) personal insolvency information about the individual; or
(k) publicly available information about the individual:

(i) that relatesto the individual’s activitiesin Australia or
the external Territories and the individua’s credit
worthiness; and

(if) that isnot court proceedings information about the
individual or information about the individual that is
entered or recorded on the National Personal Insolvency
Index; or

() the opinion of acredit provider that the individual has
committed, in circumstances specified by the provider, a
serious credit infringement in relation to consumer credit
provided by the provider to the individual.

6P Meaning of credit reporting business

(1) A credit reporting business is a business or undertaking that

involves collecting, holding, using or disclosing personal
information about individuals for the purpose of, or for purposes
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including the purpose of, providing an entity with information
about the credit worthiness of an individual.

(2) Subsection (1) applies whether or not the information about the
credit worthiness of an individua is:
() provided for profit or reward; or
(b) provided, or intended to be provided, for the purposes of
assessing an application for consumer credit.

(3) In determining whether a business or undertaking carried on by a
credit provider is a credit reporting business, disregard the
provision of information about the credit worthiness of an
individual to arelated body corporate by the provider.

(4) Despite subsection (1), a business or undertaking is not a credit
reporting businessif the business or undertaking isincluded in a
class of businesses or undertakings prescribed by the regulations.

6Q Meaning of default information

Consumer credit defaults

(1) Default information about an individual is informationabout a
payment (including a payment that is wholly or partly a payment of
interest) that the individual is overdue in making in relation to
consumer credit that has been provided by a credit provider to the
individual if:

(a) theindividual isat least 60 days overdue in making the
payment; and
(b) the provider has given awritten notice to the individual
informing the individual of the overdue payment and
requesting that the individual pay the amount of the overdue
payment; and
(c) the provider isnot prevented by a statute of limitations from
recovering the amount of the overdue payment; and
(d) the amount of the overdue payment is equal to or more than:
(i) $150; or
(ii) such higher amount asis prescribed by the regulations.

64Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Credit reportingSchedule 2
Amendments relating to the Australian Privacy PrinciplesPart 1

Guar antor defaults

(2) Default information about an individual is informationabout a
payment that the individual is overdue in making as a guarantor
under a guarantee given against any default by a person (the
borrower) in repaying all or any of the debt deferred under
consumer credit provided by a credit provider to the borrower if:

(a) the provider has given the individual written notice of the
borrower’ s default that gave rise to the individual’s
obligation to make the overdue payment; and

(b) the notice requests that the individual pay the amount of the
overdue payment; and

(c) atleast 60 days have passed since the day on which the
notice was given; and

(d) in addition to giving the notice, the provider has taken other
steps to recover the amount of the overdue payment from the
individual; and

(e) the provider is not prevented by a statute of limitations from
recovering the amount of the overdue payment.

6R Meaning of information request

Credit provider

(1) A credit provider has made an information request in relation to
an individual if the provider has sought information about the
individual from a credit reporting body:

(&) in connection with an application for consumer credit made
by the individual to the provider; or

(b) in connection with an application for commercial credit made
by a person to the provider; or

(c) for acredit guarantee purpose of the provider in relation to
the individual; or

(d) for asecuritisation related purpose of the provider in relation
to the individual.

Mortgage insurer

(2) A mortgage insurer has made an information request in relation to
an individual if:
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(a) theinsurer has sought information about the individual from
acredit reporting body; and

(b) theinformation was sought in connection with the provision
of insurance to a credit provider in relation to mortgage credit
provided by the provider to:

(i) theindividual; or
(ii) aperson for whom the individual is, or is proposing to
be, a guarantor.

Trade insurer

(3) A tradeinsurer has made an information request in relation to an
individual if:
(a) theinsurer has sought information about the individual from
acredit reporting body; and
(b) the information was sought in connection with the provision
of insurance to acredit provider in relation to commercial

credit provided by the provider to the individual or another
person.

6S M eaning of new arrangement information

Consumer credit defaults

Q) If:

(a) acredit provider has disclosed default information about an
individual to acredit reporting body; and

(b) the default information relates to a payment that the
individual is overdue in making in relation to consumer credit
(the original consumer credit) that has been provided by the
provider to theindividual; and

(c) because of the individual being so overdue:

(i) thetermsor conditions of the original consumer credit
that relate to the repayment of the amount of credit are
varied; or

(ii) theindividual is provided with other consumer credit
(the new consumer credit) by a credit provider that
relates, wholly or in part, to that amount of credit;
then new arrangement information about the individual is a
statement that those terms or conditions of the original consumer
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credit have been varied, or that the individual has been provided
with the new consumer credit.

Serious credit infringements

(2 If:

(a) acredit provider is of the opinion that an individual has
committed a serious credit infringement in relation to
consumer credit (the original consumer credit) provided by
the provider to theindividual; and

(b) the provider has disclosed the opinion to a credit reporting
body; and

(c) because of the provider having that opinion:

(i) theterms or conditions of the original consumer credit
that relate to the repayment of the amount of credit are
varied; or

(i) theindividual is provided with other consumer credit
(the new consumer credit) by acredit provider that
relates, wholly or in part, to that amount of credit;
then new arrangement information about the individual isa
statement that those terms or conditions of the original consumer

credit have been varied, or that the individual has been provided
with the new consumer credit.

6T Meaning of payment information

If:

() acredit provider has disclosed default information about an
individual to acredit reporting body; and
(b) on aday after the default information was disclosed, the
amount of the overdue payment to which the information
relatesis paid;
then payment information about the individual is a statement that
the amount of the overdue payment has been paid on that day.

6U Meaning of personal insolvency information

(1) Personal insolvency information about an individua is
information:

(a) that isentered or recorded in the National Personal
Insolvency Index; and
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(b) that relates to:
(i) abankruptcy of theindividual; or
(if) adebt agreement proposal given by the individual; or
(iii) adebt agreement made by the individual; or
(iv) apersonal insolvency agreement executed by the
individual; or
(v) adirection given, or an order made, under section 50 of
the Bankruptcy Act that relates to the property of the
individual; or
(vi) an authority signed under section 188 of that Act that
relates to the property of the individual.

(2) Despite subparagraph (1)(b)(i), personal insolvency information
about an individual must not relate to:

(a) the presentation of a creditor’ s petition against the individual;
or

(b) an administration under Part X1 of the Bankruptcy Act of the
individua’s estate.

(3) Anexpression used in paragraph (1)(b) or (2)(a) that isalso used in
the Bankruptcy Act has the same meaning in that paragraph as it
hasin that Act.

6V Meaning of repayment history information

(1) If acredit provider provides consumer credit to an individual, the
following information about the consumer credit is repayment
history information about the individual:

(@) whether or not the individual has met an obligation to make a
monthly payment that is due and payable in relation to the
consumer credit;

(b) the day on which the monthly payment is due and payable;

(c) if theindividual makes the monthly payment after the day on

which the payment is due and payable—the day on which the
individual makes that payment.

(2) Theregulations may make provision in relation to:

(@) whether or not an individual has met an obligation to make a

monthly payment that is due and payable in relation to
consumer credit; and

(b) whether or not a payment is amonthly payment.
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Division 3—Other matters

70 Paragraphs 7(1)(a) and 8(1)(a)

Omit “credit reporting agency” (wherever occurring), substitute “ credit
reporting body”.

71 Sections 11A and 11B
Repeal the sections.

72 Part IlIA
Repeal the Part, substitute:

Part |11l A—Credit reporting
Division 1—Introduction

19 GuidetothisPart

In general, this Part deals with the privacy of information relating
to credit reporting.

Divisions 2 and 3 contain rules that apply to credit reporting bodies
and credit providersin relation to their handling of information
relating to credit reporting.

Division 4 contains rules that apply to affected information
recipientsin relation to their handling of their regulated
information.

Division 5 deals with complaints to credit reporting bodies or
credit providers about acts or practices that may be a breach of
certain provisions of this Part or the registered CR code.

Division 6 deals with entities that obtain credit reporting
information or credit eligibility information by false pretence, or
when they are not authorised to do so under this Part.

Division 7 provides for compensation orders, and other orders, to
be made by the Federal Court or Federal Magistrates Court.
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Division 2—Credit reporting bodies

Subdivision A—Introduction and application of thisDivision
etc.

20 GuidetothisDivision

This Division sets out rules that apply to credit reporting bodiesin
relation to their handling of the following:

(@) credit reporting information;

(b) CPderived information;

(c) credit reporting information that is de-identified;
(d) apre-screening assessment.

The rules apply in relation to that kind of information or
assessment instead of the Australian Privacy Principles.

20A Application of this Division and the Australian Privacy
Principlesto credit reporting bodies

(1) ThisDivision appliesto acredit reporting body in relation to the
following:
(a) credit reporting information;
(b) CP derived information;
(c) credit reporting information that is de-identified,;
(d) apre-screening assessment.

(2) The Australian Privacy Principles do not apply to a credit reporting
body in relation to personal information that is:

(a) credit reporting information; or
(b) CP derived information; or
(c) apre-screening assessment.

Note: The Australian Privacy Principles apply to the credit reporting body in
relation to other kinds of personal information.
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Subdivision B—Consider ation of information privacy

20B Open and transpar ent management of credit reporting

(D

2

3

(4)

information

The object of this section is to ensure that credit reporting bodies
manage credit reporting information in an open and transparent

way.
Compliance with this Division etc.

A credit reporting body must take such steps as are reasonable in
the circumstances to implement practices, procedures and systems
relating to the credit reporting business of the body that:
() will ensure that the body complies with this Division and the
registered CR code; and
(b) will enable the body to deal with inquiries or complaints
from individuals about the body’ s compliance with this
Division or the registered CR code.

Policy about the management of credit reporting information

A credit reporting body must have a clearly expressed and
up-to-date policy about the management of credit reporting
information by the body.

Without limiting subsection (3), the policy of the credit reporting
body must contain the following information:
(&) thekinds of credit information that the body collects and how
the body collects that information;
(b) the kinds of credit reporting information that the body holds
and how the body holds that information;
(c) thekinds of personal information that the body usually
derives from credit information that the body holds;
(d) the purposes for which the body collects, holds, uses and
discloses credit reporting information;
(e) information about the effect of section 20G (which deals with
direct marketing) and how the individual may make a request
under subsection (5) of that section;
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(f) how an individual may access credit reporting information
about theindividual that is held by the body and seek the
correction of such information;

(g) information about the effect of section 20T (which deals with
individuals requesting the correction of credit information
etc.);

(h) how an individual may complain about a failure of the body
to comply with this Division or the registered CR code and
how the body will deal with such acomplaint.

Availability of policy etc.

(5) A credit reporting body must take such steps as are reasonable in
the circumstances to make the policy available:

(a) freeof charge; and
(b) insuch form asis appropriate.

Note: A credit reporting body will usually make the policy available on the
body’ s website.

(6) If aperson or body requests a copy, in aparticular form, of the
policy of acredit reporting body, the credit reporting body must
take such steps as are reasonable in the circumstancesto give the
person or body a copy in that form.

Subdivision C—Collection of credit information

20C Caollection of solicited credit infor mation

Prohibition on collection

(1) A credit reporting body must not collect credit information about
anindividual.

Civil penalty: 2,000 penalty units.
Exceptions

(2) Subsection (1) does not apply if the collection of the credit
information is required or authorised by or under an Australian law
or acourt/tribunal order.

(3) Subsection (1) does not apply if:
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(a) the credit reporting body collects the credit information about
theindividual from a credit provider who is permitted under
section 21D to disclose the information to the body; and

(b) the body collects the information in the course of carrying on
acredit reporting business; and

(c) if theinformation isidentification information about the
individual—the body also collects from the provider, or
already holds, credit information of another kind about the
individual.

(4) Subsection (1) does not apply if:
(a) the credit reporting body:

(i) collectsthe credit information about the individual from
an entity (other than a credit provider) in the course of
carrying on acredit reporting business; and

(if) knows, or believes on reasonable grounds, that the
individual is at least 18 years old; and

(b) theinformation does not relate to an act, omission, matter or
thing that occurred or existed before the individual turned 18;
and

(c) if theinformation relates to consumer credit or commercial
credit—the credit is or has been provided, or applied for, in
Australia; and

(d) if the information isidentification information about the
individual—the body also collects from the entity, or already
holds, credit information of another kind about the
individual; and

(e) if theinformation is repayment history information about the
individual—the body collects the information from another
credit reporting body that has an Australian link.

(5) Paragraph (4)(b) does not apply to identification information about
the individual.

(6) Despite paragraph (4)(b), consumer credit liability information
about the individual may relate to consumer credit that was entered
into on a day before the individual turned 18, so long as the
consumer credit was not terminated, or did not otherwise cease to
bein force, on aday before the individual turned 18.
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(7)

(8)

Means of collection

A credit reporting body must collect credit information only by
lawful and fair means.

Solicited credit information

This section applies to the collection of credit information that is
solicited by a credit reporting body.

20D Dealing with unsolicited credit information

(D

(2)

3

(4)

(5)

If:

() acredit reporting body receives credit information about an
individual; and
(b) the body did not solicit the information;
the body must, within a reasonable period after receiving the
information, determine whether or not the body could have
collected the information under section 20C if the body had
solicited the information.

The credit reporting body may use or disclose the credit
information for the purposes of making the determination under
subsection (1).

If the credit reporting body determines that it could have collected
the credit information, sections 20E to 20ZA apply in relation to
the information as if the body had collected the information under
section 20C.

If the credit reporting body determines that it could not have
collected the credit information, the body must, as soon as
practicable, destroy the information.

Civil penalty: 1,000 penalty units.

Subsection (4) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order, to
retain the credit information.
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Subdivision D—Dealing with credit reporting infor mation etc.

20E Useor disclosure of credit reporting infor mation

Prohibition on use or disclosure

(1) If acredit reporting body holds credit reporting information about
an individual, the body must not use or disclose the information.

Civil penalty: 2,000 penalty units.
Permitted uses

(2) Subsection (1) does not apply to the use of credit reporting
information about the individual if:

(a) the credit reporting body uses the information in the course
of carrying on the body’ s credit reporting business; or

(b) theuseisrequired or authorised by or under an Australian
law or a court/tribunal order; or

(c) theuseisause prescribed by the regulations.

Permitted disclosures

(3) Subsection (1) does not apply to the disclosure of credit reporting
information about the individual if:

(a) thedisclosureisapermitted CRB disclosurein relation to the
individual; or
(b) thedisclosureisto another credit reporting body that has an
Australian link; or
(c) both of the following apply:
(i) thedisclosureis for the purposes of arecognised
external dispute resolution scheme;

(if) acredit reporting body or credit provider isamember of

the scheme; or
(d) both of the following apply:
(i) thedisclosureisto an enforcement body;

(i) the credit reporting body is satisfied that the body, or
another enforcement body, believes on reasonable
grounds that the individual has committed a serious
credit infringement; or
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(e) thedisclosureisrequired or authorised by or under an
Australian law or a court/tribunal order; or

(f) thedisclosureisadisclosure prescribed by the regulations.

(4) However, if the credit reporting information is, or was derived
from, repayment history information about the individual, the
credit reporting body must not disclose the information under
paragraph (3)(a) or (f) unless the recipient of the information is:

(a) acredit provider who is alicensee or is prescribed by the
regulations; or
(b) amortgage insurer.

Civil penalty: 2,000 penalty units.

(5) If acredit reporting body discloses credit reporting information
under this section, the body must make a written note of that

disclosure.
Civil penalty: 500 penalty units.
Note: Other Acts may provide that the note must not be made (see for

example the Australian Crime Commission Act 2002 and the Law
Enforcement Integrity Commissioner Act 2006).

No use or disclosure for the purposes of direct marketing

(6) This section does not apply to the use or disclosure of credit
reporting information for the purposes of direct marketing.

Note: Section 20G deals with the use or disclosure of credit reporting
information for the purposes of direct marketing.

20F Permitted CRB disclosuresin relation to individuals

(1) A disclosure by acredit reporting body of credit reporting
information about an individual is a permitted CRB disclosurein
relation to the individual if:

(a) thedisclosureisto an entity that is specified in an item of the
table and that has an Australian link; and
(b) such conditions as are specified for the item are satisfied.

Permitted CRB disclosures

Item If thedisclosureisto... thecondition or conditionsare...

1 a credit provider the provider requests the information for a
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Permitted CRB disclosures

Item If thedisclosureisto... thecondition or conditionsare...

consumer credit related purpose of the provider
in relation to the individual.

2 acredit provider (@) the provider requests the information for a
commercial credit related purpose of the
provider in relation to a person; and

(b) the individual expressly consentsto the

disclosure of the information to the provider
for that purpose.

3 acredit provider (a) the provider requests the information for a
credit guarantee purpose of the provider in
relation to the individual; and

(b) the individual expressly consents, in writing,
to the disclosure of the information to the
provider for that purpose.

4 acredit provider the credit reporting body is satisfied that the
provider, or another credit provider, believes on
reasonable grounds that the individual has
committed a serious credit infringement.

5 acredit provider (a) the credit reporting body holds consumer
credit liability information that relates to
consumer credit provided by the provider to
the individual; and

(b) the consumer credit has not been terminated,
or has not otherwise ceased to be in force.

6 acredit provider under the provider requests the information for a
subsection 6J(1) securitisation related purpose of the provider in
relation to the individual.
7 amortgage insurer the insurer requests the information for a

mortgage insurance purpose of the insurer in
relation to the individual.

8 atrade insurer (a) the insurer requests the information for a
trade insurance purpose of the insurer in
relation to the individua; and

(b) the individual expressly consents, in writing,
to the disclosure of the information to the
insurer for that purpose.
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(2)

The consent of the individual under paragraph (b) of item 2 of the
table in subsection (1) must be given in writing unless:
(8) the credit provider referred to in that item requests the
information for the purpose of assessing an application for
commercia credit made by a person to the provider; and

(b) the application has not been made in writing.

20G Useor disclosure of credit reporting information for the

(D

(2

3

purposes of direct marketing

Prohibition on direct marketing

If acredit reporting body holds credit reporting information about
an individual, the body must not use or disclose the information for
the purposes of direct marketing.

Civil penalty: 2,000 penalty units.
Permitted use for pre-screening

Subsection (1) does not apply to the use by the credit reporting
body of credit information about the individual for the purposes of
direct marketing by, or on behalf of, a credit provider if:
(@) the provider has an Australian link and is alicensee; and
(b) thedirect marketing is about consumer credit that the
provider providesin Australia; and
(c) theinformation isnot consumer credit liability information,
or repayment history information, about the individual; and
(d) the body uses the information to assess whether or not the
individual is éligible to receive the direct marketing
communications of the credit provider; and
(e) theindividual has not made a request under subsection (5);
and
(f) the body complieswith any requirements that are set out in
the registered CR code.

In assessing under paragraph (2)(d) whether or not the individual is
eligible to receive the direct marketing communications of the
credit provider, the credit reporting body must have regard to the
eigibility requirements nominated by the provider.
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(4) An assessment under paragraph (2)(d) is not credit reporting
information about the individual .

Reqguest not to use information for pre-screening

(5 Anindividual may request a credit reporting body that holds credit
information about the individual not to use the information under
subsection (2).

(6) If theindividual makes arequest under subsection (5), the credit
reporting body must not charge the individua for the making of the
reguest or to give effect to the request.

Written note of use

(7) If acredit reporting body uses credit information under
subsection (2), the body must make a written note of that use.

Civil penalty: 500 penalty units.
20H Use or disclosure of pre-screening assessments

Use or disclosure by credit reporting bodies

(1) If acredit reporting body makes a pre-screening assessment in
relation to direct marketing by, or on behalf of, a credit provider,
the body must not use or disclose the assessment.

Civil penalty: 2,000 penalty units.

(2) Subsection (1) does not apply if:

(a) the credit reporting body discloses the pre-screening
assessment for the purposes of the direct marketing by, or on
behalf of, the credit provider; and

(b) therecipient of the assessment is an entity (other than the
provider) that has an Australian link.

(3) If the credit reporting body discloses the pre-screening assessment
under subsection (2), the body must make a written note of that
disclosure.

Civil penalty: 500 penalty units.
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Use or disclosure by recipients

(4) If the credit reporting body discloses the pre-screening assessment
under subsection (2), the recipient must not use or disclose the
assessment.

Civil penalty: 1,000 penalty units.

(5) Subsection (4) does not apply if the recipient uses the
pre-screening assessment for the purposes of the direct marketing
by, or on behalf of, the credit provider.

(6) If the recipient uses the pre-screening assessment under
subsection (5), the recipient must make a written note of that use.

Civil penalty: 500 penalty units.
Interaction with the Australian Privacy Principles

(7) If therecipient isan APP entity, Australian Privacy Principles 6, 7
and 8 do not apply to the recipient in relation to a pre-screening
assessment.

20J Destruction of pre-screening assessment

(1) If an entity has possession or control of a pre-screening
assessment, the entity must destroy the assessment if:

(a) the entity no longer needs the assessment for any purpose for
which it may be used or disclosed under section 20H; and

(b) theentity is not required by or under an Australian law, or a
court/tribunal order, to retain the assessment.

Civil penalty: 1,000 penalty units.

(2) If the entity isan APP entity but not a credit reporting body,
Australian Privacy Principle 11.2 does not apply to the entity in
relation to the pre-screening assessment.

20K Nouseor disclosure of credit reporting information during a
ban period

Q) If:
(@) acredit reporting body holds credit reporting information
about an individual; and
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(2

©)

(4)

(b) theindividual believes on reasonable grounds that the
individual has been, or islikely to be, avictim of fraud
(including identity fraud); and

(c) theindividual requests the body not to use or disclose the
information under this Division;

then, despite any other provision of this Division, the body must
not use or disclose the information during the ban period for the
information.

Civil penalty: 2,000 penalty units.

Subsection (1) does not apply if:

(@) theindividual expressly consents, in writing, to the use or
disclosure of the credit reporting information under this
Division; or

(b) theuse or disclosure of the credit reporting information is
required by or under an Australian law or a court/tribunal
order.

Ban period

The ban period for credit reporting information about an individual
isthe period that:

(@) startswhen the individual makes aregquest under
paragraph (1)(c); and
(b) ends:
(i) 21 days after the day on which the request is made; or

(it) if the period is extended under subsection (4)—on the
day after the extended period ends.

If:
(a) thereisaban period for credit reporting information about an
individual that is held by a credit reporting body; and
(b) before the ban period ends, the individual requests the body
to extend that period; and
(c) the body believes on reasonable grounds that the individual
has been, or islikely to be, avictim of fraud (including
identity fraud);
the body must:
(d) extend the ban period by such period as the body considersis
reasonabl e in the circumstances; and
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(e) givetheindividua written notification of the extension.
Civil penalty: 1,000 penalty units.

(5) A ban period for credit reporting information may be extended
more than once under subsection (4).

No charge for request etc.

(6) If anindividual makes arequest under paragraph (1)(c) or (4)(b), a
credit reporting body must not charge the individual for the making
of the request or to give effect to the request.

20L Adoption of government related identifiers

Q) If:
(@) acredit reporting body holds credit reporting information
about an individual; and
(b) theinformation is agovernment related identifier of the
individual;
the body must not adopt the government related identifier asits
own identifier of the individual.

Civil penalty: 2,000 penalty units.

(2) Subsection (1) does not apply if the adoption of the government
related identifier is required or authorised by or under an
Australian law or a court/tribunal order.

20M Useor disclosure of credit reporting information that is
de-identified

Use or disclosure

Q) If:
(a) acredit reporting body holds credit reporting information;
and
(b) theinformation (the de-identified information) is
de-identified;
the body must not use or disclose the de-identified information.

(2) Subsection (1) does not apply to the use or disclosure of the
de-identified information if:
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(a) the use or disclosureisfor the purposes of conducting
research in relation to credit; and

(b) the credit reporting body complies with the rules made under
subsection (3).

Commissioner may make rules

(3) The Commissioner may, by legidative instrument, make rules
relating to the use or disclosure by a credit reporting body of
de-identified information for the purposes of conducting research
in relation to credit.

(4) Without limiting subsection (3), the rules may relate to the
following matters:

(8 thekinds of de-identified information that may or may not be
used or disclosed for the purposes of conducting the research;

(b) whether or not the research isresearch in relation to credit;

(c) the purposes of conducting the research;

(d) consultation about the research;

(e) how the research is conducted.

Subdivision E—Integrity of credit reporting infor mation

20N Quality of credit reporting information

(1) A credit reporting body must take such steps as are reasonable in
the circumstances to ensure that the credit information the body
collectsis accurate, up-to-date and complete.

(2) A credit reporting body must take such steps as are reasonable in
the circumstances to ensure that the credit reporting information
the body uses or disclosesis, having regard to the purpose of the
use or disclosure, accurate, up-to-date, complete and relevant.

(3) Without limiting subsections (1) and (2), a credit reporting body
must:

(a) enter into agreements with credit providers that require the
providers to ensure that credit information that they disclose
to the body under section 21D is accurate, up-to-date and
complete; and
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(b) ensurethat regular audits are conducted by an independent
person to determine whether those agreements are being
complied with; and

(c) identify and deal with suspected breaches of those
agreements.

20P False or midleading credit reporting infor mation

Offence

(1) A credit reporting body commits an offenceif:

(a) the body uses or discloses credit reporting information under
this Division (other than subsections 20D(2) and 20T (4));
and

(b) theinformation isfalse or misleading in amaterial particular.

Penalty: 200 penalty units.

Civil penalty

(2) A credit reporting body must not use or disclose credit reporting
information under this Division (other than subsections 20D(2) and
20T(4)) if theinformation is false or misleading in a material
particular.

Civil penalty: 2,000 penalty units.

20Q Security of credit reporting information

(D) If acredit reporting body holds credit reporting information, the
body must take such steps as are reasonable in the circumstances to
protect the information:

(& from misuse, interference and loss; and
(b) from unauthorised access, modification or disclosure.

(2) Without limiting subsection (1), a credit reporting body must:
(a) enter into agreements with credit providers that require the
providers to protect credit reporting information that is
disclosed to them under this Division:

(i) from misuse, interference and loss; and

(if) from unauthorised access, modification or disclosure;
and
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(b) ensurethat regular audits are conducted by an independent
person to determine whether those agreements are being
complied with; and

(c) identify and deal with suspected breaches of those
agreements.

Subdivision F—Accessto, and correction of, information

20R Accessto credit reporting information

(D

(2)

3

(4)

Access

If acredit reporting body holds credit reporting information about
an individual, the body must, on request by an access seeker in
relation to the information, give the access seeker accessto the
information.

Exceptions to access

Despite subsection (1), the credit reporting body is not required to
give the access seeker access to the credit reporting information to
the extent that:

(a) giving access would be unlawful; or

(b) denying accessisrequired or authorised by or under an
Australian law or a court/tribunal order; or

(c) giving accesswould be likely to prejudice one or more
enforcement related activities conducted by, or on behalf of,
an enforcement bodly.

Dealing with requests for access

The credit reporting body must respond to the request within a
reasonable period, but not longer than 10 days, after the request is
made.

Means of access

If the credit reporting body gives access to the credit reporting
information, the access must be given in the manner set out in the
registered CR code.
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Access charges

(5) If arequest under subsection (1) in relation to the individual has
not been made to the credit reporting body in the previous 12
months, the body must not charge the access seeker for the making
of the request or for giving accessto the information.

(6) If subsection (5) does not apply, any charge by the credit reporting
body for giving access to the information must not be excessive
and must not apply to the making of the request.

Refusal to give access

(7) If the credit reporting body refuses to give access to the
information because of subsection (2), the body must give the
access seeker awritten notice that:

(a) setsout the reasons for the refusal except to the extent that,
having regard to the grounds for the refusal, it would be
unreasonabl e to do so; and

(b) statesthat, if the access seeker is not satisfied with the
response to the request, the access seeker may:

(i) access arecognised external dispute resolution scheme
of which the body is a member; or

(if) make acomplaint to the Commissioner under Part V.

20S Correction of credit reporting information

Q) If:
(a) acredit reporting body holds credit reporting information
about an individua ; and
(b) the body is satisfied that, having regard to a purpose for
which the information is held by the body, the information is
inaccurate, out-of-date, incomplete, irrelevant or misleading;
the body must take such steps (if any) as are reasonablein the
circumstances to correct the information to ensure that, having
regard to the purpose for which it is held, the information is
accurate, up-to-date, complete, relevant and not misleading.

(2 If:

(a) the credit reporting body corrects credit reporting information
under subsection (1); and
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(b) the body has previously disclosed the information under this
Division (other than subsections 20D(2) and 20T (4));

the body must, within a reasonable period, give each recipient of
the information written notice of the correction.

(3) Subsection (2) does not apply if:
(a) itisimpracticable for the credit reporting body to give the
notice under that subsection; or
(b) the credit reporting body is required by or under an
Australian law, or a court/tribunal order, not to give the
notice under that subsection.

20T Individual may request the correction of credit information etc.

Request

(1) Anindividua may request acredit reporting body to correct
personal information about the individua if:

(@) the personal informationiis:
(i) credit information about the individual; or
(ii) CRB derived information about the individual; or
(iii) CP derived information about the individual; and

(b) the body holds at least one kind of the personal information
referred to in paragraph (a).

Correction

(2) If the credit reporting body is satisfied that the personal
information is inaccurate, out-of-date, incomplete, irrelevant or
misleading, the body must take such steps (if any) asare
reasonable in the circumstances to correct the information within:

(a) the period of 30 days that starts on the day on which the
request is made; or
(b) such longer period astheindividual has agreed to in writing.

Consultation

(3) If the credit reporting body considers that the body cannot be
satisfied of the matter referred to in subsection (2) in relation to the
personal information without consulting either or both of the
following (the interested party):
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(a) another credit reporting body that holds or held the
information and that has an Australian link;

(b) acredit provider that holds or held the information and that
has an Australian link;

the body must consult that interested party, or those interested
parties, about the individual’ s request.

(4) The use or disclosure of personal information about the individual
for the purposes of the consultation is taken, for the purposes of
this Act, to be ause or disclosure that is authorised by this
subsection.

No charge

(5) The credit reporting body must not charge the individual for the
making of the request or for correcting the information.

20U Notice of correction etc. must be given

(1) Thissection appliesif an individual requests a credit reporting
body to correct personal information under subsection 20T(1).

Notice of correction etc.

(2) If the credit reporting body corrects the personal information under
subsection 20T(2), the body must, within a reasonabl e period:

(@) givetheindividua written notice of the correction; and

(b) if the body consulted an interested party under subsection
20T(3) about the individual’ s request—give the party written
notice of the correction; and

(c) if the correction relates to information that the body has
previoudly disclosed under this Division (other than
subsections 20D(2) and 20T (4))—agive each recipient of the
information written notice of the correction.

(3) If the credit reporting body does not correct the personal
information under subsection 20T(2), the body must, within a
reasonable period, give theindividual written notice that:

(a) statesthat the correction has not been made; and

(b) setsout the body’ s reasons for not correcting the information
(including evidence substantiating the correctness of the
information); and
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(c) statesthat, if theindividua is not satisfied with the response
to the request, the individual may:

(i) accessarecognised externa dispute resolution scheme
of which the body is a member; or

(ii) make a complaint to the Commissioner under Part V.

Exceptions

(4) Paragraph (2)(c) does not apply if it isimpracticable for the credit
reporting body to give the notice under that paragraph.

(5) Subsection (2) or (3) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order,
not to give the notice under that subsection.

Subdivision G—Dealing with credit reporting information after
theretention period endsetc.

20V Destruction etc. of credit reporting information after the
retention period ends

(1) Thissection appliesif:
(8) acredit reporting body holds credit information about an
individual; and
(b) theretention period for the information ends.

Note: Thereis no retention period for identification information or credit
information of akind referred to in paragraph 6N(K).

Destruction etc. of credit information

(2) The credit reporting body must destroy the credit information, or
ensure that the information is de-identified, within 1 month after
the retention period for the information ends.

Civil penalty: 1,000 penalty units.

(3) Despite subsection (2), the credit reporting body must neither
destroy the credit information nor ensure that the information is
de-identified, if immediately before the retention period ends:

(a) thereisapending correction request in relation to the
information; or
(b) thereisapending disputein relation to the information.
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Civil penalty: 500 penalty units.

(4) Subsection (2) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order, to
retain the credit information.

Destruction etc. of CRB derived information

(5) The credit reporting body must destroy any CRB derived
information about the individual that was derived from the credit
information, or ensure that the CRB derived information is
de-identified:

(@ if:
(i) the CRB derived information was derived from 2 or
more kinds of credit information; and
(ii) the body isrequired to do athing referred toin
subsection (2) to one of those kinds of credit
information;
at the same time that the body does that thing to that credit
information; or
(b) otherwise—at the same time that the body is required to do a
thing referred to in subsection (2) to the credit information
from which the CRB derived information was derived.

Civil penalty: 1,000 penalty units.

(6) Despite subsection (5), the credit reporting body must neither
destroy the CRB derived information nor ensure that the
information is de-identified, if immediately before the retention
period ends:

(a) thereisapending correction request in relation to the
information; or

(b) thereisapending disputein relation to the information.
Civil penalty: 500 penalty units.

(7) Subsection (5) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order, to
retain the CRB derived information.
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20W Retention period for credit information—general

The following table sets out the retention period for credit
information:

(& that isinformation of akind referred to in an item of the
table; and

(b) that is held by acredit reporting body.

Retention period

Item If thecredit informationis...  theretention period for theinformation
is...
1 consumer credit liability the period of 2 yearsthat starts on the
information day on which the consumer credit to

which the information relatesis
terminated or otherwise ceasesto bein
force.

2 repayment history information the period of 2 yearsthat starts on the
day on which the monthly payment to
which the information relatesis due and

payable.
3 information of akind referredto  the period of 5 years that starts on the
in paragraph 6N(d) or (€) day on which the information request to
which the information relates is made.
4 default information the period of 5 yearsthat starts on the

day on which the credit reporting body
collects the information.

5 payment information the period of 5 yearsthat starts on the
day on which the credit reporting body
collects the default information to which
the payment information relates.

6 new arrangement information the period of 2 yearsthat starts on the
within the meaning of day on which the credit reporting body
subsection 6S(1) collects the default information referred

toin that subsection.

7 new arrangement information the period of 2 yearsthat starts on the
within the meaning of day on which the credit reporting body
subsection 65(2) collects the information about the

opinion referred to in that subsection.

8 court proceedings information the period of 5 years that starts on the

day on which the judgement to which the
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Retention period

Item If thecreditinformationis...  theretention period for the infor mation
is...
information relates is made or given.

9 information of akind referredto  the period of 7 yearsthat starts on the

in paragraph 6N(I)

day on which the credit reporting body
collects the information.

20X Retention period for credit information—per sonal insolvency

information

(D) Thefollowing table has effect:

Item If personal insolvency theretention period for the information
information relatesto ... iswhichever of the following periods

endslater ...

1 abankruptcy of an individual (a) the period of 5 years that starts on the

day on which the individua becomes
a bankrupt;

(b) the period of 2 years that starts on the
day the bankruptcy ends.

2 apersonal insolvency (a) the period of 5 years that starts on the
agreement to which item 3 of day on which the agreement is
this table does not apply executed,;

(b) the period of 2 years that starts on the
day the agreement is terminated or set
aside under the Bankruptcy Act.

3 apersonal insolvency (a) the period of 5 years that starts on the
agreement in relation to which a day on which the agreement is
certificate has been signed executed;
under section 232 of the (b) the period that ends on the day on
Bankruptcy Act which the certificate is signed.

4 a debt agreement to which (a) the period of 5 years that starts on the

item 5 of this table does not
apply

day on which the agreement is made;
(b) the period of 2 years that starts on the
day:
(i) the agreement isterminated
under the Bankruptcy Act; or
(i) an order declaring that all the
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Item If personal insolvency theretention period for the information
information relatesto ... iswhichever of the following periods
ends later ...
agreement isvoid is made
under that Act.
5 a debt agreement that ends (a) the period of 5 years that starts on the
under section 185N of the day on which the agreement is made;
Bankruptcy Act (b) the period that ends on the day on

which the agreement ends.

(2)

3

(4)

Debt agreement proposals

If personal insolvency information relates to a debt agreement
proposal, the retention period for the information is the period that
ends on the day on which:
(@) the proposal iswithdrawn; or
(b) the proposal is hot accepted under section 185EC of the
Bankruptcy Act; or
(c) the acceptance of the proposal for processing is cancelled
under section 185ED of that Act; or

(d) the proposal lapses under section 185G of that Act.

Control of property

If personal insolvency information relates to a direction given, or
an order made, under section 50 of the Bankruptcy Act, the
retention period for the information is the period that ends on the
day on which the control of the property to which the direction or
order relates ends.

Note: See subsection 50(1B) of the Bankruptcy Act for when the control of
the property ends.

If the personal insolvency information relates to an authority
signed under section 188 of the Bankruptcy Act, the retention
period for the information is the period that ends on the day on
which the property to which the authority relatesis no longer
subject to control under Division 2 of Part X of that Act.
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Interpretation

(5) Anexpression used in this section that is also used in the
Bankruptcy Act has the same meaning in this section asit hasin
that Act.

20Y Destruction of credit reporting information in cases of fraud

(1) This section appliesif:
(a) acredit reporting body holds credit reporting information
about an individual; and

(b) theinformation relates to consumer credit that has been
provided by a credit provider to the individual, or a person
purporting to be the individual; and

(c) thebody is satisfied that:

(i) theindividual has been avictim of fraud (including
identity fraud); and

(ii) the consumer credit was provided as a result of that
fraud.

Destruction of credit reporting information

(2) The credit reporting body must:
(a) destroy the credit reporting information; and
(b) within areasonable period after the information is destroyed:
(i) givetheindividual awritten notice that states that the
information has been destroyed and sets out the effect of
subsection (4); and
(ii) givethe credit provider awritten notice that states that
the information has been destroyed.

Civil penalty: 1,000 penalty units.

(3) Subsection (2) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order, to
retain the credit reporting information.

Notification of destruction to third parties

(4) If:
(a) acredit reporting body destroys credit reporting information
about an individual under subsection (2); and

94Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Credit reportingSchedule 2
Amendments relating to the Australian Privacy PrinciplesPart 1

(b) the body has previously disclosed the information to one or
more recipients under Subdivision D of this Division;

the body must, within areasonable period after the destruction,
notify those recipients of the destruction and the matters referred to

in paragraph (1)(c).
Civil penalty: 500 penalty units.

(5) Subsection (4) does not apply if the credit reporting body is
required by or under an Australian law, or a court/tribunal order,
not to give the notification.

20Z Dealing with information if thereisa pending correction
request etc.

(1) Thissection appliesif acredit reporting body holds credit reporting
information about an individual and either:

(&) subsection 20V (3) appliesin relation to the information; or
(b) subsection 20V (6) appliesin relation to the information.

Notification of Commissioner

(2) The credit reporting body must, as soon as practicable, notify in
writing the Commissioner of the matter referred toin
paragraph (1)(a) or (b) of this section.

Civil penalty: 1,000 penalty units.
Use or disclosure

(3) The credit reporting body must not use or disclose the information
under Subdivision D of this Division.

Civil penalty: 2,000 penalty units.

(4) However, the credit reporting body may use or disclose the
information under this subsection if:

(a) theuse or disclosureisfor the purposes of the pending
correction request, or pending dispute, in relation to the
information; or

(b) the use or disclosure of the information is required by or
under an Australian law or a court/tribunal order.
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(5) If the credit reporting body uses or discloses the information under
subsection (4), the body must make awritten note of the use or
disclosure.

Civil penalty: 500 penalty units.
Direction to destroy information etc.

(6) The Commissioner may, by legidative instrument, direct the credit
reporting body to destroy the information, or ensure that the
information is de-identified, by a specified day.

(7) If the Commissioner gives a direction under subsection (6) to the
credit reporting body, the body must comply with the direction.

Civil penalty: 1,000 penalty units.

(8) To avoid doubt, section 20M appliesin relation to credit reporting
information that is de-identified as aresult of the credit reporting
body complying with the direction.

20ZA Dealing with information if an Australian law etc. requiresit
to beretained

(1) Thissection appliesif acredit reporting body is not required:
(a) todo athing referred to in subsection 20V (2) to credit
information because of subsection 20V (4); or
(b) to do athing referred to in subsection 20V (5) to CRB derived
information because of subsection 20V (7); or
(c) todestroy credit reporting information under subsection
20Y (2) because of subsection 20Y (3).

Use or disclosure

(2) The credit reporting body must not use or disclose the information
under Subdivision D of this Division.

Civil penalty: 2,000 penalty units.

(3) However, the credit reporting body may use or disclose the
information under this subsection if the use or disclosure of the
information is required by or under an Australian law or a
court/tribunal order.
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(4) If the credit reporting body uses or discloses the information under
subsection (3), the body must make awritten note of the use or
disclosure.

Civil penalty: 500 penalty units.
Other requirements

(5) Subdivision E of this Division (other than section 20Q) does not
apply in relation to the use or disclosure of the information.

Note: Section 20Q deals with the security of credit reporting information.

(6) Subdivision F of this Division does not apply in relation to the
information.

Division 3—Credit providers

Subdivision A—Introduction and application of this Division

21 GuidetothisDivision

This Division sets out rules that apply to credit providersin
relation to their handling of the following:

(@ credit information;
(b) credit eigibility information;
(c) CRB derived information.
If acredit provider is an APP entity, the rules apply in relation to

that information in addition to, or instead of, any relevant
Australian Privacy Principles.

21A Application of thisDivision to credit providers

(1) ThisDivision appliesto a credit provider in relation to the
following:

(&) credit information;
(b) credit eligibility information;
(c) CRB derived information.
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(2) If the credit provider is an APP entity, this Division may apply to
the provider in relation to information referred to in subsection (1)
in addition to, or instead of, the Australian Privacy Principles.

Subdivision B—Consider ation of information privacy

21B Open and transpar ent management of credit information etc.

(1) The object of this section isto ensure that credit providers manage
credit information and credit eligibility information in an open and
transparent way.

Compliance with this Division etc.

(2) A credit provider must take such steps as are reasonable in the
circumstances to implement practices, procedures and systems
relating to the provider’ s functions or activities as a credit provider
that:

(&) will ensure that the provider complies with this Division and
the registered CR code if it binds the provider; and

(b) will enable the provider to deal with inquiries or complaints
from individuals about the provider’ s compliance with this
Division or the registered CR code if it binds the provider.

Palicy about the management of credit information etc.

(3) A credit provider must have a clearly expressed and up-to-date
policy about the management of credit information and credit
eligibility information by the provider.

(4) Without limiting subsection (3), the policy of the credit provider
must contain the following information:

(a) thekinds of credit information that the provider collects and
holds, and how the provider collects and holds that
information;

(b) thekinds of credit eligibility information that the provider
holds and how the provider holds that information;

(c) thekinds of CP derived information that the provider usually
derives from credit reporting information disclosed to the
provider by a credit reporting body under Division 2 of this
Part;
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()

(6)

(7)

(d) the purposes for which the provider collects, holds, uses and
discloses credit information and credit eligibility information;

(e) how anindividual may access credit eligibility information
about the individual that is held by the provider;

(f) how an individual may seek the correction of credit
information or credit eligibility information about the
individual that is held by the provider;

(g) how an individual may complain about afailure of the
provider to comply with this Division or the registered CR
code if it binds the provider;

(h) how the provider will deal with such acomplaint;

(i) whether the provider islikely to disclose credit information
or credit eigibility information to entities that do not have an
Australian link;

(j) if the provider islikely to disclose credit information or
credit eligibility information to such entities—the countries
in which those entities are likely to be located if it is
practicable to specify those countries in the policy.

Availability of policy etc.

A credit provider must take such steps as are reasonable in the
circumstances to make the policy available:

(a) freeof charge; and

(b) insuch form asis appropriate.

Note: A credit provider will usually make the policy available on the
provider's website.

If aperson or body requests a copy, in aparticular form, of the
policy of acredit provider, the provider must take such steps as are
reasonable in the circumstances to give the person or body a copy
in that form.

Interaction with the Australian Privacy Principles

If acredit provider isan APP entity, Australian Privacy Principles
1.3 and 1.4 do not apply to the provider in relation to credit
information or credit eligibility information.
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Subdivision C—Dealing with credit information

21C Additional notification requirementsfor the collection of
personal information etc.

(1) At or beforethe time a credit provider collects personal
information about an individual that the provider islikely to
disclose to a credit reporting body, the provider must:

(@) notify the individual of the following matters:

(i) the name and contact details of the body;

(ii) any other matter specified in the registered CR code; or
(b) otherwise ensure that the individual is aware of those matters.

(2) If acredit provider isan APP entity, subsection (1) appliesto the
provider in relation to personal information in addition to
Australian Privacy Principle 5.

(3) If acredit provider isan APP entity, then the matters for the
purposes of Australian Privacy Principle 5.1 include the following
matters to the extent that the personal information referred to in
that principle is credit information or credit digibility information:

(a) that the policy (the credit reporting policy) of the provider
that isreferred to in subsection 21B(3) contains information
about how an individual may access the credit digibility
information about the individual that is held by the provider;

(b) that the credit reporting policy of the provider contains
information about how an individual may seek the correction
of credit information or credit eligibility information about
theindividual that is held by the provider;

(c) that the credit reporting policy of the provider contains
information about how an individual may complain about a
failure of the provider to comply with this Division or the
registered CR code if it binds the provider;

(d) that the credit reporting policy of the provider contains
information about how the provider will deal with such a
complaint;

(e) whether the provider islikely to disclose credit information
or credit eligibility information to entities that do not have an
Australian link;

(f) if the provider islikely to disclose credit information or
credit eligibility information to such entities—the countries
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in which those entities are likely to be located if it is
practicable to specify those countries in the credit reporting

policy.
21D Disclosureof credit information to a credit reporting body

Prohibition on disclosure

(1) A credit provider must not disclose credit information about an
individual to acredit reporting body (whether or not the body’ s
credit reporting business is carried on in Australia).

Civil penalty: 2,000 penalty units.
Permitted disclosure

(2) Subsection (1) does not apply to the disclosure of credit
information about the individual if:

(@) the credit provider:

(i) isamember of arecognised external dispute resolution
schemeor is prescribed by the regulations; and

(if) knows, or believes on reasonable grounds, that the
individual is at least 18 years old; and

(b) the credit reporting body is:
(i) anagency; or
(ii) an organisation that has an Australian link; and
(c) theinformation meets the requirements of subsection (3).

Note: Section 21F limits the disclosure of credit information if thereis aban
period for the information.

(3) Credit information about an individual meets the requirements of
this subsection if:

(a) theinformation does not relate to an act, omission, matter or
thing that occurred or existed before the individual turned 18;
and

(b) if the information relates to consumer credit or commercial
credit—the credit is or has been provided, or applied for, in
Austraia; and

(c) if theinformation is repayment history information about the
individual:
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(i) thecredit provider isalicenseeor is prescribed by the
regulations; and
(ii) the consumer credit to which the information relatesis
consumer credit in relation to which the provider also
discloses, or a credit provider has previously disclosed,
consumer credit liability information about the
individual to the credit reporting body; and
(iii) the provider complies with any requirements relating to
the disclosure of the information that are prescribed by
the regulations; and
(d) if theinformation is default information about the individual:
(i) the credit provider has given the individual anoticein
writing stating that the provider intends to disclose the
information to the credit reporting body; and
(ii) at least 14 days havepassed since the giving of the
notice.

(4) Paragraph (3)(a) does not apply to identification information about
the individual.

(5) Despite paragraph (3)(a), consumer credit liability information
about the individual may relate to consumer credit that was entered
into on a day before the individual turned 18, so long as the
consumer credit was not terminated, or did not otherwise cease to
bein force, on aday before the individual turned 18.

Written note of disclosure

(6) If acredit provider discloses credit information under this section,
the provider must make a written note of that disclosure.

Civil penalty: 500 penalty units.
Interaction with the Australian Privacy Principles

(7) If acredit provider isan APP entity, Australian Privacy Principles
6 and 8 do not apply to the disclosure by the provider of credit
information to a credit reporting body.

21E Payment information must be disclosed to a credit reporting
body

If:
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(a) acredit provider has disclosed default information about an
individual to a credit reporting body under section 21D; and
(b) after the default information was disclosed, the amount of the
overdue payment to which the information relates is paid;
the provider must, within areasonable period after the amount is

paid, disclose payment information about the amount to the body
under that section.

Civil penalty: 500 penalty units.

21F Limitation on thedisclosure of credit information during a ban
period

(1) This section appliesif:
(@) acredit reporting body holds credit reporting information
about an individual; and

(b) acredit provider regquests the body to disclose the
information to the provider for the purpose of ng an
application for consumer credit made to the provider by the
individual, or a person purporting to be the individual; and

(c) the body is not permitted to disclose the information because
there isaban period for the information; and

(d) during the ban period, the provider provides the consumer
credit to which the application relates to the individual, or the
person purporting to be the individual.

(2) If the credit provider holds credit information about the individual
that relates to the consumer credit, the provider must not, despite
sections 21D and 21E, disclose the information to a credit
reporting body.

Civil penalty: 2,000 penalty units.

(3) Subsection (2) does not apply if the credit provider has taken such
steps as are reasonabl e in the circumstances to verify the identity of
the individual.
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Subdivision D—Dealing with credit eligibility information etc.
21G Useor disclosure of credit eligibility information

Prohibition on use or disclosure

(1) If acredit provider holds credit eligibility information about an
individual, the provider must not use or disclose the information.

Civil penalty: 2,000 penalty units.
Permitted uses

(2) Subsection (1) does not apply to the use of credit eligibility
informationabout the individual if:

(a) theuseisfor aconsumer credit related purpose of the credit
provider in relation to the individual; or

(b) theuseisapermitted CP usein relation to the individual; or
(c) both of the following apply:

(i) the credit provider believes on reasonable grounds that
the individual has committed a serious credit
infringement;

(i) the provider uses the information in connection with the
infringement; or
(d) theuseisrequired or authorised by or under an Australian
law or a court/tribunal order; or
(e) the useisause prescribed by the regulations.

Permitted disclosures

(3) Subsection (1) does not apply to the disclosure of credit eligibility
informationabout the individual if:

(@) thedisclosureisapermitted CP disclosurein relation to the
individual; or

(b) thedisclosureisto arelated body corporate of the credit
provider; or

(c) thedisclosureisto:

(i) aperson for the purpose of processing an application for
credit made to the credit provider; or

(ii) aperson who manages credit provided by the credit
provider for use in managing that credit; or

104Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Credit reportingSchedule 2
Amendments relating to the Australian Privacy PrinciplesPart 1

(d) both of the following apply:

(i) the credit provider believes on reasonable grounds that
the individual has committed a serious credit
infringement;

(ii) the provider discloses the information to another credit
provider that has an Australian link, or to an
enforcement body; or

(e) both of the following apply:

(i) thedisclosureisfor the purposes of arecognised
external dispute resolution scheme;

(ii) acredit provider or credit reporting body is a member of
the scheme; or

() thedisclosureisrequired or authorised by or under an
Australian law or a court/tribunal order; or
(g9) thedisclosureisadisclosure prescribed by the regulations.

Note: See section 21NA for additional rules about the disclosure of credit
eigibility information under paragraph (3)(b) or (c).

(4) However, if the credit digibility information about the individual
is, or was derived from, repayment history information about the
individual, the credit provider must not disclose the information
under subsection (3).

Civil penalty: 2,000 penalty units.

(5) Subsection (4) does not apply if:

(8 therecipient of the credit eligibility information is another
credit provider who is alicensee; or

(b) thedisclosureisapermitted CP disclosure within the
meaning of section 21L; or

(c) the credit provider discloses the credit eligibility information
under paragraph (3)(b), (c), (e) or (f); or

(d) the credit provider discloses the credit eligibility information
under paragraph (3)(d) to an enforcement body.

Written note of use or disclosure

(6) If acredit provider uses or discloses credit eligibility information
under this section, the provider must make a written note of that
use or disclosure.

Civil penalty: 500 penalty units.
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Interaction with the Australian Privacy Principles

(7) If acredit provider isan APP entity, Australian Privacy Principles
6, 7 and 8 do not apply to the provider in relation to credit
eligibility information.

(8) If:
(a) acredit provider isan APP entity; and
(b) the credit digibility information is a government related
identifier of the individual;
Australian Privacy Principle 9.2 does not apply to the provider in
relation to the information.

21H Permitted CP usesin relation to individuals

A use by acredit provider of credit eligibility information about an
individua is apermitted CP usein relation to the individual if:
(@) therelevant credit reporting information was disclosed to the
provider under a provision specified in column 1 of the table
for the purpose (if any) specified in that column; and

(b) the provider uses the credit eligibility information for the
purpose specified in column 2 of the table.

Permitted CP uses

Column 1 Column 2

Item  Therelevant credit reporting The credit provider usesthe credit
information was disclosed tothe €ligibility information for ...
credit provider under ...

1 item 1 of the table in subsection (a) asecuritisation related purpose of
20F(1) for the purpose of the provider in relation to the
assessing an application for individual; or
consumer credit made by the (b) the internal management purposes
individual to the provider. of the provider that are directly

related to the provision or
management of consumer credit by

the provider.
2 item 2 of the table in subsection that particular commercia credit
20F(1) for aparticular related purpose.

commercia credit related purpose
of the provider in relation to the
individual.
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Permitted CP uses
Column 1 Column 2

Item  Thereevant credit reporting The credit provider usesthe credit
information was disclosed to the  dligibility information for ...
credit provider under ...

3 item 2 of the table in subsection the internal management purposes of
20F(1) for the purpose of the provider that are directly related to
assessing an application for the provision or management of
commercia credit made by a commercia credit by the provider.
person to the provider.

4 item 3 of the table in subsection (a) the credit guarantee purpose; or
20F(2) for acredit guarantee (b) the internal management purposes
purpose of the provider in relation of the provider that are directly
to the individual. related to the provision or

management of any credit by the
provider.

5 item 5 of the table in subsection the purpose of assisting the individual
20F(2). to avoid defaulting on his or her

obligationsin relation to consumer
credit provided by the provider to the

individual.
6 item 6 of the table in subsection that particular securitisation related
20F(1) for aparticular purpose.

securitisation related purpose of
the provider in relation to the
individual.

21J Permitted CP disclosures between credit providers

Consent

(1) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(a) thedisclosureisto another credit provider (the recipient) for
aparticular purpose; and

(b) therecipient has an Australian link; and

(c) theindividual expressly consents to the disclosure of the
information to the recipient for that purpose.
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(2) The consent of the individual under paragraph (1)(c):
(& must be given in writing unless:
(i) thedisclosure of the information to the recipient isfor

the purpose of assessing an application for consumer
credit or commercial credit made to the recipient; and

(ii) the application has not been made in writing; and
(b) must be given to the credit provider or recipient.

Agents of credit providers

(3) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(a) the provider isacting as an agent of another credit provider
that has an Australian link; and

(b) while the provider is so acting, the provider is a credit
provider under subsection 6H(1); and

(c) the provider discloses the information to the other credit
provider in the provider’ s capacity as such an agent.

Securitisation arrangements etc.

(4) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(a) the provider isacredit provider under subsection 6J(1) in
relation to credit; and
(b) the credit has been provided by, or is credit for which an
application has been made to, ancther credit provider (the
original credit provider) that has an Australian link; and
(c) theoriginal credit provider is not acredit provider under that
subsection; and
(d) theinformation is disclosed to:
(i) theoriginal credit provider; or
(ii) another credit provider that is a credit provider under
that subsection in relation to the credit and that has an
Australian link; and

(e) thedisclosure of the information is reasonably necessary for:
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(i) purchasing, funding or managing, or processing an
application for, the credit by means of a securitisation
arrangement; or

(ii) undertaking credit enhancement in relation to the credit.

Mortgage credit secured by the same real property

(5) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(a) thedisclosureisto another credit provider that has an
Augtraian link; and

(b) both credit providers have provided mortgage credit to the
individual in relation to which the same real property forms
al or part of the security; and

(c) theindividua isat least 60 days overdue in making a
payment in relation to the mortgage credit provided by either
provider; and

(d) theinformation is disclosed for the purpose of either provider
deciding what action to take in relation to the overdue
payment.

21K Permitted CP disclosuresrelating to guar antees etc.

Offer to act as a guarantor etc.

(1) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(@) either:
(i) the provider has provided credit to the individual; or
(i) theindividual has applied to the provider for credit; and

(b) thedisclosureisto aperson for the purpose of that person
considering whether:

(i) to offer to act as aguarantor in relation to the credit; or
(ii) to offer property as security for the credit; and
(c) the person has an Australian link; and

(d) theindividual expressly consentsto the disclosure of the
information to the person for that purpose.
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(2) The consent of the individual under paragraph (1)(d) must be given
in writing unless:
(a) if subparagraph (1)(a)(i) applies—the application for the
credit was not made in writing; or
(b) if subparagraph (1)(a)(ii) applies—the application for the
credit has not been made in writing.

Guarantors €tc.

(3) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosurein relation to the
individual if:

(@) thedisclosureisto aperson who:
(i) isaguarantor in relation to credit provided by the
provider to the individual; or
(if) has provided property as security for such credit; and
(b) the person has an Australian link; and
(c) either:
(i) theindividual expressly consents to the disclosure of the
information to the person; or
(it) if subparagraph (a)(i) applies—the information is
disclosed to the person for a purpose related to the
enforcement, or proposed enforcement, of the guarantee.

(4) The consent of the individual under subparagraph (3)(c)(i) must be

given in writing unless the application for the credit was not made
in writing.

211 Permitted CP disclosuresto mortgageinsurers

A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the

individual if the disclosure isto a mortgage insurer that has an
Australian link for:

(&) amortgage insurance purpose of the insurer in relation to the
individual; or
(b) any purpose arising under a contract for mortgage insurance

that has been entered into between the provider and the
insurer.
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21M Permitted CP disclosuresto debt collectors

(1) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosurein relation to the
individual if:

(a) thedisclosureisto aperson or body that carries on a business
or undertaking that involves the collection of debts on behal f
of others; and

(c) theinformation is disclosed to the person or body for the
primary purpose of the person or body collecting payments
that are overdue in relation to:

(i) consumer credit provided by the provider to the
individual; or

(if) commercial credit provided by the provider to a person;
and

(d) theinformation isinformation of akind referredtoin
subsection (2).

Note: See section 21NA for additional rules about the disclosure of credit
digibility information under this subsection.

(2) Theinformation for the purposes of paragraph (1)(d) is:
(&) identification information about the individual; or
(b) court proceedings information about the individual; or
(c) personal insolvency information about the individual; or
(d) if subparagraph (1)(c)(i) applies—default information about
the individual if:

(i) theinformation relatesto a payment that the individual
isoverdue in making in relation to consumer credit that
has been provided by the credit provider to the
individual; and

(ii) the provider does not hold, or has not held, payment
information about the individual that relates to that
overdue payment.

21N Permitted CP disclosuresto other recipients

Mortgage credit assistance schemes

(1) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:
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(a) thedisclosureisto a State or Territory authority; and
(b) the functions or responsibilities of the authority include:
(i) giving assistance (directly or indirectly) that facilitates
the provision of mortgage credit to individuals; or

(ii) the management or supervision of schemes or
arrangements under which such assistance is given; and
(c) theinformation is disclosed for the purpose of enabling the
authority:

(i) to determine the extent of the assistance (if any) to give
in relation to the provision of mortgage credit to the
individual; or

(ii) to manage or supervise such a scheme or arrangement.

Assignment of debts owed to credit providers etc.

(2) A disclosure by acredit provider of credit eligibility information
about an individual is a permitted CP disclosure in relation to the
individual if:

(8) thedisclosureisto one or more of the following (the
recipient):
(i) an entity;
(ii) aprofessional legal adviser of the entity;
(iii) aprofessional financial adviser of the entity; and
(b) the recipient has an Australian link; and
(c) subsection (3) applies to the information.

(3) Thissubsection applies to the credit eligibility information if the
recipient proposes to use the information:
(a) inthe process of the entity considering whether to:
(i) accept an assignment of a debt owed to the credit
provider; or
(ii) accept a debt owed to the provider as security for credit
provided to the provider; or
(iii) purchase an interest in the provider or arelated body
corporate of the provider; or
(b) in connection with exercising rights arising from the

acceptance of such an assignment or debt, or the purchase of
such an interest.
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21NA Disclosuresto certain persons and bodiesthat do not have an

(D)

)

3

(4)

Australian link

Related bodies corporate and credit managers etc.

Before a credit provider discloses credit eligibility information
under paragraph 21G(3)(b) or (c) to arelated body corporate, or
person, that does not have an Australian link, the provider must
take such steps as are reasonabl e in the circumstances to ensure
that the body or person does not breach the following provisions
(the relevant provisions) in relation to the information:

(a) for adisclosure under paragraph 21G(3)(b)—section 22D;
(b) for adisclosure under paragraph 21G(3)(c)—section 22E;

(c) inboth cases—the Australian Privacy Principles (other than
Australian Privacy Principles 1, 6, 7, 8 and 9.2).

If:

() acredit provider discloses credit eligibility information under
paragraph 21G(3)(b) or (c) to arelated body corporate, or
person, that does not have an Australian link; and

(b) therelevant provisions do not apply, under this Act, to an act
done, or a practice engaged in, by the body or personin
relation to the information; and

(c) the body or person does an act, or engagesin a practice, in
relation to the information that would be a breach of the
relevant provisions if those provisions applied to the act or
practice;

the act done, or the practice engaged in, by the body or person is
taken, for the purposes of this Act, to have been done, or engaged
in, by the provider and to be a breach of those provisions by the
provider.

Debt collectors

Before a credit provider discloses credit eligibility information
under subsection 21M (1) to a person or body that does not have an
Australian link, the provider must take such steps as are reasonable
in the circumstances to ensure that the person or body does not
breach the Australian Privacy Principles (other than Australian
Privacy Principle 1) in relation to the information.

If:
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(a) acredit provider discloses credit eligibility information under
subsection 21M(1) to a person or body that does not have an
Australian link; and

(b) the Australian Privacy Principles do not apply, under this
Act, to an act done, or a practice engaged in, by the person or
body in relation to the information; and

(c) the person or body does an act, or engagesin apractice, in
relation to the information that would be a breach of the
Australian Privacy Principles (other than Australian Privacy
Principle 1) if those Australian Privacy Principles applied to
the act or practice;

the act done, or the practice engaged in, by the person or body is
taken, for the purposes of this Act, to have been done, or engaged
in, by the provider and to be a breach of those Australian Privacy
Principles by the provider.

21P Notification of arefusal of an application for consumer credit

(1) Thissection appliesif:
(a) acredit provider refuses an application for consumer credit
made in Australia:
(i) by anindividual; or
(ii) jointly by an individual and one or more other persons
(the other applicants); and
(b) therefusal isbased wholly or partly on credit digibility
information about one or more of the following:
(i) theindividual;
(ii) apersonwho is proposing to act as a guarantor in
relation to the consumer credit;
(iti) if the application is an application of akind referred to
in subparagraph (a)(ii)—one of the other applicants; and
(c) acredit reporting body disclosed the relevant credit reporting
information to the provider for the purposes of assessing the
application.

(2) The credit provider must, within a reasonable period after refusing
the application, give the individual awritten notice that:

(a) statesthat the application has been refused; and
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(b) statesthat the refusal is based wholly or partly on credit
eligibility information about one or more of the persons
referred to in paragraph (1)(b); and

(c) if that information is about the individual—sets out:

(i) the name and contact details of the credit reporting body
that disclosed the relevant credit reporting information
to the provider; and

(if) any other matter specified in the registered CR code.

Subdivision E—Integrity of credit information and credit
eligibility information

21Q Quality of credit eligibility information

(1) A credit provider must take such steps (if any) as are reasonable in
the circumstances to ensure that the credit eligibility information
the provider collectsis accurate, up-to-date and complete.

(2) A credit provider must take such steps (if any) as are reasonable in
the circumstances to ensure that the credit eligibility information
the provider uses or disclosesis, having regard to the purpose of
the use or disclosure, accurate, up-to-date, complete and relevant.

(3) If acredit provider isan APP entity, Australian Privacy Principle
10 does not apply to the provider in relation to credit eligibility
information.

21R False or mideading credit information or credit eligibility
information

Offences

(1) A credit provider commits an offenceif:

(a) the provider discloses credit information under section 21D;
and

(b) theinformation isfalse or misleading in amaterial particular.
Penalty: 200 penalty units.

(2) A credit provider commits an offenceif:

(a) the provider uses or discloses credit eligibility information
under this Division; and
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(b) theinformation isfalse or misleading in amateria particular.

Penalty: 200 penalty units.
Civil penalties

(3) A credit provider must not disclose credit information under
section 21D if the information is false or misleading in a material
particular.

Civil penalty: 2,000 penalty units.

(4) A credit provider must not use or disclose credit eligibility
information under this Division if the information is false or
misleading in a material particular.

Civil penalty: 2,000 penalty units.

21S Security of credit eligibility information

(1) If acredit provider holds credit eligibility information, the provider
must take such steps as are reasonable in the circumstances to
protect the information:

(& from misuse, interference and loss; and
(b) from unauthorised access, modification or disclosure.

(2 If:
(a) acredit provider holds credit eligibility information about an
individual; and
(b) the provider no longer needs the information for any purpose
for which the information may be used or disclosed by the
provider under this Division; and
(c) the provider is not required by or under an Australian law, or
acourt/tribunal order, to retain the information;
the provider must take such steps as are reasonable in the
circumstances to destroy the information or to ensure that the
information is de-identified.

Civil penalty: 1,000 penalty units.

(3) If acredit provider isan APP entity, Australian Privacy Principle
11 does not apply to the provider in relation to credit digibility
information.
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Subdivision F—Accessto, and correction of, information

21T Accessto credit éigibility information

(D

)

3

(4)

(5)

(6)

Access

If acredit provider holds credit eligibility information about an
individual, the provider must, on regquest by an access seeker in
relation to the information, give the access seeker access to the
information.

Exceptions to access

Despite subsection (1), the credit provider is not required to give
the access seeker accessto the credit éigibility information to the
extent that:
(a) giving accesswould be unlawful; or
(b) denying accessisrequired or authorised by or under an
Australian law or a court/tribunal order; or
(c) giving accesswould be likely to prejudice one or more
enforcement related activities conducted by, or on behalf of,
an enforcement body.

Dealing with requests for access

The credit provider must respond to the request within areasonable
period after the request is made.

Means of access

If the credit provider gives access to the credit eligibility
information, the access must be given in the manner set out in the
registered CR code.

Access charges

If the credit provider is an agency, the provider must not charge the
access seeker for the making of the request or for giving accessto
the information.

If acredit provider is an organisation or small business operator,
any charge by the provider for giving access to the information
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must not be excessive and must not apply to the making of the
request.

Refusal to give access

(7) If the provider refuses to give access to the information because of
subsection (2), the provider must give the access seeker awritten
notice that:

(a) setsout the reasons for the refusal except to the extent that,
having regard to the grounds for the refusal, it would be
unreasonable to do so; and

(b) statesthat, if the access seeker is not satisfied with the
response to the request, the access seeker may:

(i) accessarecognised external dispute resolution scheme
of which the provider is a member; or

(if) make acomplaint to the Commissioner under Part V.

Interaction with the Australian Privacy Principles

(8) If acredit provider isan APP entity, Australian Privacy Principle
12 does not apply to the provider in relation to credit digibility
information.

21U Correction of credit information or credit eigibility
information

Q) If:
(a) acredit provider holds credit information or credit eligibility
information about an individual; and
(b) the provider is satisfied that, having regard to a purpose for
which theinformation is held by the provider, the
information is inaccurate, out-of-date, incomplete, irrelevant
or misleading;
the provider must take such steps (if any) as are reasonablein the
circumstances to correct the information to ensure that, having
regard to the purpose for which it is held, the information is
accurate, up-to-date, complete, relevant and not misleading.

Notice of correction

(2) If:
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(a) the credit provider corrects credit information or credit
eligibility information under subsection (1); and
(b) the provider has previously disclosed the information under:
(i) thisDivision (other than subsection 21V (4)); or
(ii) the Australian Privacy Principles (other than Australian
Privacy Principle 4.2);
the provider must, within a reasonable period, give each recipient
of the information written notice of the correction.

(3) Subsection (2) does not apply if:
(a) itisimpracticable for the credit provider to give the notice
under that subsection; or

(b) the credit provider is required by or under an Australian law,
or acourt/tribunal order, not to give the notice under that
subsection.

Interaction with the Australian Privacy Principles

(4) If acredit provider isan APP entity, Australian Privacy Principle
13:

() appliesto the provider in relation to credit information or
credit eigibility information that is identification
information; but

(b) does not apply to the provider in relation to any other kind of
credit information or credit eligibility information.

Note: | dentification information may be corrected under this section or
Australian Privacy Principle 13.

21V Individual may request the correction of credit information etc.

Request

(1) Anindividual may request a credit provider to correct personal
information about the individual if:

(a) the personal information is:
(i) credit information about the individual; or
(iil) CRB derived information about the individual; or
(iii) CP derived information about the individual; and

(b) the provider holds at |east one kind of the personal
information referred to in paragraph (a).
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Correction

(2) If the credit provider is satisfied that the personal information is
inaccurate, out-of-date, incomplete, irrelevant or misleading, the
provider must take such steps (if any) as are reasonable in the
circumstances to correct the information within:

(@) the period of 30 days that starts on the day on which the
reguest is made; or
(b) such longer period astheindividual has agreed to in writing.

Consultation

(3) If the credit provider considers that the provider cannot be satisfied
of the matter referred to in subsection (2) in relation to the personal
information without consulting either or both of the following (the
interested party):

(a) acredit reporting body that holds or held the information and
that has an Australian link;

(b) another credit provider that holds or held the information and
that has an Australian link;

the provider must consult that interested party, or those interested
parties, about the individual’ s request.

(4) The use or disclosure of personal information about the individual
for the purposes of the consultation is taken, for the purposes of
this Act, to be a use or disclosure that is authorised by this
subsection.

No charge

(5) The credit provider must not charge the individual for the making
of the request or for correcting the information.

Interaction with the Australian Privacy Principles

(6) If acredit provider isan APP entity, Australian Privacy Principle
13
() appliesto the provider in relation to personal information
referred to in paragraph (1)(a) that isidentification
information; but
(b) does not apply to the provider in relation to any other kind of
personal information referred to in that paragraph.
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Note: I dentification information may be corrected under this section or
Australian Privacy Principle 13.

21W Notice of correction etc. must be given

(1) Thissection appliesif an individual requests a credit provider to
correct personal information under subsection 21V (1).

Notice of correction €tc.

(2) If the credit provider corrects personal information about the
individual under subsection 21V(2), the provider must, within a
reasonabl e period:

(@) givetheindividual written notice of the correction; and
(b) if the provider consulted an interested party under subsection
21V (3) about the individual’ s request—give the party written
notice of the correction; and
(c) if the correction relates to information that the provider has
previously disclosed under:
(i) this Division (other than subsection 21V (4)); or
(if) the Australian Privacy Principles (other than Australian
Privacy Principle 4.2);
give each recipient of the information written notice of the
correction.

(3) If the credit provider does not correct the personal information
under subsection 21V (2), the provider must, within a reasonable
period, give the individua written notice that:

(a) statesthat the correction has not been made; and

(b) setsout the provider's reasons for not correcting the
information (including evidence substantiating the
correctness of the information); and

(c) statesthat, if theindividual is not satisfied with the response
to the request, the individual may:

(i) access arecognised externa dispute resolution scheme
of which the provider is amember; or

(if) make acomplaint to the Commissioner under Part V.
Exceptions

(4) Paragraph (2)(c) does not apply if it isimpracticable for the credit
provider to give the notice under that paragraph.
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(5) Subsection (2) or (3) does not apply if the credit provider is
required by or under an Australian law, or a court/tribunal order,
not to give the notice under that subsection.

Division 4—Affected infor mation recipients

22 GuidetothisDivision

This Division sets out rules that apply to affected information
recipientsin relation to their handling of their regul ated
information.

If an affected information recipient is an APP entity, the rules
apply in relation to the regul ated information of the recipient in
addition to, or instead of, any relevant Australian Privacy
Principles.

Subdivision A—Consideration of infor mation privacy

22A Open and transpar ent management of regulated infor mation

(1) The object of this section isto ensure that an affected information
recipient manages the regulated information of the recipient in an
open and transparent way.

Compliance with this Division etc.

(2) An affected information recipient must take such steps as are
reasonable in the circumstances to implement practices, procedures
and systems relating to the recipient’ s functions or activities that:

(&) will ensure that the recipient complies with this Division and
the registered CR codeif it binds the recipient; and

(b) will enable the recipient to deal with inquiries or complaints
from individuals about the recipient’ s compliance with this
Division or the registered CR codeif it binds the recipient.

Palicy about the management of regulated information

(3) An affected information recipient must have a clearly expressed
and up-to-date policy about the recipient’ s management of the
regulated information of the recipient.
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(4) Without limiting subsection (3), the policy of the affected
information recipient must contain the following information:

(8 thekinds of regulated information that the recipient collects
and holds, and how the recipient collects and holds that
information;

(b) the purposes for which the recipient collects, holds, uses and
discloses regul ated information;

(c) how anindividual may access regulated information about
the individual that is held by the recipient and seek the
correction of such information;

(d) how an individual may complain about afailure of the
recipient to comply with this Division or the registered CR
code if it binds the recipient;

(e) how the recipient will deal with such a complaint.
Availability of policy etc.

(5) An affected information recipient must take such steps as are
reasonable in the circumstances to make the policy available:

(a) freeof charge; and
(b) insuch form asis appropriate.

Note: An affected information recipient will usually make the policy
available on the recipient’ s website.

(6) If aperson or body requests a copy, in aparticular form, of the
policy of an affected information recipient, the recipient must take
such steps as are reasonable in the circumstances to give the person
or body a copy in that form.

Interaction with the Australian Privacy Principles

(7) If an affected information recipient is an APP entity, Australian
Privacy Principles 1.3 and 1.4 do not apply to the recipient in
relation to the regulated information of the recipient.

Subdivision B—Dealing with regulated infor mation

22B Additional notification requirementsfor affected information
recipients

If an affected information recipient is an APP entity, then the
matters for the purposes of Australian Privacy Principle 5.1 include
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the following matters to the extent that the personal information
referred to in that principle is regulated information of the
recipient:

(a) that the policy (the credit reporting policy) of the recipient
that isreferred to in subsection 22A (3) contains information
about how an individual may access the regul ated
information about the individual that is held by the recipient,
and seek the correction of such information;

(b) that the credit reporting policy of the recipient contains
information about how an individual may complain about a
failure of the recipient to comply with this Division or the
registered CR code if it binds the recipient; and

(c) that the credit reporting policy of the recipient contains
information about how the recipient will deal with such a
complaint.

22C Useor disclosure of information by mortgageinsurersor trade
insurers

Prohibition on use or disclosure

Q) If:
(&) amortgage insurer or trade insurer holds or held personal
information about an individual; and

(b) theinformation was disclosed to the insurer by a credit
reporting body or credit provider under Division 2 or 3 of this
Part;

the insurer must not use or disclose the information, or any
personal information about the individual derived from that
information.

Civil penalty: 2,000 penalty units.
Permitted uses

(2) Subsection (1) does not apply to the use of the information if:
(@) for amortgage insurer—the useisfor:

(i) amortgage insurance purpose of the insurer in relation
to the individual; or
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(if) any purpose arising under a contract for mortgage
insurance that has been entered into between the credit
provider and the insurer; or

(b) for atrade insurer—the useis for atrade insurance purpose
of theinsurer in relation to the individual; or

(c) theuseisrequired or authorised by or under an Australian
law or a court/tribunal order.

Permitted disclosure

(3) Subsection (1) does not apply to the disclosure of the information
if the disclosure isrequired or authorised by or under an Australian
law or a court/tribunal order.

Interaction with the Australian Privacy Principles

(4) If the mortgage insurer or trade insurer is an APP entity, Australian
Privacy Principles 6, 7 and 8 do not apply to the insurer in relation
to the information.

(5) If:
() the mortgage insurer or trade insurer is an APP entity; and
(b) theinformation isagovernment related identifier of the
individual;
Australian Privacy Principle 9.2 does not apply to the insurer in
relation to the information.

22D Useor disclosure of information by a related body cor porate

Prohibition on use or disclosure

Q) If:
() abody corporate holds or held credit eligibility information
about an individua ; and
(b) theinformation was disclosed to the body by a credit
provider under paragraph 21G(3)(b);
the body must not use or disclose the information, or any personal
information about the individual derived from that information.

Civil penalty: 1,000 penalty units.
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Permitted use or disclosure

(2) Subsection (1) does not apply to the use or disclosure of the
information by the body corporate if the body would be permitted
to use or disclose the information under section 21G if the body
were the credit provider.

(3) In determining whether the body corporate would be permitted to
use or disclose the information under section 21G, assume that the
body is whichever of the following is applicable:

(a) the credit provider that has provided the relevant credit to the
individual;

(b) the credit provider to which the relevant application for credit
was made by the individual.

Interaction with the Australian Privacy Principles

(4) If the body corporate is an APP entity, Australian Privacy
Principles 6, 7 and 8 do not apply to the body in relation to the
information.

(5) If:
(a) the body corporateisan APP entity; and
(b) theinformation is agovernment related identifier of the
individual;
Australian Privacy Principle 9.2 does not apply to the body in
relation to the information.

22E Useor disclosure of information by credit manager setc.

Prohibition on use or disclosure

Q) If:
() aperson holds or held credit eligibility information about an
individual; and
(b) the information was disclosed to the person by a credit
provider under paragraph 21G(3)(c);
the person must not use or disclose the information, or any

personal information about the individual derived from that
information.

Civil penalty: 1,000 penalty units.
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Permitted uses

(2) Subsection (1) does not apply to the use of the information if:

(@) the person usesthe information for the purpose for which it
was disclosed to the person under paragraph 21G(3)(c); or

(b) theuseisrequired or authorised by or under an Australian
law or a court/tribunal order.

Permitted disclosure

(3) Subsection (1) does not apply to the disclosure of the information
if:
(a) thedisclosureisto the credit provider; or

(b) thedisclosureisrequired or authorised by or under an
Australian law or a court/tribunal order.

Interaction with the Australian Privacy Principles

(4) If the person isan APP entity, Australian Privacy Principles 6, 7
and 8 do not apply to the person in relation to the information.

(5) If:
(a) the personisan APP entity; and
(b) theinformation is agovernment related identifier of the
individual;
Australian Privacy Principle 9.2 does not apply to the personin
relation to the information.

22F Useor disclosure of information by advisersetc.

Prohibition on use or disclosure

Q) If:
(&) any of the following (the recipient) holds or held credit
eigibility information about an individual:
(i) an entity;
(ii) aprofessional legal adviser of the entity;
(iii) aprofessional financial adviser of the entity; and
(b) theinformation was disclosed to the recipient by a credit
provider under subsection 21N(2);
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the recipient must not use or disclose the information, or any
personal information about the individual derived from that
information.

Civil penalty: 1,000 penalty units.
Permitted uses

(2) Subsection (1) does not apply to the use of the information if:

(a) for arecipient that isthe entity—the information is used for a
matter referred to in subsection 21N(3); or

(b) for arecipient that isthe professional legal adviser, or
professional financial adviser, of the entity—the information
isused:

(i) inthe adviser's capacity as an adviser of the entity; and
(ii) in connection with advising the entity about a matter
referred to in subsection 21N(3); or

(c) theuseisrequired or authorised by or under an Australian
law or acourt/tribunal order.

Permitted disclosure

(3) Subsection (1) does not apply to the disclosure of the information
if the disclosureis required or authorised by or under an Australian
law or a court/tribunal order.

Interaction with the Australian Privacy Principles

(4) If therecipient isan APP entity, Australian Privacy Principles 6, 7
and 8 do not apply to the recipient in relation to the information.

(5) If:
(@) therecipient isan APP entity; and
(b) theinformation isagovernment related identifier of the
individual;
Australian Privacy Principle 9.2 does not apply to the recipient in
relation to the information.
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Divison 5—Complaints

23 GuidetothisDivision

This Division deals with complaints about credit reporting bodies
or credit providers.

Individuals may complain to credit reporting bodies or credit
providers about acts or practices that may be a breach of certain
provisions of this Part or the registered CR code.

If acomplaint is made, the respondent for the complaint must
investigate the complaint and make a decision about the complaint.

23A Individual may complain about a breach of a provision of this
Part etc.

Complaint

(1) Anindividual may complain to a credit reporting body about an act
or practice engaged in by the body that may be a breach of either of
the following provisionsin relation to the individual:

(a) aprovision of this Part (other than section 20R or 20T);
(b) aprovision of the registered CR code (other than a provision
that relates to that section).
Note: A complaint about a breach of section 20R or 20T, or a provision of

the registered CR code that relates to that section, may be made to the
Commissioner under Part V.

(2) Anindividual may complain to acredit provider about an act or
practice engaged in by the provider that may be a breach of either
of the following provisionsin relation to the individual:

(&) aprovision of this Part (other than section 21T or 21V);

(b) aprovision of the registered CR code (other than a provision
that relates to that section) if it binds the credit provider.
Note: A complaint about a breach of section 21T or 21V, or a provision of

the registered CR code that relates to that section, may be made to the
Commissioner under Part V.
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Nature of complaint

(3) If anindividual makes a complaint, the individual must specify the
nature of the complaint.

(4) The complaint may relate to persona information that has been
destroyed or de-identified.

No charge

(5) The credit reporting body or credit provider must not charge the
individual for the making of the complaint or for dealing with the
complaint.

23B Dealing with complaints

(2) If anindividual makes a complaint under section 23A, the
respondent for the complaint:

(8 must, within 7 days after the complaint is made, give the
individual awritten notice that:
(i) acknowledges the making of the complaint; and
(i) setsout how the respondent will deal with the
complaint; and
(b) must investigate the complaint.

Consultation about the complaint

(2) If the respondent for the complaint considers that it is necessary to
consult a credit reporting body or credit provider about the
complaint, the respondent must consult the body or provider.

(3) Theuse or disclosure of personal information about the individual
for the purposes of the consultation istaken, for the purposes of
this Act, to be ause or disclosure that is authorised by this
subsection.

Decision about the complaint

(4) After investigating the complaint, the respondent must, within the
period referred to in subsection (5), make a decision about the
complaint and give the individual awritten notice that:

(a) setsout the decision; and
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(b) statesthat, if theindividual is not satisfied with the decision,
the individual may:
(i) accessarecognised externa dispute resolution scheme
of which the respondent is a member; or
(ii) make a complaint to the Commissioner under Part V.

(5) The period for the purposes of subsection (4) is:
(a) the period of 30 days that starts on the day on which the
complaint is made; or
(b) such longer period as the individual has agreed to in writing.

23C Notification requirementsrelating to correction complaints

(1) Thissection appliesif anindividual makes a complaint under
section 23A about an act or practice that may breach section 20S or
21U (which deal with the correction of personal information by
credit reporting bodies and credit providers).

Noatification of complaint etc.

(2 If:
(a) therespondent for the complaint is a credit reporting body;
and

(b) the complaint relates to credit information or credit eligibility
information that a credit provider holds;

the respondent must, in writing:

(c) notify the provider of the making of the complaint as soon as
practicable after it is made; and

(d) notify the provider of the making of a decision about the
complaint under subsection 23B(4) as soon as practicable
after it is made.

(3) If:
(a) the respondent for the complaint is a credit provider; and
(b) the complaint relates to:

(i) credit reporting information that a credit reporting body
holds; or

(i) credit information or credit eligibility information that
another credit provider holds;

the respondent must, in writing:
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(c) notify the body or other provider (as the case may be) of the
making of the complaint as soon as practicable after it is
made; and

(d) notify the body or other provider (as the case may be) of the
making of a decision about the complaint under subsection
23B(4) as soon as practicable after it is made.

Natification of recipients of disclosed information

(4) If:
(a) acredit reporting body discloses credit reporting information

to which the complaint relates under Division 2 of this Part;
and

(b) at the time of the disclosure, a decision about the complaint
under subsection 23B(4) has not been made;

the body must, at that time, notify in writing the recipient of the
information of the complaint.

(5) If:

(a) acredit provider discloses personal information to which the
complaint relates under Division 3 of this Part or under the
Australian Privacy Principles; and

(b) at the time of the disclosure, a decision about the complaint
under subsection 23B(4) has not been made;

the provider must, at that time, notify in writing the recipient of the
information of the complaint.

Exceptions

(6) Subsection (2), (3), (4) or (5) does not apply if:
(@) itisimpracticable for the credit reporting body or credit
provider to give the natification under that subsection; or
(b) the credit reporting body or credit provider isrequired by or
under an Australian law, or a court/tribunal order, not to give
the notification under that subsection.
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Division 6—Unauthorised obtaining of credit reporting

infor mation etc.

24 Obtaining credit reporting infor mation from a credit reporting

(1)

(2)

3

(4)

body

Offences

An entity commits an offence if:
(a) the entity obtains credit reporting information; and
(b) theinformation is obtained from a credit reporting body; and
(c) theentity isnot:
(i) an entity to which the body is permitted to disclose the
information under Division 2 of this Part; or
(ii) an access seeker for the information.

Penalty: 200 penalty units.

An entity commits an offence if:
(a) the entity obtains credit reporting information; and
(b) theinformation is obtained from a credit reporting body; and
(c) theinformation isobtained by false pretence.

Penalty: 200 penalty units.
Civil penalties

An entity must not obtain credit reporting information from a credit
reporting body if the entity is not:
(a) an entity to which the body is permitted to disclose the
information under Division 2 of this Part; or
(b) an access seeker for the information.

Civil penalty: 2,000 penalty units.

An entity must not abtain, by false pretence, credit reporting
information from a credit reporting body.

Civil penalty: 2,000 penalty units.
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24A Obtaining credit eligibility information from a credit provider

Offences

(D) Anentity commits an offence if:
(a) the entity obtains credit eligibility information; and
(b) theinformation is obtained from a credit provider; and
(c) theentity isnot:
(i) an entity to which the provider is permitted to disclose
the information under Division 3 of this Part; or
(ii) an access seeker for the information.

Penalty: 200 penalty units.

(2) Anentity commits an offenceif:
(a) the entity obtains credit eligibility information; and
(b) theinformation is obtained from a credit provider; and
(c) theinformation is obtained by false pretence.

Penalty: 200 penalty units.
Civil penalties

(3) Anentity must not obtain credit eigibility information from a
credit provider if the entity is not:

(a) an entity to which the provider is permitted to disclose the
information under Division 3 of this Part; or

(b) an access seeker for the information.
Civil penalty: 2,000 penalty units.

(4) Anentity must not obtain, by false pretence, credit eligibility
information from a credit provider.

Civil penalty: 2,000 penalty units.
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Division 7—Court orders

25 Compensation orders

(1) The Federal Court or the Federal Magistrates Court may order an
entity to compensate a person for loss or damage (including injury
to the person’ s feelings or humiliation) suffered by the person if:

(a) either:
(i) acivil penalty order has been made against the entity for

a contravention of acivil penalty provision (other than
section 13G); or

(ii) the entity isfound guilty of an offence against this Part;
and

(b) that loss or damage resulted from the contravention or
commission of the offence.

The order must specify the amount of compensation.

(2) The court may make the order only if:
(a) the person appliesfor an order under this section; and

(b) the application is made within 6 years of the day the cause of
action that relates to the contravention or commission of the
offence accrued.

(3) If the court makes the order, the amount of compensation specified
in the order that is to be paid to the person may be recovered as a
debt due to the person.

25A Other ordersto compensate loss or damage

(1) Thissection appliesif:
(@) either:
(i) acivil penalty order has been made against an entity for
a contravention of acivil penalty provision (other than
section 13G); or
(ii) an entity isfound guilty of an offence against this Part;
and
(b) aperson has suffered, or islikely to suffer, loss or damage
(including injury to the person’s feelings or humiliation) asa
result of the contravention or commission of the offence.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012135



Schedule 2Credit reporting
Part 1IAmendments relating to the Australian Privacy Principles

(2) The Federal Court or the Federal Magistrates Court may make such
order as the Court considers appropriate against the entity to:
(8) compensate the person, in whole or in part, for that loss or
damage; or
(b) prevent or reduce that loss or damage suffered, or likely to be
suffered, by the person.

(3) Without limiting subsection (2), examples of orders the court may
make include:

(a) an order directing the entity to perform any reasonable act, or
carry out any reasonable course of conduct, to redress the
loss or damage suffered by the person; and

(b) an order directing the entity to pay the person a specified
amount to reimburse the person for expenses reasonably
incurred by the person in connection with the contravention
or commission of the offence; and

(c) an order directing the defendant to pay to the person the
amount of loss or damage the plaintiff suffered.

(4) The court may make the order only if:
(@) the person applies for an order under this section; and

(b) the application is made within 6 years of the day the cause of
action that relates to the contravention or commission of the
offence accrued.

(5) If the court makes an order that the entity pay an amount to the
person, the person may recover the amount as a debt due to the
person.

73 Subsections 30(3) and (4)

Omit “credit reporting agency” (wherever occurring), substitute “ credit
reporting body”.

74 Subsection 49(4) (paragraph (a) of the definition of credit
reporting offence)

Omit “18C(4), 18D(4), 18K(4), 18L(2), 18N(2), 18R(2) or 185(3) or
section 18T”, substitute “20P(1), 21R(1) or (2), 24(1) or (2) or 24A(1)
or (2)".

75 Subsection 68(1)
Omit “credit reporting agency”, substitute “credit reporting body”.
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Schedule 3—Privacy codes

Privacy Act 1988
1 Subsection 6(1)
Insert:

APP code has the meaning given by section 26C.

2 Subsection 6(1)
Insert:

APP code devel oper means:
(@ an APP entity; or
(b) agroup of APP entities; or
(c) abody or association representing one or more APP entities.

3 Subsection 6(1) (definition of approved privacy code)
Repeal the definition.

4 Subsection 6(1) (definition of code complaint)
Omit “an approved privacy code’, substitute “aregistered APP code’.

5 Subsection 6(1) (definition of Code of Conduct)
Repeal the definition.

6 Subsection 6(1)
Insert:

Codes Register has the meaning given by subsection 26U(1).

7 Subsection 6(1)
Insert:

CR code has the meaning given by section 26N.

8 Subsection 6(1)
Insert:
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CR code developer means:
(a) an entity that is subject to Part I11A; or
(b) agroup of entitiesthat are subject to Part I11A; or

(c) abody or association representing one or more entities that
are subject to Part [11A.

9 Subsection 6(1) (definition of credit provider)
After “l11,”, insert “I11B,”.

10 Subsection 6(1) (paragraph (a) of the definition of credit
reporting complaint)
Omit “the Code of Conduct”, substitute “the registered CR code”.

11 Subsection 6(1) (definition of credit reporting
infringement)

Repeal the definition.

12 Subsection 6(1) (definition of privacy code)
Repeal the definition.

13 Subsection 6(1)
Insert:

registered APP code has the meaning given by section 26B.

14 Subsection 6(1)
Insert:

registered CR code has the meaning given by section 26M.

15 Subsection 6(3A)
Repeal the subsection.

16 At the end of subsection 6(7)

Add:
; or (g) being both an APP complaint and a code complaint.

17 Section 6B (heading)
Repeal the heading, substitute:
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6B Breach of aregistered APP code

18

19

Subsections 6B(1), (2), (3) and (4)
Omit “an approved privacy code”, substitute “aregistered APP code’.

After section 6B
Insert:

6BA Breach of theregistered CR code

20

21

22

23

24

25

26

For the purposes of this Act, an act or practice breaches the
registered CR code if, and only if, it is contrary to, or inconsi stent
with, the code.

Subsection 7(2)
Omit “an approved privacy code”, substitute “aregistered APP code’.

Subsection 7B(2) (note)

Omit “or a binding approved privacy code”, substitute “, or a registered
APP code that binds the organisation,”.

Subsection 13B(1) (note)

Omit “or abinding approved privacy code”, substitute “and a registered
APP code that binds them”.

Subsection 13B(1) (paragraph (b) of the note)

Omit “or a corresponding provision in a binding approved privacy
code”.

Subsection 13B(1A) (note)

Omit “abinding approved privacy code”, substitute “aregistered APP
code that binds the body”.

Subsection 13C(1) (note)

Omit “or a binding approved privacy code’, substitute “and a registered
APP code that binds them”.

Subsection 13C(1) (note)
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Omit “or a corresponding provision in a binding approved privacy
code”.

27 Division 5 of Part Il
Repeal the Division.

28 Part IIIAA
Repeal the Part.

29 Before Part IV
Insert:

Part |11B—Privacy codes
Division 1—Introduction

26 GuidetothisPart

This Part deals with privacy codes.

develop APP codes, which:
(@ must set out how one or more of the Australian
Privacy Principles are to be applied or complied
with; and

(b) may impose additional requirements to those

(c) may deal with other specified matters.

registered APP code is an interference with the privacy of an
individual.

Division 2 deals with codes of practice about information privacy,
called APP codes. APP code developers or the Commissioner may

imposed by the Australian Privacy Principles; and

If the Commissioner includes an APP code on the Codes Register,
an APP entity bound by the code must not breach it. A breach of a
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Division 3 deals with a code of practice about credit reporting,
called a CR code. CR code developers or the Commissioner may
develop a CR code, which:

(@ must set out how one or more of the provisions of
Part 111 A are to be applied or complied with; and

(b) must deal with matters required or permitted by
Part I11A to be provided for by the registered CR
code; and

(c) may deal with other specified matters.

If the Commissioner includes a CR code on the Codes Register, an
entity bound by the code must not breach it. A breach of the
registered CR code is an interference with the privacy of an
individual.

Division 4 deals with the Codes Register, guidelines relating to
codes and the review of the operation of registered codes.

Division 2—Registered APP codes
Subdivision A—Compliance with registered APP codes etc.

26A APP entitiesto comply with binding registered APP codes

An APP entity must not do an act, or engage in a practice, that
breaches a registered APP code that binds the entity.

26B What isaregistered APP code

(1) A registered APP codeisan APP code:
(8 that isincluded on the Codes Register; and
(b) thatisinforce.

(2) A registered APP code is alegidative instrument.

(3) Despite subsection 12(2) of the Legidlative Instruments Act 2003, a
registered APP code may be expressed to take effect before the
date it is registered under that Act.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012141



Schedule 3Privacy codes
Part 1JAmendments relating to the Australian Privacy Principles

Note: An APP code cannot come into force beforeit isincluded on the
Codes Register: see paragraph 26C(2)(c).

26C What isan APP code

(1) An APP codeisawritten code of practice about information
privacy.

(2) An APP code must:

(8 set out how one or more of the Australian Privacy Principles
are to be applied or complied with; and

(b) specify the APP entities that are bound by the code, or away
of determining the APP entities that are bound by the code;
and

(c) set out the period during which the codeisin force (which
must not start before the day the code is registered under
section 26H).

(3) An APP code may do one or more of the following:

() impose additional requirements to those imposed by one or
more of the Australian Privacy Principles, so long as the
additional requirements are not contrary to, or inconsistent
with, those principles;

(b) cover an act or practice that is exempt within the meaning of
subsection 7B(1), (2) or (3);

(c) deal with the internal handling of complaints;

(d) provide for the reporting to the Commissioner about
complaints;

(e) deal with any other relevant matters.

(4) An APP code may be expressed to apply to any one or more of the
following:

(& all persona information or a specified type of personal
information;

(b) aspecified activity, or a specified class of activities, of an
APP entity;

(c) aspecified industry sector or profession, or a specified class
of industry sectors or professions;

(d) APP entities that use technology of a specified kind.

(5) An APP codeis not alegidative instrument.
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26D Extension of Act to exempt acts or practices covered by
registered APP codes

If aregistered APP code covers an act or practice that is exempt
within the meaning of subsection 7B(1), (2) or (3), this Act applies
in relation to the code as if that act or practice were not exempt.

Subdivision B—Development and registration of APP codes

26E Development of APP codes by APP code developers
Own initiative
(1) An APP code developer may develop an APP code.

At the Commissioner’s request

(2) The Commissioner may, in writing, request an APP code devel oper
to develop an APP code, and apply to the Commissioner for the
code to be registered, if the Commissioner is satisfied it isin the
public interest for the code to be developed.

(3) Therequest must:
(a) specify the period within which the request must be complied
with; and
(b) set out the effect of section 26A.

(4) The period:
(& must run for at least 120 days from the date the request is
made; and
(b) may be extended by the Commissioner.

(5 Therequest may:
(a) specify one or more matters that the APP code must deal
with; and
(b) specify the APP entities, or a class of APP entities, that
should be bound by the code.

(6) Despite paragraph (5)(a), the Commissioner must not require an
APP code to cover an act or practice that is exempt within the
meaning of subsection 7B(1), (2) or (3). However, the APP code
that is developed by the APP code devel oper may cover such an act
or practice.
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(7) The Commissioner must make a copy of the request publicly
available as soon as practicable after the request is made.

26F Application for registration of APP codes

(1) If an APP code developer develops an APP code, the devel oper
may apply to the Commissioner for registration of the code.

(2) Before making the application, the APP code developer must:
(8 make adraft of the APP code publicly available; and
(b) invite the public to make submissions to the developer about
the draft within a specified period (which must run for at
least 28 days); and
(c) give consideration to any submissions made within the
specified period.

(3) The application must:

(8 be made in the form and manner specified by the
Commissioner; and

(b) be accompanied by such information asis specified by the
Commissioner.

(4) The APP code developer may vary the APP code at any time
before the Commissioner registers the code, but only with the
consent of the Commissioner.

26G Development of APP codes by the Commissioner

(1) Thissection appliesif the Commissioner made a request under
subsection 26E(2) and either:

(a) therequest has not been complied with; or

(b) the request has been complied with but the Commissioner has
decided not to register, under section 26H, the APP code that
was devel oped as regquested.

(2) The Commissioner may develop an APP code if the Commissioner
issatisfied that it isin public interest to develop the code.
However, despite subsection 26C(3)(b), the APP code must not
cover an act or practice that is exempt within the meaning of
subsection 7B(1), (2) or (3).
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(3) Beforeregistering the APP code under section 26H, the
Commissioner must:

(8 make adraft of the code publicly available; and

(b) invite the public to make submissions to the Commissioner
about the draft within a specified period (which must run for
at least 28 days); and

(c) give consideration to any submissions made within the
specified period.

26H Commissioner may register APP codes

@ If:
(a) an application for registration of an APP code is made under
section 26F; or
(b) the Commissioner develops an APP code under section 26G;
the Commissioner may register the code by including it on the
Codes Register.

(2) Indeciding whether to register the APP code, the Commissioner
may:
(a) consult any person the Commissioner considers appropriate;
and
(b) consider the matters specified in any relevant guidelines
made under section 26V.

(3) If the Commissioner decides not to register an APP code devel oped
by an APP code developer, the Commissioner must give written
notice of the decision to the devel oper, including reasons for the
decision.

Subdivision C—Variation and removal of registered APP codes

26J Variation of registered APP codes

(1) The Commissioner may, in writing, approve a variation of a
registered APP code:

(& onhisor her owninitiative; or
(b) on application by an APP entity that is bound by the code; or

(c) on application by abody or association representing one or
more APP entities that are bound by the code.
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(2) An application under paragraph (1)(b) or (c) must:
(8 be made in the form and manner specified by the
Commissioner; and
(b) be accompanied by such information asis specified by the
Commissioner.

(3) If the Commissioner varies aregistered APP code on hisor her
own initiative, then, despite subsection 26C(3)(b), the variation
must not deal with an act or practice that is exempt within the
meaning of subsection 7B(1), (2) or (3).

(4) Before deciding whether to approve a variation, the Commissioner
must:

(8) make adraft of the variation publicly available; and

(b) consult any person the Commissioner considers appropriate
about the variation; and

(c) consider the extent to which members of the public have
been given an opportunity to comment on the variation.

(5) Indeciding whether to approve a variation, the Commissioner may
consider the matters specified in any relevant guidelines made
under section 26V.

(6) If the Commissioner approves a variation of aregistered APP code
(the original code), the Commissioner must:

(@) remove the original code from the Codes Register; and

(b) register the APP code, as varied, by including it on the
Register.

(7) If the Commissioner approves a variation, the variation comesinto
effect on the day specified in the approval, which must not be
before the day on which the APP code, as varied, isincluded on the
Codes Register.

(8 Anapproval isnot alegislative instrument.

Note: The APP code, asvaried, is alegidative instrument once it isincluded
on the Codes Register: see section 26B.

26K Removal of registered APP codes

(1) The Commissioner may remove aregistered APP code from the
Codes Register:
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(& onhisor her owninitiative; or
(b) on application by an APP entity that is bound by the code; or

(c) on application by abody or association representing one or
more APP entities that are bound by the code.

(2) An application under paragraph (1)(b) or (c) must:
(8 be made in the form and manner specified by the
Commissioner; and
(b) be accompanied by such information asis specified by the
Commissioner.

(3) Before deciding whether to remove the registered APP code, the
Commissioner must:
(&) consult any person the Commissioner considers appropriate
about the proposed removal; and
(b) consider the extent to which members of the public have
been given an opportunity to comment on the proposed
removal.

(4) Indeciding whether to remove the registered APP code, the
Commissioner may consider the matters specified in any relevant
guidelines made under section 26V.

Division 3—Registered CR code

Subdivision A—Compliance with theregistered CR code

26L Entitiesto comply with theregistered CR codeif bound by the

code
If an entity isbound by the registered CR code, the entity must not
do an act, or engage in a practice, that breaches the code.

Note: There must always be one, and only one, registered CR code at all
times after this Part commences: see subsection 265(4).

26M What istheregistered CR code

(1) Theregistered CR code isthe CR code that isincluded on the
Codes Register.

(2) Theregistered CR codeis alegidative instrument.
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(3) Despite subsection 12(2) of the Legidative Instruments Act 2003,
the registered CR code may be expressed to take effect before the
dateit isregistered under that Act.

26N What isa CR code

(1) A CR codeisawritten code of practice about credit reporting.

(2) A CR code must:

(a) set out how one or more of the provisions of Part I11A areto
be applied or complied with; and

(b) make provision for, or in relation to, matters required or
permitted by Part I11A to be provided for by the registered
CR code; and

(c) bind al credit reporting bodies; and
(d) specify the credit providers that are bound by the code, or a
way of determining which credit providers are bound; and

(e) specify any other entities subject to Part 11 A that are bound
by the code, or away of determining which of those entities
are bound.

(3) A CR code may do one or more of the following:

(a) impose additional requirements to those imposed by
Part I11A, so long as the additional requirements are not
contrary to, or inconsistent with, that Part;

(b) deal with the internal handling of complaints;

(c) provide for the reporting to the Commissioner about
complaints;

(d) deal with any other relevant matters.

(4) A CR code may be expressed to apply differently in relation to:
(@) classesof entitiesthat are subject to Part I11A; and

(b) specified classes of credit information, credit reporting
information or credit eligibility information; and

(c) specified classes of activities of entities that are subject to
Part [11A.

(5) A CR codeisnot alegidative instrument.
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Subdivision B—Development and registration of CR code

26P Development of CR code by CR code developers

(1) The Commissioner may, in writing, request a CR code developer to
develop a CR code and apply to the Commissioner for the code to
be registered.

(2) Therequest must:
(&) specify the period within which the request must be complied
with; and
(b) set out the effect of section 26L.

(3) The period:
(& must run for at least 120 days from the date the request is
made; and
(b) may be extended by the Commissioner.

(4) Therequest may:
(a) specify one or more matters that the CR code must deal with;
and

(b) specify the credit providers, or aclass of credit providers,
that should be bound by the code; and

(c) specify the other entities, or a class of other entities, subject
to Part I11A that should be bound by the code.

(5) The Commissioner must make a copy of the request publicly
available as soon as practicable after the request is made.

26Q Application for registration of CR code

(1) If aCR code developer develops a CR code, the developer may
apply to the Commissioner for registration of the code.

(2) Before making the application, the CR code developer must:
(@) make adraft of the CR code publicly available; and
(b) invite the public to make submissions to the devel oper about
the draft within a specified period (which must run for at
least 28 days); and
(c) give consideration to any submissions made within the
specified period.
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(3) The application must:

(8 be made in the form and manner specified by the
Commissioner; and

(b) be accompanied by such information asis specified by the
Commissioner.

(4) The CR code developer may vary the CR code at any time before
the Commissioner registers the code, but only with the consent of
the Commissioner.

26R Development of CR code by the Commissioner

(1) The Commissioner may develop a CR code if the Commissioner
made a request under section 26P and either:

(a) therequest has not been complied with; or

(b) the request has been complied with but the Commissioner has
decided not to register, under section 26S, the CR code that
was devel oped as regquested.

(2) Beforeregistering the CR code under section 26S, the
Commissioner must:

(&) make adraft of the code publicly available; and

(b) invite the public to make submissions to the Commissioner
about the draft within a specified period (which must run for
at least 28 days); and

(c) give consideration to any submissions made within the
specified period.

26S Commissioner may register CR code

Q) If:
(@) an application for registration of a CR code is made under
section 26Q; or
(b) the Commissioner develops a CR code under section 26R;

the Commissioner may register the code by including it on the
Codes Register.

(2) Indeciding whether to register the CR code, the Commissioner
may:
(a) consult any person the Commissioner considers appropriate;
and
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(b) consider the matters specified in any guidelines made under
section 26V.

(3) If the Commissioner decides not to register a CR code devel oped
by a CR code developer, the Commissioner must give written
notice of the decision to the devel oper, including reasons for the
decision.

(4) The Commissioner must ensure that there is one, and only one,
registered CR code at al times after this Part commences.

Subdivision C—Variation of theregistered CR code

26T Variation of theregistered CR code

(1) The Commissioner may, in writing, approve a variation of the
registered CR code:
(& on hisor her owninitiative; or
(b) on application by an entity that is bound by the code; or
(c) on application by abody or association representing one or
more of the entities that are bound by the code.

(2) An application under paragraph (1)(b) or (c) must:
(8) be made in the form and manner specified by the
Commissioner; and
(b) be accompanied by such information asis specified by the
Commissioner.

(3) Before deciding whether to approve avariation, the Commissioner
must:
(@) make adraft of the variation publicly available; and
(b) consult any person the Commissioner considers appropriate
about the variation; and

(c) consider the extent to which members of the public have
been given an opportunity to comment on the variation.

(4) Indeciding whether to approve avariation, the Commissioner may
consider the matters specified in any relevant guidelines made
under section 26V.

(5) If the Commissioner approves avariation of the registered CR code
(the original code), the Commissioner must:
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(&) remove the original code from the Codes Register; and
(b) register the CR code, as varied, by including it on the
Register.

(6) If the Commissioner approves avariation, the variation comesinto
effect on the day specified in the approval, which must not be
before the day on which the CR code, as varied, isincluded on the

Codes Register.

(7) An approval isnot alegidative instrument.

Note: The CR code, as varied, isalegidative instrument once it isincluded
on the Codes Register: see section 26M.

Division 4—General matters

26U Codes Register

(1) The Commissioner must keep aregister (the Codes Register)
which includes:

(&) the APP codesthe Commissioner has decided to register
under section 26H:; and

(b) the APP codes the Commissioner must register under
section 26J; and

(c) the CR code the Commissioner has decided to register under
section 26S; and

(d) the CR code the Commissioner must register under
section 26T.

(2) Despite subsection (1), the Commissioner is not required to include
on the Codes Register:
(@) an APP code removed from the Register under section 26J or
26K; or
(b) the CR code removed from the Register under section 26T.

(3) The Commissioner must make the Codes Register available on the
Commissioner’ s website.

(4) The Commissioner may charge fees for providing copies of, or
extracts from, the Codes Register.
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26V Guidelinesrelating to codes

(1) The Commissioner may make written guidelines:
(a) toassist APP code developersto develop APP codes; or

(b) to assist APP entities bound by registered APP codes to apply
or comply with the codes; or

(c) toassist CR code developersto develop a CR code; or

(d) to assist entities bound by the registered CR code to apply or
comply with the code.

(2) The Commissioner may make written guidelines about matters the
Commissioner may consider in deciding whether:

(a) toregister an APP code or a CR code; or

(b) to approve avariation of aregistered APP code or the
registered CR code; or

(c) toremove aregistered APP code from the Codes Register.

(3) The Commissioner may publish any such guidelines on the
Commissioner’ s website.

(4) Guidelines are not alegidative instrument.

26W Review of operation of registered codes

(1) The Commissioner may review the operation of aregistered APP

code.

Note: The review may inform a decision by the Commissioner to approve a
variation of aregistered APP code or to remove aregistered APP code
from the Codes Register.

(2) The Commissioner may review the operation of the registered CR
code.

Note: The review may inform a decision by the Commissioner to approve a

variation of the registered CR code.

30 Subsection 36(1)
Omit “ Subject to subsection (1A), an”, substitute “An”.

31 Subsections 36(1A), (1B) and (1C)
Repeal the subsections.

32 Subsections 54(1A), 55A(7) and 55B(2)
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Repeal the subsections.

33 Subsection 55B(3)
Omit “or (2)".

34 Subsection 55B(3)
Omit “or adjudicator”.

35 Subsection 55B(4)
Omit “or (2)".

36 Subsection 64(1)
Omit “(1)".

37 Subsection 64(2)
Repeal the subsection.

38 Section 95C
Omit “an approved privacy code”, substitute “aregistered APP code’.
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Schedule 4—O0Other amendments of the
Privacy Act 1988

1 After section 2
Insert:

2A Objectsof thisAct

The objects of this Act are:

(a) to promote the protection of the privacy of individuals; and

(b) to recognise that the protection of the privacy of individuals
is balanced with the interests of entitiesin carrying out their
functions or activities; and

(c) to providethe basisfor nationally consistent regulation of
privacy and the handling of personal information; and

(d) to promote responsible and transparent handling of personal
information by entities; and

(e) tofacilitate an efficient credit reporting system while
ensuring that the privacy of individualsis respected; and

(f) tofacilitate the free flow of information across national
borders while ensuring that the privacy of individualsis
respected; and

(g) to provide ameans for individuals to complain about an
aleged interference with their privacy; and

(h) to implement Australia’ s international obligation in relation
to privacy.

2 Subsections 5B(1) and (1A)
Repeal the subsections, substitute:

Agencies

(1) ThisAct, aregistered APP code and the registered CR code extend
to an act done, or practice engaged in, outside Australia and the
external Territories by an agency.

Note: The act or practice overseas will not breach an Australian Privacy

Principle or aregistered APP code if the act or practice is required by
an applicable foreign law (see sections 6A and 6B).
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Organisations and small business operators

(1A) ThisAct, aregistered APP code and the registered CR code extend
to an act done, or practice engaged in, outside Australia and the
external Territories by an organisation, or small business operator,
that has an Australian link.

Note: The act or practice overseas will not breach an Australian Privacy
Principle or aregistered APP code if the act or practice is required by
an applicable foreign law (see sections 6A and 6B).

3 Subsection 5B(2) (heading)
Repeal the heading, substitute:

Australian link

4 Subsection 5B(2)

Omit “The organisation must be”, substitute “ An organisation or small
business operator has an Australian link if the organisation or operator
is’.

5 Subsection 5B(3) (heading)
Repeal the heading.

6 Subsection 5B(3)

Omit “All of the following conditions must be met”, substitute “An
organisation or small business operator also has an Australian link if all
of the following apply”.

7 Paragraphs 5B(3)(a), (b) and (c)

After “organisation”, insert “or operator”.
8 Subsection 5B(4)

After “subsection (1)”, insert “or (1A)”.
9 Subsection 6(1)

Insert:

advice related functions has the meaning given by subsection
28B(1).

10 Subsection 6(1)
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Insert:

Australian link has the meaning given by subsections 5B(2) and

3.
11 Subsection 6(1) (all the definitions of breach)
Repeal the definitions, substitute:

breach:
(a) inrelation to an Australian Privacy Principle, has the
meaning given by section 6A; and
(b) inrelation to aregistered APP code, has the meaning given
by section 6B; and
(c) inrelation to the registered CR code, has the meaning given
by section 6BA.

12 Subsection 6(1)
Insert:

civil penalty order has the meaning given by subsection 80W(4).

13 Subsection 6(1)
Insert:

civil penalty provision has the meaning given by section 80U.

14 Subsection 6(1) (definition of code complaint)
Omit “the complainant”, substitute “an individual”.

15 Subsection 6(1)
Insert:

committee of management of an unincorporated association means
abody (however described) that governs, manages or conducts the
affairs of the association.

16 Subsection 6(1) (definition of credit reporting complaint)
Omit “the complainant”, substitute “an individual”.

17 Subsection 6(1)
Insert:
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18

19

20

21

22

23

24

25

Defence Department means the Department of State that deals
with defence and that is administered by the Minister administering
section 1 of the Defence Act 1903.

Subsection 6(1) (definition of file number complaint)
Omit “the complainant”, substitute “an individual”.

Subsection 6(1) (paragraph (a) of the definition of file
number complaint)

Omit “guideling”, substitute “rule’.

Subsection 6(1)
Insert:

guidance related functions has the meaning given by subsection
28(1).

Subsection 6(1) (definition of individual concerned)
Repeal the definition.

Subsection 6(1)
Insert:

interference with the privacy of an individual has the meaning
given by sections 13 to 13F.

Subsection 6(1)
Insert:

monitoring related functions has the meaning given by
subsections 28A(1) and (2).

Subsection 6(1)
Insert:

offence against this Act includes an offence against section 6 of
the Crimes Act 1914, or section 11.1, 11.2, 11.2A, 11.4 or 11.5 of
the Criminal Code, that relatesto an offence against this Act.

Subsection 6(1)
Insert:

158Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Other amendments of the Privacy Act 1988Schedule 4
Amendments relating to the Australian Privacy PrinciplesPart 1

26

27

28

29

30

31

32

33

34

recognised external dispute resolution scheme means an externa
dispute resol ution scheme recognised under section 35A.

Subsection 6(1) (definition of tax file number information)
Omit “(including information forming part of a database)”.

Subsection 6(3)
Omit “guideling” (wherever occurring), substitute “rule’.

Subsection 6(6)
Omit “Department of Defence”, substitute “ Defence Department”.

Paragraphs 7(1)(ca) and (g) and (1A)(c)
Omit “ Department of Defence”, substitute “ Defence Department”.

Subsection 7(2)
Omit “under section 277, substitute “in relation to the principles and

such acode’.
Paragraph 7(2)(b)
Omit “Department of Defence’, substitute “ Defence Department”.

Subsection 7(3A)
Repeal the subsection.

Subsection 7(4)
Omit “paragraphs 27(1)(b), (c), (d), (e), (9), (k) and (m)”, substitute
“section 28, of paragraphs 28A(2)(a) to (e)”.

Section 12B (heading)
Repeal the heading, substitute:

12B Severability—additional effect of this Act

35

Subsections 12B(1) and (2)
Repeal the subsections, substitute:
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(1) Without limiting its effect apart from this section, this Act has
effect in relation to the following (the regulated entities) as
provided by this section:

(8) anagency;

(b) an organisation;

(c) asmall business operator;
(d) abody poalitic.

Note: Subsection 27(4) appliesin relation to an investigation of an act or
practice referred to in subsection 29(1) of the Healthcare Identifiers
Act 2010.

(2) ThisAct also hasthe effect it would haveif its operation in relation
to regulated entities were expressly confined to an operation to
give effect to the following:

(&) thelInternational Covenant on Civil and Political Rights done
at New York on 16 December 1966 ([1980] ATS 23), and in
particular Articles 17 and 24(1) of the Covenant;

(b) Article 16 of the Convention on the Rights of the Child done
at New York on 20 November 1989 ([1991] ATS 4).

Note: In 2012, the text of the Covenant and Convention in the Australian
Treaty Serieswas accessible through the Australian Treaties Library
on the AustL Il website (www.austlii.edu.au).

36 Subsection 12B(3)
Omit “to organisations’, substitute “to regulated entities’.

37 Subsection 12B(3)
Omit “subsection 5B(1)”, substitute “section 5B”.

38 Subsection 12B(3)
Omit “by organisations’.

39 Subsections 12B(4) and (5)

Omit “organisations’ (wherever occurring), substitute “regulated
entities’.

40 After subsection 12B(5)
Insert:
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(5A) ThisAct aso hasthe effect it would haveif its operation in relation
to regulated entities were expressly confined to acts or practices
engaged in by regulated entities in the course of:

(@) banking (other than State banking not extending beyond the
limits of the State concerned); or

(b) insurance (other than State insurance not extending beyond
the limits of the State concerned).

41 Subsections 12B(6) to (8)

Omit “organisations’ (wherever occurring), substitute “regulated
entities’.

42 Sections 13 and 13A
Repeal the sections, substitute:

13 Interferenceswith privacy

APP entities

(1) Anact or practice of an APP entity is an interference with the
privacy of an individual if:
(a) theact or practice breaches an Australian Privacy Principlein
relation to personal information about the individual; or
(b) the act or practice breaches a registered APP code that binds
the entity in relation to personal information about the
individual.

Credit reporting

(2) Anact or practice of an entity is an interference with the privacy
of an individual if:
(a) theact or practice breaches aprovision of Part II1A in
relation to personal information about the individual; or
(b) theact or practice breaches the registered CR code in relation
to personal information about the individual and the code
binds the entity.

Contracted service providers

(3) Anact or practice of an organisation is an interference with the
privacy of an individual if:
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(a) theact or practice relatesto personal information about the
individual; and

(b) the organisation is a contracted service provider for a
Commonwealth contract (whether or not the organisation isa
party to the contract); and

(c) theact or practice does not breach:

(i) an Australian Privacy Principle; or
(ii) aregistered APP code that binds the organisation;

in relation to the personal information because of a provision
of the contract that is inconsistent with the principle or code;
and

(d) theact isdone, or the practice is engaged in, in a manner
contrary to, or inconsistent with, that provision.

Note: See subsections 6A(2) and 6B(2) for when an act or practice does not
breach an Australian Privacy Principle or aregistered APP code.

Tax file numbers

(4) Anact or practiceis an interference with the privacy of an
individual if:
(@) itisanact or practice of afile number recipient and the act or
practice breaches arule issued under section 17 in relation to
tax file number information that relates to the individual; or

(b) the act or practice involves an unauthorised requirement or
reguest for disclosure of the tax file number of the individual.

Other interferences with privacy

(5) Anact or practiceis an interference with the privacy of an
individual if the act or practice:

(a) constitutes a breach of Part 2 of the Data-matching Program
(Assistance and Tax) Act 1990 or the rules issued under
section 12 of that Act; or

(b) congtitutes a breach of the rules issued under section 135AA
of the National Health Act 1953.

Note: Other Acts may provide that an act or practiceis an interference with
the privacy of an individual. For example, see the Healthcare
Identifiers Act 2010, the Anti-Money Laundering and
Counter-Terrorism Financing Act 2006 and the Personal Property
Securities Act 2009.

43 Subsection 13B(1)
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44

45

46

47

48

49

50

Omit “paragraphs 13A(1)(a) and (b)”, substitute “ subsection 13(1)”.

Subsection 13B(1)
Omit “of an individual”, substitute “of an individual”.

Subsection 13B(2)
Repeal the subsection, substitute:

Rel ationship with subsection 13(3)

(2) Subsection (1) does not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under subsection 13(3).

Subsection 13C(1)
Omit “of theindividual”, substitute “of the individual”.

Subsection 13C(2)
Repeal the subsection, substitute:

Effect of subsection (1)
(2) Subsection (1) has effect despite subsections 13(1) and (3).

Subsection 13D(1)
Omit “of an individual”, substitute “of an individual”.

Subsection 13D(2)
Repeal the subsection, substitute:

Effect of subsection (1)
(2) Subsection (1) has effect despite subsections 13(1) and (3).

Sections 13E and 13F
Repeal the sections, substitute:
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13E Effect of sections 13B, 13C and 13D

Sections 13B, 13C and 13D do not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under subsection 13(2), (4) or (5).

13F Act or practice not covered by section 13isnot an interference
with privacy
An act or practice that is not covered by section 13 isnot an
interference with the privacy of an individual.

13G Seriousand repeated interferences with privacy

An entity contravenes this subsection if:

(8 theentity does an act, or engagesin apractice, that isa
serious interference with the privacy of an individual; or

(b) the entity repeatedly does an act, or engages in a practice,
that is an interference with the privacy of one or more
individuals.

Civil penalty: 2,000 penalty units.
51 Section 17
Repeal the section, substitute:
17 Rulesrelating to tax file number information

The Commissioner must, by legidlative instrument, issue rules
concerning the collection, storage, use and security of tax file
number information.

52 Section 18 (heading)
Repeal the heading, substitute:

18 File number recipientsto comply with rules

53 Section 18
Omit “guideling”, substitute “rule’.

54 Sections 27 to 29
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Repeal the sections, substitute:

27 Functions of the Commissioner

(1) The Commissioner has the following functions:
(@) thefunctionsthat are conferred on the Commissioner by or
under:
(i) thisAct; or
(ii) any other law of the Commonwealth;
(b) the guidance related functions;
(c) the monitoring related functions;
(d) the advice related functions;

(e) to do anything incidental or conducive to the performance of
any of the above functions.

(2) The Commissioner has power to do all things necessary or
convenient to be done for, or in connection with, the performance
of the Commissioner’ s functions.

(3) Without limiting subsection (2), the Commissioner may establish a
panel of persons with expertisein relation to a particular matter to
assist the Commissioner in performing any of the Commissioner’s
functions.

(4) Section 38 of the Healthcare Identifiers Act 2010, rather than
section 12B of this Act, appliesin relation to an investigation of an
act or practice referred to in subsection 29(1) of that Act in the
same way as it appliesto Parts 3 and 4 of that Act.

Note: Section 38 of the Healthcare Identifiers Act 2010 deals with the
additional effect of Parts 3 and 4 of that Act.

28Guidancerelated functions of the Commissioner

(1) Thefollowing are the guidance related functions of the
Commissioner:

(d) making guidelines for the avoidance of acts or practices that
may or might be interferences with the privacy of
individuals, or which may otherwise have any adverse effects
on the privacy of individuals;

(b) making, by legidative instrument, guidelines for the purposes
of paragraph (d) of Australian Privacy Principle 6.3;
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(c) promoting an understanding and acceptance of :
(i) the Australian Privacy Principles and the objects of
those principles; and
(ii) aregistered APP code; and
(iii) the provisions of Part I11A and the objects of those
provisions; and
(iv) theregistered CR code;

(d) undertaking educational programs for the purposes of
promoting the protection of individual privacy.

(2) The Commissioner may publish the guidelines referred toin
paragraphs (1)(a) and (b) in such manner as the Commissioner
considers appropriate.

(3) The educational programs referred to in paragraph (1)(d) may be
undertaken by:
(@) the Commissioner; or
(b) aperson or authority acting on behalf of the Commissioner.

(4) Guidelines made under paragraph (1)(a) are not alegidative
instrument.

28AMonitoring related functions of the Commissioner

Credit reporting and tax file number information

(1) Thefollowing are the monitoring related functions of the
Commissioner:

(& monitoring the security and accuracy of information held by
an entity that isinformation to which Part I11A applies;

(b) examining the records of entities to ensure that the entities:
(i) arenot using information to which Part I11A appliesfor
unauthorised purposes; and
(ii) aretaking adequate measuresto prevent the unlawful
disclosure of such information;
(c) examining the records of the Commissioner of Taxation to
ensure that the Commissioner:
(i) isnot using tax file number information for purposes
beyond his or her powers; and
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(i) istaking adequate measures to prevent the unlawful
disclosure of the tax file number information that he or
she holds;

(d) evaluating compliance with the rulesissued under section 17,

(e) monitoring the security and accuracy of tax file number
information kept by file number recipients.

Other matters

(2) Thefollowing are aso the monitoring related functions of the
Commissioner:

(d) examining a proposed enactment that would require or
authorise acts or practices of an entity that might otherwise
be interferences with the privacy of individuas, or which
may otherwise have any adverse effects on the privacy of
individuas;

(b) examining a proposal for data matching or linkage that may
involve an interference with the privacy of individuals, or
which may otherwise have any adverse effects on the privacy
of individuals;

(c) ensuring that any adverse effects of the proposed enactment
or the proposal on the privacy of individuals are minimised;

(d) undertaking research into, and monitoring developmentsin,
data processing and technology (including data matching and
linkage) to ensure that any adverse effects of such
developments on the privacy of individuals are minimised;

(e) reporting to the Minister the results of that research and
monitoring;

(f) monitoring and reporting on the adequacy of equipment and
user safeguards.

(3) Thefunctionsreferred to in paragraphs (2)(a) and (b) may be
performed by the Commissioner:
(8 onrequest by aMinister or Norfolk Island Minister; or
(b) onthe Commissioner’s own initiative.

(4) If thereporting referred to in paragraph (2)(e) or (f) isdonein
writing, the instrument is not alegislative instrument.
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28BAdvice related functions of the Commissioner

(1) Thefollowing are the advice related functions of the
Commissioner:

(8 providing adviceto aMinister, Norfolk Island Minister or
entity about any matter relevant to the operation of this Act;

(b) informing the Minister of action that needs to be taken by an
agency in order to comply with the Australian Privacy
Principles;

(c) providing reports and recommendations to the Minister in
relation to any matter concerning the need for, or the
desirability of, legislative or administrative action in the
interests of the privacy of individuals,

(d) providing advice to file number recipients about:

(i) their obligations under the Taxation Administration Act
1953 in relation to the confidentiality of tax file number
information; or

(ii) any matter relevant to the operation of this Act.

(2) Thefunctionsreferred to in paragraphs (1)(a), (c) and (d) may be
performed by the Commissioner on request or on the
Commissioner’sown initiative.

(3) The Commissioner may perform the function referred to in
paragraph (1)(b) whenever the Commissionersthink it is necessary
to do so.

(4) If the Minister isinformed under paragraph (1)(b) in writing, or the
report referred to in paragraph (1)(c) is provided in writing, the
instrument is not a legidative instrument.

29 Commissioner must have due regard to the objects of the Act

The Commissioner must have due regard to the objects of this Act
in performing the Commissioner’ s functions, and exercising the
Commissioner’ s powers, conferred by this Act.

Note: The objects of this Act are set out in section 2A.
55 Subparagraph 30(1)(b)(ii)
Repeal the subparagraph, substitute:
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(if) doesnot consider that it is reasonably possible that the
matter that gave rise to the investigation can be
conciliated successfully or has attempted to conciliate
the matter without success.

56 Subsection 30(3)
Omit “under paragraph 27(1)(a), 28(1)(b) or (c) or 28A(1)(b)”.

57 Subsection 30(3)

After “credit provider” (first occurring), insert “that is an interference
with the privacy of an individual under subsection 13(1), (2) or (4)”.

58 Subsection 30(6)
Repeal the subsection.

59 Subsection 31(1)
Omit “paragraph 27(1)(b)”, substitute “paragraph 28A(2)(a)”.

60 Subsection 31(2)
Omit “agency or organisation”, substitute “entity”.

61 Section 32 (heading)
Repeal the heading, substitute:

32 Commissioner may report to the Minister if the Commissioner
has monitored certain activities etc.

62 Subsection 32(1)
Repeal the subsection, substitute:

(2) If the Commissioner has:

(& monitored an activity in the performance of a function under

paragraph 28(1)(d), 28A(1)(a), (b), (d) or (e) or (2)(b), (c) or
(d) or 28B(1)(b) or (c); or

(b) conducted an assessment under section 33C;

the Commissioner may report to the Minister about the activity or
assessment, and must do so if so directed by the Minister.

63 Subsection 32(2)
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After “activity”, insert “or assessment”.

64 After section 33B
Insert:

Division 3A—Assessments by, or at the direction of, the
Commissioner

33C Commissioner may conduct an assessment relating to the
Australian Privacy Principlesetc.

(1) The Commissioner may conduct an assessment of the following
matters:

(8 whether personal information held by an APP entity is being
maintained and handled in accordance with the following:

(i) the Australian Privacy Principles;
(ii) aregistered APP code that binds the entity;

(b) whether information held by an entity is being maintained
and handled in accordance with the following to the extent
that they apply to the information:

(i) theprovisionsof Part I11A;
(ii) theregistered CR codeiif it binds the entity;

(c) whether tax file number information held by afile number
recipient is being maintained and handled in accordance with
any relevant rules issued under section 17;

(d) whether the data matching program (within the meaning of
the Data-matching Program (Assistance and Tax) Act 1990)
of an agency complies with Part 2 of that Act and therules
issued under section 12 of that Act;

(e) whether information to which section 135AA of the National
Health Act 1953 applies is being maintained and handled in
accordance with the rules issued under that section.

(2) The Commissioner may conduct the assessment in such manner as
the Commissioner considersfit.

33D Commissioner may direct an agency to give a privacy impact
assessment

@) If:
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(a) an agency proposes to engage in an activity or function
involving the handling of personal information about
individuals; and

(b) the Commissioner considers that the activity or function
might have a significant impact on the privacy of individuas;

the Commissioner may, in writing, direct the agency to give the
Commissioner, within a specified period, a privacy impact
assessment about the activity or function.

(2) A direction under subsection (1) is not alegidative instrument.

Privacy impact assessment

(3) A privacy impact assessment is awritten assessment of an activity
or function that:

(a) identifiesthe impact that the activity or function might have
on the privacy of individuals; and

(b) sets out recommendations for managing, minimising or
eliminating that impact.

(4) Subsection (3) does not limit the matters that the privacy impact
assessment may deal with.

(5) A privacy impact assessment is not alegislative instrument.
Failure to comply with a direction

(6) If an agency does not comply with a direction under subsection (1),
the Commissioner must advise both of the following of the failure:
(@) the Minister;
(b) if another Minister is responsible for the agency—that other
Minister.

Review

(7) Beforethefifth anniversary of the commencement of this section,
the Minister must cause areview to be undertaken of whether this
section should apply in relation to organisations.
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Division 3B—Enfor ceable undertakings

33E Commissioner may accept undertakings

(1) The Commissioner may accept any of the following undertakings:

(@) awritten undertaking given by an entity that the entity will,
in order to comply with this Act, take specified action;

(b) awritten undertaking given by an entity that the entity will,
in order to comply with this Act, refrain from taking
specified action;

(c) awritten undertaking given by an entity that the entity will
take specified action directed towards ensuring that the entity
does not do an act, or engage in a practice, in the future that
interferes with the privacy of an individual.

(2) The undertaking must be expressed to be an undertaking under this
section.

(3) Theentity may withdraw or vary the undertaking at any time, but
only with the consent of the Commissioner.

(4) The Commissioner may, by written notice given to the entity,
cancel the undertaking.

(5) The Commissioner may publish the undertaking on the
Commissioner’ s website.

33F Enforcement of undertakings

Q) If:
(@) an entity gives an undertaking under section 33E; and
(b) the undertaking has not been withdrawn or cancelled; and

(c) the Commissioner considers that the entity has breached the
undertaking;

the Commissioner may apply to the Federal Court or Federal
Magistrates Court for an order under subsection (2).

(2) If the court is satisfied that the entity has breached the undertaking,
the court may make any or al of the following orders:

() an order directing the entity to comply with the undertaking;
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(b) any order that the court considers appropriate directing the
person to compensate any other person who has suffered loss
or damage as a result of the breach;

(c) any other order that the court considers appropriate.

65 Subsections 34(1) and (2)

Omit “functions referred to in section 27", substitute “Commissioner’s
functions’.

66 At the end of Part IV
Add:

35A Commissioner may recognise external dispute resolution
schemes

(1) The Commissioner may, by written notice, recognise an external
dispute resolution scheme:

(a) for anentity or aclass of entities; or
(b) for aspecified purpose.

(2) In considering whether to recognise an external dispute resolution
scheme, the Commissioner must take the following matters into
account:

(a) the accessihility of the scheme;

(b) the independence of the scheme;

(c) thefairness of the scheme;

(d) the accountability of the scheme;

(e) the efficiency of the scheme;

() the effectiveness of the scheme;

(g) any other matter the Commissioner considers relevant.

(3) The Commissioner may:

(a) specify aperiod for which the recognition of an external
dispute resolution schemeisin force; and

(b) make the recognition of an external dispute resolution
scheme subject to specified conditions, including conditions
relating to the conduct of an independent review of the
operation of the scheme; and

(c) vary or revoke:
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(i) therecognition of an external dispute resolution
scheme; or

(ii) the period for which the recognition isin force; or
(iii) acondition to which the recognition is subject.

(4) A notice under subsection (1) is not a legislative instrument.

67 Part V (heading)
Repeal the heading, substitute;

Part V—Investigations etc.

68 Before Division 1 of Part V
Insert:

Divison 1A—Introduction

36A GuidetothisPart

individual.

practice that may be an interference with the privacy of the
investigate the act or practice except in certain circumstances.

The Commissioner may also, on his or her own initiative,

1.

investigations including powers:

(@ toconciliate complaints; and

In general, this Part deals with complaints and investigations about
acts or practices that may be an interference with the privacy of an

Anindividual may complain to the Commissioner about an act or

individual. If acomplaint is made, the Commissioner is required to

investigate an act or practice that may be an interference with the
privacy of anindividual or abreach of Australian Privacy Principle

The Commissioner has a range powers relating to the conduct of

(b) tomake preliminary inquiries of any person; and
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69

70

71

72

73

74

75

(c) torequire aperson to giveinformation or
documents, or to attend a compulsory conference;
and

(d) totransfer mattersto an alternative complaint body
in certain circumstances.

After an investigation, the Commissioner may make a
determination in relation to the investigation. An entity to which a
determination relates must comply with certain declarations
included in the determination. Court proceedings may be
commenced to enforce a determination.

Subsection 36(7) (note)
Omit “ Section 70A contains’, substitute “ Sections 98A to 98C contain”.

Subsection 36(8)

Omit “one of paragraphs 13(b) to (d) (inclusive)”, substitute “ subsection
13(2), (4) or (5)".

Subsection 36(8)
After “person”, insert “or entity”.

Subsection 38(1)
Omit “or accepted under subsection 40(1B)”.

Paragraph 38(1)(a)
After “person”, insert “or entity”.

Subsection 38(2)
Omit “or accepted under subsection 40(1B)”.

Subsection 38B(2)
Omit all the words after “representative’, substitute:

complaint:

(@) if the complaint was lodged without the consent of the
member—at any time; or
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(b) otherwise—at any time before the Commissioner beginsto
hold an inquiry into the complaint.

76 Add at the end of subsection 38B(2)
Add:

Note: If a class member withdraws from a representative complaint that
relates to a matter, the former member may make a complaint under
section 36 that relates to the matter.

77 Subsections 40(1B) and (1C)
Repeal the subsections, substitute:

(1B) Subsection (1A) does not apply if the complaint is about an act or
practice that may breach:

(&) section 20R, 20T, 21T or 21V (which are about accessto,
and correction of, credit reporting information etc.); or

(b) aprovision of the registered CR code that relates to that
section.

78 Subsection 40(2)
After “Commissioner may”, insert “, on the Commissioner’s own
initiative,”.

79 Paragraph 40(2)(a)
After “individua”, insert “or a breach of Australian Privacy Principle
1.

80 Section 40A
Repeal the section, substitute:

40A Conciliation of complaints

Q) If:
(&) acomplaint about an act or practice is made under section 36;
and
(b) the Commissioner considersit is reasonably possible that the
complaint may be conciliated successfully;
the Commissioner must make a reasonabl e attempt to conciliate the
complaint.
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(2) Subsection (1) does not apply if the Commissioner has decided
under section 41 or 50 not to investigate, or not to investigate
further, the act or practice.

(3) If the Commissioner is satisfied that there is no reasonable
likelihood that the complaint will be resolved by conciliation, the
Commissioner must,in writing, notify the complainant and
respondent of that matter.

(4) If anctification isgiven under subsection (3), the Commissioner
may decide not to investigate, or not to investigate further, the act
or practice.

(5) Evidence of anything said or done in the course of the conciliation
is not admissible in any hearing before the Commissioner, or in
any legal proceedings, relating to complaint or the act or practice
unless:

(a) the complainant and respondent otherwise agree; or

(b) thething was said or done in furtherance of the commission
of afraud or an offence, or the commission of an act that
renders aperson liable to acivil penalty.

81 Section 41 (heading)
Repeal the heading, substitute:

41 Commissioner may or must decide not to investigate etc. in
certain circumstances

82 Subsection 41(1)

Omit “, or which the Commissioner has accepted under subsection
40(1B),”.

83 At the end of paragraphs 41(1)(a) and (c)
Add“or”.

84 Paragraph 41(1)(d)
Omit “or lacking in substance;”, substitute “, lacking in substance or not
made in good faith; or”.

85 After paragraph 41(1)(d)
Insert:
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(da) aninvestigation, or further investigation, of the act or
practice is not warranted having regard to all the
circumstances, or

(db) the complainant has not responded, within the period
specified by the Commissioner, to arequest for information
in relation to the complaint; or

(dc) the act or practice is being dealt with by arecognised external
dispute resolution scheme; or

(dd) the act or practice would be more effectively or appropriately
dealt with by arecognised external dispute resolution
scheme; or

86 After subsection 41(1)
Insert:

(1A) The Commissioner must not investigate, or investigate further, an
act or practice about which a complaint has been made under
section 36 if the Commissioner is satisfied that the complainant has
withdrawn the complaint.

87 Subsections 41(2) and (3)
Omit “, or accepted by the Commissioner under subsection 40(1B),”.

88 Section 42
Before “Where”, insert “(1)”.

89 Section 42
Omit “or the Commissioner accepts a complaint under subsection
40(1B),”.

90 Section 42
Omit “respondent”, substitute “respondent or any other person”.

91 At the end of section 42
Add:
(2) The Commissioner may make inquiries of any person for the

purpose of determining whether to investigate an act or practice
under subsection 40(2).
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92 After subsection 43(1)
Insert:

(1AA) Before commencing an investigation of an act or practice of a
person or entity under subsection 40(2), the Commissioner must
inform the person or entity that the act or practiceisto be
investigated.

93 Subsection 43(2)
Omit “in private but otherwise”.

94 Subsections 43(4), (5) and (6)
Repeal the subsections, substitute:

(4) The Commissioner may make a determination under section 52 in
relation to an investigation under this Division without holding a
hearing, if:

(a) it appearsto the Commissioner that the matter to which the
investigation relates can be adequately determined in the
absence of:

(i) inthe case of an investigation under subsection 40(1)—
the complainant and respondent; or

(ii) otherwise—the person or entity that engaged in the act
or practice that is being investigated; and

(b) the Commissioner is satisfied that there are no unusual
circumstances that would warrant the Commissioner holding
a hearing; and

(c) an application for a hearing has not been made under
section 43A.

95 Subsection 43(7)

Omit “afford the complainant or respondent an opportunity to appear
before the Commissioner and to make submissions under
subsection (5)”, substitute “hold a hearing”.

96 Subsection 43(8A)

Omit “an approved privacy code or the National Privacy Principles’,
substitute “the Australian Privacy Principles or aregistered APP code”.

97 After section 43
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Insert:

43A Interested party may request a hearing

(1) Aninterested party in relation to an investigation under this
Division may, in writing, request that the Commissioner hold a
hearing before the Commissioner makes a determination under
section 52 in relation to the investigation.

(2) If aninterested party makes request under subsection (1), the
Commissioner must:

(&) notify any other interested party of the request; and
(b) give dl interested parties a reasonable opportunity to make a
submission about the request; and

(c) decide whether or not to hold a hearing.
(3) Inthissection:

interested party in relation to an investigation means:

(&) inthe case of an investigation under subsection 40(1)—the
complainant or respondent; or

(b) otherwise—the person or entity that engaged in the act or
practice that is being investigated.

98 Subsection 44(4)
Omit “sections 69 and”, substitute “section”.

99 Subsection 46(1)

Omit “(except an NPP complaint or a code complaint accepted under
subsection 40(1B))”.

100 Subsection 50(1)
Insert:

alternative complaint body means:
(a) the Australian Human Rights Commission; or
(b) the Ombudsman; or
(c) the Postal Industry Ombudsman; or
(d) the Overseas Students Ombudsman; or
(e) the Public Service Commissioner; or
(f) the Norfolk Island Public Service Board; or
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101

102

103

104

105

106

107

108

(g) arecognised external dispute resolution scheme.

At the end of paragraph 50(2)(a)
Add:
(v) toarecognised external dispute resolution scheme; or

Subsection 50(2)

Omit “ Australian Human Rights Commission, the Ombudsman, the
Postal Industry Ombudsman, the Overseas Students Ombudsman or the
Public Service Commissioner, as the case may be”, substitute
“alternative complaint body”.

Paragraphs 50(2)(c) and (e)

Omit “Australian Human Rights Commission, the Ombudsman, the
Postal Industry Ombudsman, the Overseas Students Ombudsman or the
Public Service Commissioner”, substitute “alternative complaint body”.

At the end of paragraph 50(3)(a)
Add:
(v) to therecognised external dispute resolution scheme; or

Subsection 50A(2) (note 2)
Repeal the note, substitute:

Note2:  The Commissioner may determine under section 53B that the
determination appliesin relation to an agency if the organisation has
not complied with the determination.

Subparagraph 52(1)(b)(i)
Omit “should” (wherever occurring), substitute “must”.

After subparagraph 52(1)(b)(i)
Insert:

(ia) adeclaration that the respondent must take specified
steps within a specified period to ensure that such
conduct is not repeated or continued;

Subparagraph 52(1)(b)(ii)
Omit “should”, substitute “must”.
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109 Subsection 52(1A)
Repeal the subsection, substitute:

(1A) After investigating an act or practice of a person or entity under
subsection 40(2), the Commissioner may make a determination
that includes one or more of the following:

(a) adeclaration that:

(i) theact or practice is an interference with the privacy of
one or more individuals; and
(ii) the person or entity must not repeat or continue the act
or practice;
(b) adeclaration that the person or entity must take specified
steps within a specified period to ensure that the act or
practice is not repeated or continued;

(c) adeclaration that the person or entity must perform any
reasonable act or course of conduct to redress any loss or
damage suffered by one or more of those individuals;

(d) adeclaration that one or more of those individuals are
entitled to a specified amount by way of compensation for
any loss or damage suffered by reason of the act or practice;

(e) adeclaration that it would be inappropriate for any further
action to be taken in the matter.

(1AA) The steps specified by the Commissioner under
subparagraph (1)(b)(ia) or paragraph (1A)(b) must be reasonable
and appropriate.

(1AB) Theloss or damage referred to in paragraph (1)(b) or
subsection (1A) includes:

(@) injury to the feelings of the complainant or individual; and
(b) humiliation suffered by the complainant or individual.

110 Subsection 52(1B)
After “subsection (1)”, insert “or (1A)".

111 Subsections 52(3A) and (3B)
Repeal the subsections, substitute:
(3A) A determination under paragraph (1)(b) or subsection (1A) may

include any order that the Commissioner considers necessary or
appropriate.
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112

113

53B
114

115

116

117

118

119

120

121

Subsection 53A(1)

Omit “to which a contracted service provider for a Commonwealth
contract is the respondent”, substitute “that appliesin relation to a
contracted service provider for a Commonwealth contract”.

Section 53B (heading)
Repeal the heading, substitute:

Substituting an agency for a contracted service provider

Paragraph 53B(1)(a)
Repeal the paragraph, substitute:
(a) adetermination under section 52 appliesinrelation to a

contracted service provider for a Commonwealth contract;
and

After subparagraph 53B(1)(b)(i)
Insert:

(ia) adeclaration under paragraph 52(1A)(d) that one or
more individuals are entitled to a specified amount by
way of the compensation; or

Paragraph 53B(1)(c)
Omit “respondent”, substitute “provider”.

Paragraph 53B(1)(d)
After “complainant”, insert “or individuals’.

Paragraph 53B(1)(d)
Omit “subparagraph (b)(i) or (b)(ii)”, substitute “ paragraph (b)”.

Subsection 53B(2)

After “writing that”, insert “the determination under section 52 instead
appliesin relation to”.

Subsection 53B(2)
Omit “is the respondent to the determination under section 52”.

Subsection 53B(2) (at the end of the note)
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Add “or individuas’.

122 Subsection 54(1)

Omit “respondent to the determination is’, substitute “ determination
appliesin relation to”.

123 Section 55
Repeal the section, substitute:

55 Obligations of organisations and small business operators

If the determination appliesin relation to an organisation or small
business operator, the organisation or operator:

(8 must not repeat or continue conduct that is covered by a
declaration included in the determination under
sub-subparagraph 52(1)(b)(i)(B) or paragraph 52(1A)(a); and

(b) must take the steps that are specified in a declaration
included in the determination under subparagraph
52(1)(b)(ia) or paragraph 52(1A)(b) within the specified
period; and

(c) must perform the act or course of conduct that is covered by
adeclaration included in the determination under
subparagraph 52(1)(b)(ii) or paragraph 52(1A)(c).

124 Subsection 55A(1)
Omit “Any of the”, substitute “ The".

125 Paragraphs 55A(1)(a) to (c)
Repeal the paragraphs, substitute:
(@) if the determination was made under subsection 52(1)—the
complainant;
(b) the Commissioner.

126 Subsection 55A(2)

Omit “respondent”, substitute “person or entity in relation to which the
determination applies’.

127 Subsection 55A(2)
Omit “the complainant”, substitute “an individual”.
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128

129

130

131

132

133

134

135

Subsection 55A(5)
Omit “respondent”, substitute “person or entity in relation to which the
determination applies’.

Subsection 55A(5)
Omit “the complainant”, substitute “an individual”.

Paragraph 55A(6)(c)
Omit “appearance’, substitute “hearing”.

Paragraph 55A(6)(c)
Omit “under subsection 43(5)”".

Subsection 55A(7A)

Omit “matters that paragraph 29(a) requires the Commissioner to have
due regard to”, substitute “objects of this Act”.

Paragraphs 55B(1)(a) and (b) and (3)(a) and (b)
Repeal the paragraphs, substitute:
(a) aspecified APP entity had breached an Australian Privacy
Principle; or
(b) aspecified APP entity had breached a registered APP code
that binds the entity.

Subsection 57(1)
Omit “has an agency, or the principal executive of an agency, asthe
respondent”, substitute “that appliesin relation to an agency or the
principal executive of an agency”.

Section 58
Repeal the section, substitute:

58 Obligations of agencies

If this Division appliesto a determination and the determination
appliesin relation to an agency, the agency:
(8 must not repeat or continue conduct that is covered by a
declaration included in the determination under subparagraph
52(1)(b)(i) or paragraph 52(1A)(a); and
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136

137

138

139

140

141

142

143

144

(b) must take the steps that are specified in a declaration
included in the determination under subparagraph
52(21)(b)(id) or paragraph 52(1A)(b) within the specified
period; and

(c) must perform the act or course of conduct that is covered by
adeclaration included in the determination under
subparagraph 52(1)(b)(ii) or paragraph 52(1A)(c).

Section 59

Omit “the principal executive of an agency is the respondent to a
determination to which this Division applies’, substitute “this Division
applies to a determination and the determination appliesin relation to
the principal executive of an agency”.

Paragraph 59(b)
After “subparagraph 52(1)(b)(i)”, insert “or paragraph 52(1A)(a)".
After paragraph 59(b)

Insert:

(ba) that the steps specified in adeclaration included in the
determination under subparagraph 52(1)(b)(ia) or paragraph
52(1A)(b) are taken within the specified period; and

At the end of paragraph 59(c)
Add “or paragraph 52(1A)(c)”.

Subsection 60(1)
After “ subparagraph 52(1)(b)(iii)”, insert “, paragraph 52(1A)(d)”.

Subsection 60(1)
After “complainant”, insert “or individual”.

Subsection 60(2)
Omit “respondent is’, substitute “determination appliesin relation to”.

Subsection 60(2)
After “complainant” (wherever occurring), insert “or individual”.

Section 61
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145

146

147

148

149

150

151

152

153

Repeal the section.
Subsection 62(3)
Repeal the subsection, substitute:

(3) The application may be made by:
(8 if the determination was made under subsection 52(1)—the
complainant; or
(b) the Commissioner.

Subsection 62(4)
Omit “respondent”, substitute “agency or principal executive’.

Paragraph 62(5)(a)
Omit “section 61", substitute “section 96”.

At the end of section 62
Add:

(6) Inthissection:

complainant, in relation to a representative complaint, means a
class member.

Subsection 63(2A)
Omit “NPP’, substitute “APP”.

Paragraphs 67(aa) and (ab)
Repeal the paragraphs.

Sections 69 and 70A
Repeal the sections.

Subsection 72(1)
Repeal the subsection.

Subsection 72(2) (heading)
Repeal the heading, substitute:
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154

155

156

157

158

159

160

161

162

163

Determinations about an APP entity’ s acts and practices

Paragraph 72(2)(a)
Repeal the paragraph, substitute:
(8 anact or practice of an APP entity breaches, or may breach:
(i) an Australian Privacy Principle; or
(if) aregistered APP code that binds the entity; but
Paragraph 72(2)(b)
Omit “organisation”, substitute “entity”.
Paragraph 72(2)(b)
Omit “Principle”, substitute “principle”.

Subsection 72(2)
Omit “make awritten”, substitute “, by legislative instrument, make a’.

Subsection 72(3)

Omit “organisation is taken not to contravene section 16A if the
organisation”, substitute “ APP entity is taken not to contravene
section 15 or 26A if the entity”.

Subsection 72(4)
Omit “make awritten”, substitute “, by legidlative instrument, make a’.

Subsection 72(4)

Omit “organisation is taken to contravene section 16A”, substitute
“APP entity istaken to contravene section 15 or 26A”.

Subsection 72(4)
Omit “organisation does’, substitute “ APP entity does’.

Subsection 72(4)

Omit “organisation or any other organisation”, substitute “entity or any
other APP entity”.

Section 73 (heading)
Repeal the heading, substitute:
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73 Application by APP entity

164 Subsection 73(1)
Omit “An agency or organisation”, substitute “An APP entity”.

165 Subsection 73(1)
Omit “the agency or organisation”, substitute “the entity”.

166 After subsection 73(1)
Insert:
(1A) If:
(a) an application is made under subsection (1); and

(b) the Commissioner is satisfied that the application is frivolous,
vexatious, misconceived, lacking in substance or not made in
good faith;

the Commissioner may, in writing, dismiss the application.

167 Section 74 (heading)
Repeal the heading, substitute:

74 Publication of application etc.

168 Subsection 74(1)
Omit all the words after “notice”’, substitute:

of:
(@) the receipt by the Commissioner of an application; and

(b) if the Commissioner dismisses an application under
subsection 73(1A)—the dismissal of the application.

169 At the end of subsection 75(1)

Add “unless the Commissioner dismisses the application under
subsection 73(1A)".

170 Subsection 79(3)
Repeal the subsection.

171 Section 80
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172

173

174

175

176

177

178

179

Repeal the section.

Paragraph 80A(1)(a)
Omit “agency or organisation”, substitute “ APP entity”.

Subparagraphs 80A(1)(a)(i) and (ii)
Repeal the subparagraphs, substitute:
(i) an Australian Privacy Principle; or
(ii) aregistered APP code that binds the entity; and
Paragraph 80A(1)(b)
Omit “agency or organisation”, substitute “entity”.
Paragraph 80A(1)(b)
Omit “Principle’, substitute “ principle’.

Subsection 80A(2)
Omit “make awritten temporary public interest”, substitute “, by

legislative instrument, make a’.
Paragraph 80A(2)(a)
Omit “agency or organisation”, substitute “ APP entity”.

Subsection 80A(3)
Repeal the subsection, substitute:

(3) The Commissioner must specify in the determination a period of
up to 12 months during which the determination isin force (subject
to subsection 80D(2)).

Subsections 80B(1) and (2)
Repeal the subsections, substitute:

APP entity covered by a determination

(1) If anact or practice of an APP entity is the subject of atemporary
public interest determination, the entity is taken not to breach
section 15 or 26A if the entity does the act, or engagesin the
practice, while the determination isin force.
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180

181

182

183

184

185

186

187

188

189

Subsection 80B(3)
Omit “make awritten”, substitute “, by legislative instrument, make a’.

Subsection 80B(3)

Omit “organisation is taken to contravene section 16A”, substitute
“APP entity istaken to contravene section 15 or 26A”.

Subsection 80B(3)
Omit “organisation does’, substitute “ APP entity does”.

Subsection 80B(3)
Omit “organisation or another organisation”, substitute “entity or
another APP entity”.

Section 80C
Repeal the section.

Paragraph 80D(2)(a)
Omit “subsection 72(1) or (2) (as appropriate)”, substitute “ subsection
72(2)".

Paragraph 80P(1)(a)
Omit “concerned”.

Subsections 80P(4) and (5)
Repeal the subsections, substitute:

(4) Anentity does not breach an Australian Privacy Principle, or a
registered APP code that binds the entity, in respect of a collection,
use or disclosure of personal information authorised by
subsection (1).

Paragraphs 80Q(2)(a) and (b)
Repeal the paragraphs, substitute:
(@) if thefirst person isan APP entity—a disclosure permitted

under an Australian Privacy Principle or aregistered APP
code that binds the person;

After Part VIA
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Insert:

Part VIB—Civil penalty orders
Division 1—Civil penalty provisions

80U Civil penalty provisions

A subsection of this Act (or a section of this Act that is not divided
into subsections) isacivil penalty provision if the words “civil
penalty” and one or more amounts in penalty units are set out at the
foot of the subsection (or section).

80V Ancillary contravention of civil penalty provisions

(1) Anentity must not:

(a) attempt to contravene acivil penalty provision; or

(b) aid, abet, counsel or procure a contravention of a civil
penalty provision; or

(¢) induce (by threats, promises or otherwise) a contravention of
acivil penalty provision; or

(d) beinany way, directly or indirectly, knowingly concerned in,
or party to, a contravention of acivil penalty provision; or

(e) conspire with othersto effect a contravention of a civil
penalty provision.

(2) Anentity that contravenes subsection (1) in relation to acivil
penalty provision is taken to have contravened the provision.

Division 2—OQObtaining a civil penalty order
80W Civil penalty orders

Application for order

(1) The Commissioner may apply to the Federal Court or Federal
Magistrates Court for an order that an entity, that is alleged to have
contravened acivil penalty provision, pay the Commonwealth a
pecuniary penalty.
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(2) The Commissioner must make the application within 6 years of the
alleged contravention.

Court may order entity to pay pecuniary penalty

(3) If the court is satisfied that the entity has contravened the civil
penalty provision, the court may order the entity to pay to the
Commonwealth such pecuniary penalty for the contravention as the
court determines to be appropriate.

Note: Subsection (5) sets out the maximum penalty that the court may order
the entity to pay.

(4) Anorder under subsection (3) isacivil penalty order.

Determining pecuniary penalty

(5) The pecuniary penalty must not be more than:
(a) if the entity isabody corporate—5 times the amount of the
pecuniary penalty specified for the civil penalty provision; or
(b) otherwise—the amount of the pecuniary penalty specified for
the civil penalty provision.

(6) In determining the pecuniary penalty, the court must take into
account all relevant matters, including:

(a) the nature and extent of the contravention; and

(b) the nature and extent of any loss or damage suffered because
of the contravention; and

(c) the circumstances in which the contravention took place; and

(d) whether the entity has previously been found by a court in
proceedings under this Act to have engaged in any similar
conduct.

80X Civil enforcement of penalty
(1) A pecuniary penalty is a debt payable to the Commonwealth.

(2) The Commonwealth may enforce a civil penalty order asif it were
an order made in civil proceedings against the entity to recover a
debt due by the entity. The debt arising from the order istaken to
be ajudgement debt.
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80Y Conduct contravening morethan one civil penalty provision

(1) If conduct constitutes a contravention of 2 or more civil penalty
provisions, proceedings may be instituted under this Division
against an entity in relation to the contravention of any one or more
of those provisions.

(2) However, the entity is not liable to more than one pecuniary
penalty under this Division in relation to the same conduct.

80Z Multiple contraventions

(1) The Federal Court or Federal Magistrates Court may make a single
civil penalty order against an entity for multiple contraventions of a
civil penalty provisioniif:

() proceedings for the contraventions are founded on the same
facts; or

(b) the contraventions form, or are part of, a series of
contraventions of the same or asimilar character.

(2) However, the pecuniary penalty must not exceed the sum of the
maximum pecuniary penalties that could be ordered if a separate
civil penalty order were made for each of the contraventions.

Note: In determining the pecuniary penalty, the court must take into account
all relevant matters including the matters mentioned in subsection
80W(6).

80ZA Proceedings may be heard together

The Federal Court or Federal Magistrates Court may direct that 2
or more proceedings for civil penalty orders are to be heard
together.

80zZB Civil evidence and procedurerulesfor civil penalty orders

The Federal Court or Federal Magistrates Court must apply the
rules of evidence and procedure for civil matters when hearing
proceedings for acivil penalty order.

80ZC Contravening acivil penalty provision isnot an offence

A contravention of acivil penalty provision is not an offence.
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Division 3—Civil proceedings and criminal proceedings

80zZD Civil proceedings after criminal proceedings

The Federal Court or Federal Magistrates Court must not make a
civil penalty order against an entity for a contravention of acivil
penalty provision if the entity has been convicted of an offence
constituted by conduct that is the same, or substantially the same,
as the conduct constituting the contravention.

80ZE Criminal proceedings during civil proceedings

(1) Proceedingsfor acivil penalty order against an entity for a
contravention of acivil penalty provision are stayed if:
(&) criminal proceedings are commenced or have already been
commenced against the entity for an offence; and
(b) the offenceis congtituted by conduct that is the same, or
substantially the same, as the conduct alleged to constitute
the contravention.

(2) The proceedings for the civil penalty order may be resumed if the
entity is not convicted of the offence. Otherwise:
(a) the proceedings are dismissed; and
(b) costs must not be awarded in relation to the proceedings.

80ZF Criminal proceedings after civil proceedings

Criminal proceedings may be commenced against an entity for
conduct that is the same, or substantially the same, as conduct that
would constitute a contravention of a civil penalty provision
regardless of whether a civil penalty order has been made against
the entity in relation to the contravention.

80ZG Evidence given in proceedingsfor civil penalty order not
admissiblein criminal proceedings

(1) Evidence of information given, or evidence of production of
documents, by an individual is not admissible in criminal
proceedings against the individual if:

(a) theindividual previously gave the evidence or produced the
documentsin proceedings for acivil penalty order against the
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individual for an alleged contravention of acivil penalty
provision (whether or not the order was made); and

(b) the conduct alleged to constitute the offence is the same, or
substantially the same, as the conduct alleged to constitute
the contravention.

(2) However, subsection (1) does not apply to criminal proceedingsin
relation to the falsity of the evidence given by the individual in the
proceedings for the civil penalty order.

190 After paragraph 82(2)(a)

Insert:

(ad) the Privacy Commissioner (within the meaning of the
Australian Information Commissioner Act 2010); and

191 Paragraph 82(2)(b)
Omit “6 other”, substitute “8 other”.

192 Subsection 82(3)

After “Commissioner”, insert “and Privacy Commissioner (within the
meaning of that Act)”.

193 Paragraph 82(7)(a)
Repeal the paragraph, substitute:

(a) at least one must be a person who has had at least 5 years
experience at ahigh level in industry or commerce; and

(aa) at least one must be a person who has had at least 5 years
experience at ahigh level in public administration, or the
service of agovernment or an authority of a government; and

(ab) at least one must be a person who has had extensive
experience in health privacy; and

194 Paragraph 82(7)(b)
Omit “shall”, substitute “must”.

195 At the end of paragraph 82(7)(b)
Add “and”.

196 Paragraph 82(7)(c)

196Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Other amendments of the Privacy Act 1988Schedule 4
Amendments relating to the Australian Privacy PrinciplesPart 1

Repeal the paragraph, substitute:
(c) at least one must be a person who has had extensive
experience in information and communication technologies,
and

197 Paragraphs 82(7)(d) and (e)
Omit “shall”, substitute “must”.

198 Paragraph 83(b)
Omit “guidelines’, substitute “rules or guidelines’.

199 Subsections 95(5), 95A(7) and 95AA(3)
Repeal the subsections.

200 After section 95C
Insert:

96 Review by the Administrative Appeals Tribunal

(1) An application may be made to the Administrative Appeals
Tribunal for review of the following decisions of the
Commissioner:

(8) adecision under subsection 26H(1) not to register an APP
code devel oped by an APP code devel oper;

(b) adecision under subsection 26S(1) not to register a CR code
developed by a CR code devel oper;

(c) adecision under subsection 52(1) or (1A) to make a
determination;

(d) adecision under subsection 73(1A) to dismiss an application;

(e) adecision under section 95 to refuse to approve the issue of
guidelines;

(f) adecision under subsection 95A(2) or (4) or 95AA(2) to
refuse to approve guidelines;

(g) adecision under subsection 95A(6) to revoke an approval of
guidelines.

(2) An application under paragraph (1)(a) may only be made by the
APP code developer that developed the APP code.
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(3) An application under paragraph (1)(b) may only be made by the

CR code developer that developed the CR code.

201 After section 98
Insert:

98A Treatment of partnerships

(D

(2)

©)

(4)

If, apart from this subsection, this Act would impose an obligation
on a partnership, the abligation is imposed instead on each partner
but may be discharged by any of the partners.

If, apart from this subsection, an offence against this Act would be
committed by a partnership, the offence is taken to have been
committed by each partner.

If, apart from this subsection, a partnership would contravene a
civil penalty provision, the contravention is taken to have been
committed by each partner.

A partner does not commit an offence against this Act because of
subsection (2), or contravene a civil penalty provision because of
subsection (3), if the partner:
(a) does not know of the circumstances that constitute the
contravention of the provision concerned; or

(b) knows of those circumstances but takes all reasonable steps
to correct the contravention as soon as possible after the
partner becomes aware of those circumstances.

Note: In crimina proceedings, a defendant bears an evidential burdenin

relation to the matters in subsection (4) (see subsection 13.3(3) of the
Criminal Code).

98B Treatment of unincor porated associations

(D

)

If, apart from this subsection, this Act would impose an obligation
on an unincorporated association, the obligation isimposed instead
on each member of the association’s committee of management but
may be discharged by any of the members.

If, apart from this subsection, an offence against this Act would be
committed by an unincorporated association, the offenceis taken to
have been committed by each member of the association’s
committee of management.
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(3) If, apart from this subsection, an unincorporated association would
contravene acivil penalty provision, the contravention is taken to
have been committed by each member of the association’s
committee of management.

(4) A member of an unincorporated association’s committee of
management does not commit an offence against this Act because
of subsection (2), or contravene acivil penalty provision because
of subsection (3), if the member:

(a) does not know of the circumstances that constitute the
contravention of the provision concerned; or
(b) knows of those circumstances but takes all reasonable steps
to correct the contravention as soon as possible after the
member becomes aware of those circumstances.
Note: In crimina proceedings, a defendant bears an evidential burdenin

relation to the matters in subsection (4) (see subsection 13.3(3) of the
Criminal Code).

98C Treatment of trusts

(D) If, apart from this subsection, this Act would impose an obligation
on atrust, the obligation isimposed instead on each trustee of the
trust but may be discharged by any of the trustees.

(2) If, apart from this subsection, an offence against this Act would be
committed by atrust, the offence is taken to have been committed
by each trustee of the trust.

(3) If, apart from this subsection, atrust would contravene a civil
penalty provision, the contravention is taken to have been
committed by each trustee of the trust.

(4) A trustee of atrust does not commit an offence against this Act
because of subsection (2), or contravene a civil penalty provision
because of subsection (3), if the trustee:

(a) does not know of the circumstances that constitute the
contravention of the provision concerned; or

(b) knows of those circumstances but takes all reasonable steps
to correct the contravention as soon as possible after the
trustee becomes aware of those circumstances.

Note: In crimina proceedings, a defendant bears an evidential burden in

relation to the matters in subsection (4) (see subsection 13.3(3) of the
Criminal Code).
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202 Subsection 99A(1)
After “thisAct”, insert “or for acivil penalty order”.

203 Subsection 99A(2)
After “this Act”, insert “or proceedings for acivil penalty order”.

204 Subsection 99A(3)
After “thisAct”, insert “or for acivil penalty order”.

205 Subsection 99A(4)
After “thisAct”, insert “or proceedings for a civil penalty order”.

206 Subsection 99A(9)
Repeal the subsection.
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Schedule 5—Amendment of other Acts

Part 1—Amendments relating to the Australian
Privacy Principles

Acts I nterpretation Act 1901

1 Section 2B
Insert:

Australian Privacy Principle has the same meaning asin the
Privacy Act 1988.

Aged Care Act 1997

2 Subsection 91-2(3)

Omit “Information Privacy Principles 1, 2 and 3 of the Privacy Act
1988”, substitute “ Australian Privacy Principles3 and 5”.

3 Subsection 92-7(4)

Omit “Information Privacy Principles 1, 2 and 3 of the Privacy Act
1988", substitute “ Australian Privacy Principles3and 5”.

4 Subsection 93-1(5)

Omit “Information Privacy Principles 1, 2 and 3 of the Privacy Act
1988”, substitute “ Australian Privacy Principles3 and 5”.

5 Clause 1 of Schedule 1 (definition of personal information)
Repeal the definition, substitute:

personal information has the same meaning as in the Privacy Act
1988.

A New Tax System (Family Assistance) (Administration) Act
1999

6 Paragraphs 219GA(7)(a) and (b)
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Repeal the paragraphs, substitute:
(a) paragraph 6.2(b) of Australian Privacy Principle 6; and

7 Subsection 219GA(7)

Omit “that is authorised by law”, substitute “that is authorised by this
Act”.

8 Section 219PA
Omit “law”, substitute “this Act”.

Anti-Money Laundering and Counter-Terrorism Financing
Act 2006

9 Subsection 35A(3)

Omit “law for the purposes of paragraph 2.1(g) of National Privacy
Principle 2 in Schedule 3 to the Privacy Act 1988", substitute “this Act
for the purposes of paragraph 6.2(b) of Australian Privacy Principle 6”.

10 Subsection 126(3)

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act 1988", substitute “ Australian Privacy Principles’.

AusCheck Act 2007

11 Subsections 13(1) and (2)
Omit “law”, substitute “this Act”.

12 Subsection 16(2)
Omit “law”, substitute “this Act”.

Australian Citizenship Act 2007

13 Subsection 43(1A) (note 2)

Omit “Paragraph 3 of Information Privacy Principle 11 in section 14 of
the Privacy Act 1988”, substitute “ Australian Privacy Principle 6”.
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Australian Curriculum, Assessment and Reporting Authority
Act 2008

14 Subsection 40(2)

Omit “law for the purposes of Information Privacy Principle 10 in
section 14 of the Privacy Act 1988”, substitute “this Act for the
purposes of Australian Privacy Principle 6.

15 Subsection 40(3)

Omit “law for the purposes of Information Privacy Principle 11in
section 14 of the Privacy Act 1988”, substitute “this Act for the
purposes of Australian Privacy Principle 6”.

16 Subsection 40(3) (note)

Omit “Paragraph 3 of Information Privacy Principle 11 in section 14 of
the Privacy Act 1988”, substitute “ Australian Privacy Principle 6”.

Australian Passports Act 2005

17 Paragraphs 42(3)(a) and (b)
Repeal the paragraphs, substitute:
(a) paragraph 6.2(b) of Australian Privacy Principle 6; and

18 Subsection 42(3)
Omit “or authorised by law”, substitute “or authorised by this Act”.

19 Section 46 (note)

Omit “section 14 of the Privacy Act 1988 (including Information
Privacy Principles 4(b) and 11.3)", substitute “the Australian Privacy
Principles’.

20 Subsection 47(1) (note)

Omit “section 14 of the Privacy Act 1988 (including Information
Privacy Principles 1 and 4)", substitute “the Australian Privacy
Principles’.
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Australian Prudential Regulation Authority Act 1998

21 Subsection 56(12)

Omit “law for the purposes of paragraph (1)(d) of Information Privacy
Principle 11 in section 14 of the Privacy Act 1988”, substitute “this Act
for the purposes of paragraph 6.2(b) of Australian Privacy Principle 6”.

Commonwealth Electoral Act 1918

22 Subsection 7A(1C)
Omit “law”, substitute “this Act”.

23 Subsection 7A(1C) (note)

Omit “paragraph (1)(c) of Information Privacy Principle 10 in
section 14 of the Privacy Act 1988”, substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

24 Paragraph 7A(1D)(a)
Omit “law”, substitute “this Act”.

25 Subsection 7A(1D) (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988", substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

CrimesAct 1914

26 Paragraph 85ZZ(2)(e)

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act”, substitute “ Australian Privacy Principles’.

Dairy Produce Act 1986

27 Subsection 37ZB(1)

Omit “A record keeper who has possession or control of”, substitute
“An APP entity that holds’.
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Defence Act 1903

28 Subsection 72Q(3)

Omit “law for the purposes of Information Privacy Principle 11 in
section 14 of the Privacy Act 1988”, substitute “this Act for the
purposes of Australian Privacy Principle 6.

29 Subsection 72Q(3) (note)

Omit “Paragraph 3 of Information Privacy Principle 11 in section 14 of
the Privacy Act 1988", substitute “ Australian Privacy Principle 6”.

Defence Force (Home Loans Assistance) Act 1990

30 Subsection 36A(4)

Omit “to be authorised by law”, substitute “to be authorised by this
Act”.

Defence Home Owner ship Assistance Scheme Act 2008

31 Subsection 79(4)

Omit “to be authorised by law”, substitute “to be authorised by this
Act”.

Defence Service Homes Act 1918

32 Subsection 45C(4)

Omit “to be authorised by law”, substitute “to be authorised by this
Act”.

Education Services for Overseas Sudents Act 2000

33 Subsection 50D(1) (note 1)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988”, substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.
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Extradition Act 1988

34 Subsection 54A(1)
Omit “law”, substitute “this Act”.

Fair Work (Building I ndustry) Act 2012

35 Subsection 65(7)

Omit “law for the purposes of paragraph (1)(d) of Information Privacy
Principle 11 in section 14 of the Privacy Act 1988”, substitute “this Act
for the purposes of paragraph 6.2(b) of Australian Privacy Principle 6”.

Freedom of Information Act 1982
36 Subsection 4(1) (definition of personal information)
Repeal the definition, substitute:

personal information has the same meaning as in the Privacy Act
1988.

Healthcare | dentifiers Act 2010

37 Section 5 (definition of National Privacy Principle)
Repeal the definition.

38 Subsection 9(6)
Repeal the subsection, substitute:

(6) A hedthcareidentifier isagovernment related identifier for the
purposes of the Privacy Act 1988.

39 Section 18

Omit “aperson who is responsible (within the meaning of subclause 2.5
of National Privacy Principle 2)”, substitute “aresponsible person
(within the meaning of the Privacy Act 1988)”".

40 Paragraph 23(b)
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Omit “aperson who is responsible (within the meaning of subclause 2.5
of National Privacy Principle 2)”, substitute “a responsible person
(within the meaning of the Privacy Act 1988)”".

41 Paragraph 26(2)(c)
Omit “section 16E”, substitute “section 16”.

Higher Education Support Act 2003

42 Subsection 19-60(1)

Omit “information privacy principles set out in section 14 of the
Privacy Act 1988", substitute “ Australian Privacy Principles’.

43 Section 179-5 (paragraph (a) of the definition of personal
information)
Repeal the paragraph, substitute:
(a) information or an opinion about an identified individual, or
an individual who is reasonably identifiable:
(i) whether the information or opinion istrue or not; and

(if) whether the information or opinion is recorded in a
material form or not; and

44 Subclause 23(1) of Schedule 1A

Omit “information privacy principles set out in section 14 of the
Privacy Act 1988", substitute “ Australian Privacy Principles’.

45 Clause 72 of Schedule 1A (paragraph (a) of the definition
of VET personal information)
Repeal the paragraph, substitute:
(&) information or an opinion about an identified individual, or
an individual who is reasonably identifiable:
(i) whether the information or opinion is true or not; and

(if) whether the information or opinion isrecorded in a
material form or not; and

Horse Disease Response Levy Collection Act 2011

46 Subsection 36(2) (note 2)
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Omit “paragraph 3 of Information Privacy Principle 11 in section 14 of
that Act”, substitute “ Australian Privacy Principle 6.

I nspector of Transport Security Act 2006

47 Subsection 35(4) (note)

Omit “paragraph 2.1(g) of National Privacy Principle 2 in Schedule 3 to
the Privacy Act 1988”, substitute “ paragraph 6.2(b) of Australian
Privacy Principle 6”.

48 Subsection 36(3) (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988", substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

49 Subsection 37(5) (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988", substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

50 Subsection 71(2) (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988”, substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

51 Subsection 76(2) (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988”, substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

Migration Act 1958

52 Paragraphs 140Z1(2)(a) and (b)
Repeal the paragraphs, substitute:
(a) paragraph 6.2(b) of Australian Privacy Principle 6; and

53 Subsection 140ZI1(2)

Omit “that is authorised by law”, substitute “that is authorised by this
Act”.
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54 Subsection 336FD(1)
Repeal the subsection, substitute:

(1) For the purposes of paragraph 6.2(b) of Australian Privacy
Principle 6,the disclosure by a person of personal information
about another person (the subject) istaken to be adisclosure that is
authorised by this Act if:

(a) the person isdisclosing a personal identifier of the subject
and the disclosure is authorised by section 336FC; and

(b) the personal information is disclosed together with the
personal identifier; and
(c) thedisclosure of the personal information is for the purpose
mentioned in paragraph 336FC(1)(b).
55 Subsection 503A(7)

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act 1988, to be authorised by law”, substitute “ Australian
Privacy Principles, to be authorised by this Act”.

Military Rehabilitation and Compensation Act 2004

56 Subsection 409(4)

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act 1988, to be authorised by law”, substitute “ Australian
Privacy Principles, to be authorised by this Act”.

Mutual Assistancein Criminal Matters Act 1987

57 Subsection 43D(1)
Omit “law”, substitute “this Act”.

National Health Act 1953

58 Subsection 9BA(5)

Omit “law for the purposes of paragraph (1)(c) of Information Privacy
Principle 10 in section 14 of the Privacy Act 1988, substitute “this Act
for the purposes of paragraph 6.2(b) of Australian Privacy Principle 6.

59 Subsection 9BA(6)
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Omit “law for the purposes of paragraph (1)(d) of Information Privacy
Principle 11 in section 14 of the Privacy Act 1988”, substitute “this Act
for the purposes of paragraph 6.2(b) of Australian Privacy Principle 6.

60 Subsection 9BA(7) (definition of personal information)
Repeal the definition, substitute:

personal information has the same meaning as in the Privacy Act
1988.

61 Subsection 135AB(3)
Omit “1PP”, substitute “APP”.

62 Subsection 135AC(1)

Omit “law for the purposes of subparagraph 10.2(b)(i) of National
Privacy Principle 10 in Schedule 3 to”, substitute “this Act for the
purposes of subparagraph 16B(1)(b)(i) of”.

National Health Reform Act 2011

63 Subsection 127(3)
Omit “law”, substitute “this Act”.

National Health Security Act 2007

64 Sections 19, 20, 47, 52, 85, 86, 87, 88 and 89 (notes)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988 (wherever occurring), substitute
“paragraph 6.2(b) of Australian Privacy Principle 6”.

National Vocational Education and Training Regulator Act
2011

65 Paragraphs 210(2)(a) and (b)
Repeal the paragraphs, substitute:
(8) paragraph 6.2(b) of Australian Privacy Principle 6; and

66 Subsection 210(2)

210Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Amendment of other ActsSchedule 5
Amendments relating to the Australian Privacy PrinciplesPart 1

Omit “that is authorised by law”, substitute “that is authorised by this
Act”.

Olympic I nsignia Protection Act 1987

67 Subsection 57(3) (note)

Omit “Principles 1, 2 and 3 in section 14 of the Privacy Act 1988”,
substitute “ Australian Privacy Principles3 and 5”.

Ombudsman Act 1976

68 Subsections 7A(1D) and 8(2D)
Omit “law”, substitute “this Act”.

Paid Parental Leave Act 2010

69 Subsection 128(1) (note)

Omit “section 14 of the Privacy Act 1988”, substitute “the Australian
Privacy Principles’.

70 Subsection 207(7)

Omit “to be authorised by law”, substitute “to be authorised by this
Act”.

Personally Controlled Electronic Health Records Act 2012

71 Paragraph 73(b)
Omit “or 13A”.

Private Health I nsurance Act 2007

72 Subsection 250-10(2)

Omit “to be authorised by law”, substitute “to be authorised by this
Act”.

73 Clause 1 of Schedule 1 (definition of personal information)
Repeal the definition, substitute:
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personal information has the same meaning as in the Privacy Act
1988.

Product Stewardship Act 2011

74 Subsection 60(1) (note 1)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988", substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

Quarantine Act 1908

75 Section 66AZD
Omit “law”, substitute “this Act”.

76 Section 66AZD (note)

Omit “paragraph (1)(d) of Information Privacy Principle 11in
section 14 of the Privacy Act 1988", substitute “ paragraph 6.2(b) of
Australian Privacy Principle 6”.

Retirement Savings Accounts Act 1997

77 Subsection 137A(3)

Omit “subclauses 7.1 and 7.1A of National Privacy Principle 7 in
Schedule 3 to the Privacy Act 1988, substitute “ Australian Privacy
Principle 9”.

78 Subsection 137A(3) (note 1)
Omit “Subclause 7.1”, substitute “ Australian Privacy Principle 9”.
Social Security (Administration) Act 1999

79 Subsection 202(8) (note)

Omit “section 14 of the Privacy Act 1988”, substitute “the Australian
Privacy Principles’.
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Stronger Futuresin the Northern Territory Act 2012

80 Subsection 105(2)
Omit “law”, substitute “this Act”.

Superannuation I ndustry (Supervision) Act 1993

81 Subsection 299LA(3)
Omit “subclauses 7.1 and 7.1A of National Privacy Principle 7 in
Schedule 3 to the Privacy Act 1988, substitute “ Australian Privacy
Principle 9.

82 Subsection 299LA(3) (note 1)
Omit “Subclause 7.1", substitute “ Australian Privacy Principle 9”.

Supported Accommodation Assistance Act 1994

83 Paragraph 12(3)(b)
Omit “principles set out in that Act”, substitute “ Australian Privacy
Principles’.

Telecommunications Act 1997

84 Subparagraph 117(1)(k)(i)

Omit “Nationa Privacy Principles (as defined in the Privacy Act
1988)”, substitute “ Australian Privacy Principles’.

85 Subparagraph 117(1)(k)(ii)

Omit “that Act that relate to those Principles’, substitute “the Privacy
Act 1988 that relate to those principles”.

86 Subsection 118(1) (note)
Omit “National”, substitute “ Australian”.

87 Paragraph 118(4A)(a)

Omit “National Privacy Principles (as defined in the Privacy Act
1988)”, substitute “ Australian Privacy Principles’.
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88

89

90

91

92

93

94

Paragraph 118(4A)(b)
Omit “that Act relating to those Principles’, substitute “the Privacy Act
1988 relating to those principles’.

Subsection 121(1A)
Omit “National Privacy Principles (as defined in the Privacy Act
1988)”, substitute “ Australian Privacy Principles’.

Subsection 122(3)

Omit “National Privacy Principles (as defined in the Privacy Act
1988)”, substitute “ Australian Privacy Principles’.

Subsection 130(1) (note)
Omit “National”, substitute “ Australian”.

Paragraph 134(1)(a)
Omit “Nationa Privacy Principles (as defined in the Privacy Act
1988)”, substitute “ Australian Privacy Principles’.

Paragraph 134(1)(b)
Omit “that Act relating to those Principles’, substitute “the Privacy Act
1988 relating to those principles’.

Section 303B (heading)
Repeal the heading, substitute:

303B Actstaken to beauthorised by this Act for purposes of Privacy

95

96

Act

Subsections 303B(1) and (2)
Omit “law”, substitute “this Act”.

Subclause 15(2) of Schedule 2

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act 1988 and the National Privacy Principles (as defined in that
Act)”, substitute “ Australian Privacy Principles’.
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Telecommunications (Consumer Protection and Service
Standards) Act 1999

97 Subparagraphs 147(2)(1)(i) and (ia)
Repeal the subparagraphs, substitute:
(i) Australian Privacy Principle 6;

Therapeutic Goods Act 1989

98 Subsections 61(4B) and (5B)

Omit “paragraph 1(d) of Information Privacy Principle 11 in section 14
of the Privacy Act 1988, to be authorised by law”, substitute “paragraph
6.2(b) of Australian Privacy Principle 6, to be authorised by this Act”.

Trade Marks Act 1995

99 Subsection 143(1) (note 2)

Omit “Principles 1, 2 and 3 in section 14 of the Privacy Act 1988”,
substitute “ Australian Privacy Principles3 and 5”.

Veterans Entitlements Act 1986

100 Subsection 38AA(1)

Omit “A record keeper who has possession or control of”, substitute
“An APP entity that holds’.

101 Subsection 38AA(2)

Omit “Information Privacy Principles set out in section 14 of the
Privacy Act 1988, to be authorised by law”, substitute “ Australian
Privacy Principles, to be authorised by this Act”.
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Anti-Money Laundering and Counter-Terrorism Financing

102

103

104

105

106

35A

107

108

109

Act 2006

Section 5 (definition of assessment)
Omit “agency”, substitute “body”.

Section 5 (definition of credit information file)
Repeal the definition.

Section 5 (definition of credit reporting agency)
Repeal the definition.

Section 5
Insert:

credit reporting body has the same meaning as in the Privacy Act
1988.

Section 35A (heading)
Repeal the heading, substitute:

Reporting entities may disclose certain personal information to
credit reporting bodiesfor identity verification purposes
Paragraph 35A(1)(a)
Omit “agency”, substitute “body”.
Paragraph 35A(1)(b)
Omit “agency” (first occurring), substitute “body” .

Paragraph 35A(1)(b)

Omit “contained in a credit information file in the possession or control
of the credit reporting agency”, substitute “held by the credit reporting
body”.
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110

111

112

113

114

115

116

35B

117

118

119

Subparagraph 35A(2)(a)(ii)

Omit “agency”, substitute “body”.
Subparagraph 35A(2)(a)(iii)

Omit “agency” (first occurring), substitute “body” .

Subparagraph 35A(2)(a)(iii)
Omit “contained in a credit information file in the possession or control
of the credit reporting agency”, substitute “held by the credit reporting
body”.

Subparagraph 35A(2)(a)(iv)
Omit “agency”, substitute “body”.

Subparagraph 35A(2)(a)(v)
Omit “agency”, substitute “body”.

Subparagraph 35A(2)(a)(v)

Omit “the names, residential addresses and dates of birth contained in
credit information files of other individuals’, substitute “ personal
information held by the body that is the names, residential addresses
and dates of birth of other individuals’.

Section 35B (heading)
Repeal the heading, substitute:

Credit reporting bodies may use and disclose certain per sonal
information for identity verification purposes

Subsection 35B(1)
Omit “agency” (first occurring), substitute “body” .

Paragraph 35B(1)(a)

Omit “contained in a credit information file in the possession or control
of the credit reporting agency”, substitute “held by the credit reporting
body”.

Paragraph 35B(1)(b)
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120

121

122

123

124

35D

125

35E
126

127

Omit “the names, residential addresses and dates of birth contained in

credit information files of other individuals’, substitute “ personal

information held by the credit reporting body that is the names,

residential addresses and dates of birth of other individuals”.
Paragraph 35B(2)(a)

Omit “contained in a credit information file in the possession or control
of the credit reporting agency”, substitute “held by the credit reporting

body”.

Subsection 35B(3)

Omit “contained in an individual’ s credit information file”, substitute
“held by the credit reporting body”.

Subsection 35B(3)

Omit “law for the purposes of paragraph 18K (1)(m)”, substitute “this
Act for the purposes of paragraph 20E(3)(e)”.

Paragraph 35C(2)(b)

Omit “agency”, substitute “body”.
Section 35D

Repeal the section, substitute:

Verification information not to be collected or held by a credit
reporting body

Subject to section 35E, a credit reporting body must not collect or
hold personal information about an individual that relatesto a
verification request or an assessment in relation to the individual.

Section 35E (heading)
Repeal the heading, substitute:

Retention of verification infor mation—credit reporting bodies

Sections 35E, 35F and 35G
Omit “agency” (wherever occurring), substitute “body”.

Section 35L
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Repeal the section, substitute:

35L Breach of requirement isan interference with privacy

A breach of arequirement of this Division in relation to an
individual constitutes an act or practice involving an interference
with the privacy of the individual for the purposes of section 13 of
the Privacy Act 1988.

Note: The act or practice may be the subject of acomplaint under section 36
of that Act.

Australian Crime Commission Act 2002

128 Paragraph 29A(7)(b)

Omit “agency (within the meaning of section 11A of the Privacy Act
1988) would be required, under subsection 18K (5)”, substitute “body
(within the meaning of the Privacy Act 1988) would be required, under
subsection 20E(5)”".

Law Enforcement I ntegrity Commissioner Act 2006

129 Paragraph 77A(9)(c)

Omit “agency (within the meaning of section 11A of the Privacy Act
1988) would be required, under subsection 18K (5)”, substitute “body
(within the meaning of the Privacy Act 1988) would be required, under
subsection 20E(5)”".

130 Paragraph 91(9)(c)

Omit “agency (within the meaning of section 11A of the Privacy Act
1988) would be required, under subsection 18K (5)”, substitute “body
(within the meaning of the Privacy Act 1988) would be required, under
subsection 20E(5)”.

National Consumer Credit Protection Act 2009

131 Paragraph 88(3)(i) of the National Credit Code
Repeal the paragraph, substitute:

(i) that, under the Privacy Act 1988, a credit reporting body
(within the meaning of that Act) may collect and hold default
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information (within the meaning of that Act) in relation to the
default; and

132 Paragraph 179D(2)(h) of the National Credit Code
Repeal the paragraph, substitute:
(h) that, under the Privacy Act 1988, a credit reporting body
(within the meaning of that Act) may collect and hold default

information (within the meaning of that Act) in relation to the
default; and

Taxation Administration Act 1953

133 Section 355-200 in Schedule 1 (example)
Omit “agency” (wherever occurring), substitute “body”.

134 Section 355-200 in Schedule 1 (example)

Omit “record of the disclosure in the entity’ s credit information file, as
required by subsection 18K (5)”, substitute “written note of the
disclosure as required by subsection 20E(5)”.
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Australian I nformation Commissioner Act 2010

135 Paragraph 32(1)(b)
Repeal the paragraph, substitute:
(b) astatement about the operation of registered APP codes
under the Privacy Act 1988 that contain procedures covered

by subsection (2), including details about the number of
complaints made under codes, their nature and outcome.

Telecommunications Act 1997

136 Section 116A
Omit “an approved privacy code”, substitute “aregistered APP code’.

137 Subparagraph 117(1)(k)(iii)
Omit “an approved privacy code’, substitute “aregistered APP code’.

138 Subparagraph 117(1)(k)(iv)

Omit “the approved privacy code”, substitute “the registered APP
code”.

139 Subsection 118(1) (note)
Omit “approved privacy code”, substitute “registered APP code”.

140 Paragraph 118(4A)(c)
Omit “an approved privacy code”, substitute “aregistered APP code’.

141 Paragraph 118(4A)(d)

Omit “the approved privacy code”, substitute “the registered APP
code’.

142 Subsections 121(1A) and 122(3)

Omit “an approved privacy code (as defined in that Act)”, substitute “a
registered APP code (within the meaning of the Privacy Act 1988)”.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012221



Schedule 5Amendment of other Acts
Part 3Amendments relating to codes

143 Subsection 130(1) (note)
Omit “an approved privacy code”, substitute “aregistered APP code’.

144 Paragraphs 134(1)(c) and (d)
Omit “an approved privacy code”, substitute “aregistered APP code’.

145 Subsections 303B(1), 303B(2) and 303C(1)
Omit “an approved privacy code’, substitute “aregistered APP code’.

Telecommunications (Consumer Protection and Service
Standards) Act 1999

146 Subparagraph 147(2)(1)(ib)
Omit “approved privacy code’, substitute “registered APP code”.
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Australian Human Rights Commission Act 1986

147 Paragraph 20(4A)(b)

Omit “in the performance of the functions referred to in paragraph
27(2)(a) or 28(1)(b) or (c) of the Privacy Act 1988", substitute “under
the Privacy Act 1988 as an interference with the privacy of an
individual under subsection 13(1) or (4) of that Act”.

Australian I nformation Commissioner Act 2010

148 Subsection 9(2) (table item 3, column headed
“Provision™)

Omit “, and the Schedule”.

149 Paragraphs 12(4)(a) and (b)
Repeal the paragraphs, substitute:
() performing the functions, and exercising the powers,

conferred on the Commissioner by Part 111B of the Privacy
Act 1988;

150 Paragraph 12(4)(c)
Repeal the paragraph, substitute:
(c) the making of guidelines under paragraph 28(1)(a) or (b) of
the Privacy Act 1988, or the variation or revocation of those
guidelines;

151 Paragraph 12(4)(d)
Repeal the paragraph, substitute:
(d) theissue, variation or revocation of rules under:
(i) section 17 of the Privacy Act 1988; or

(if) section 12 of the Data-matching Program (Assistance
and Tax) Act 1990; or

(iii) section 135AA of the National Health Act 1953;
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152 Paragraph 12(4)(e)
Omit “paragraph 27(1)(r)”, substitute “ paragraph 28B(1)(c)”.

153 Paragraph 12(4)(f)
Repeal the paragraph.

154 Paragraph 25(k)
Omit “guidelines’, substitute “rules”’.

155 Paragraph 32(1)(a)

Omit “paragraphs 28(1)(a) and (f)", substitute “section 17 and
paragraph 28A(1)(d)”.

CrimesAct 1914

156 Subsection 85Z2Z2G(1)
Omit “, 96”.

Data-matching Program (Assistance and Tax) Act 1990

157 Subsection 5(2)
Omit “Guidelines’, substitute “Rules’.

158 Section 12 (heading)
Repeal the heading, substitute:

12 Rulesrelatingto privacy

159 Section 12
Omit “guidelines’” (wherever aoccurring), substitute “rules’.

160 Subsection 13(2)

Omit “guidelines in the Schedule”, substitute “rules issued under
section 12”.

161 Subsections 13(3) and (4)
Omit “guidelines’, substitute “rules”’.
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162 Subsection 13(7)
Omit “Part 5 and section 99", substitute “Part V".

163 Subsection 14(1)
Omit “guidelines’, substitute “rules’.

Healthcare | dentifiers Act 2010

164 Subsection 29(3)
Repeal the subsection, substitute:

Assessment by Information Commissioner

(3) For the purpose of paragraph 33C(1)(a) of the Privacy Act 1988, a
healthcare identifier is taken to be personal information.

National Health Act 1953

165 Section 135AA (heading)
Repeal the heading, substitute:

135AA Privacy rules

166 Subsection 135AA(3) (heading)
Repeal the heading, substitute:

Issuing rules

167 Subsections 135AA(3) and (3A)
Omit “guidelines’, substitute “rules”’.

168 Subsection 135AA(4) (heading)
Repeal the heading, substitute:

Replacing or varying rules

169 Subsection 135AA(4)
Omit “guidelines’ (wherever occurring), substitute “rules’.
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170 Subsection 135AA(5) (heading)
Repeal the heading, substitute:

Content of rules

171 Subsections 135AA(5) and (5A)
Omit “guidelines’ (wherever occurring), substitute “rules’.

172 Subsection 135AA(5AA)
Omit “guidelines’, substitute “rules’.

173 Subsections 135AA(5B) and (6)
Omit “guidelines’ (wherever occurring), substitute “rules’.

174 Subsection 135AA(8) (heading)
Repeal the heading, substitute;

When rules take effect

175 Subsection 135AA(8)
Omit “guidelines’ (wherever occurring), substitute “rules’.

176 Section 135AB (heading)
Repeal the heading, substitute:

135AB Breaches of the privacy rules

177 Subsections 135AB(1) and (2)
Omit “guidelines’, substitute “rules’.

Retirement Savings Accounts Act 1997

178 Subsection 137A(3) (note 2)
Omit “guidelines’, substitute “rules’.

179 Section 147
Omit “guidelines’, substitute “rules’.

226Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012



Amendment of other ActsSchedule 5
Other amendmentsPart 4

Superannuation I ndustry (Supervision) Act 1993

180 Subsection 299LA(3) (note 2)
Omit “guidelines’, substitute “rules’.
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Schedule 6—Application, transitional and
savings provisions

Part 1—Definitions

1 Definitions
In this Schedule;

commencement time means the time Schedule 1 to this Act
commences.

Privacy Act means the Privacy Act 1988.

transition period means the period:
(a) starting on the day this Act receives the Royal Assent; and
(b) ending immediately before the commencement time.
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Part 2—Provisions relating to Schedule 1 to this Act

2 Application—court/tribunal orders

The definition of court/tribunal order in subsection 6(1) of the Privacy
Act, asinserted by Schedule 1 to this Act, appliesin relation to an
order, direction or other instrument made before or after the
commencement time.

3 Saving—qguidelines relating to medical research etc.

D)

(2)

Thisitem applies to guidelinesif:
(a) the guidelines were issued or approved under subsection
95(1), 95A(2), 95A(4) or 95AA(2) of the Privacy Act; and
(b) the guidelines werein force immediately before the
commencement time.

The guidelines have effect, after that time, asif they had been issued or
approved under that subsection, as amended by Schedule 1 to this Act.
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Part 3—Provisions relating to Schedule 2 to this Act

4 Application—credit reporting

1) To the extent that the amendments of the Privacy Act made by
Schedule 2 to this Act apply in relation to credit, they apply in relation
to credit applied for, or provided, before or after the commencement
time.

2 The definition of court proceedings information in subsection 6(1) of
the Privacy Act, asinserted by Schedule 2 to this Act, appliesin relation
to ajudgement of an Australian court made or given before or after the
commencement time.

(©)) The definition of serious credit infringement in subsection 6(1) of the
Privacy Act, asinserted by Schedule 2 to this Act, appliesin relation to
an act done before or after the commencement time.

4 Paragraph 6N(k) of the Privacy Act, asinserted by Schedule 2 to this
Act, appliesin relation to activities done before or after the
commencement time.

) Section 6R of the Privacy Act, asinserted by Schedule 2 to this Act,
appliesin relation to an information request made before or after the
commencement time.

(6) Section 6V of the Privacy Act, asinserted by Schedule 2 to this Act,
appliesin relation to amonthly payment that is due and payable on or
after the day this Act receives the Royal Assent.
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5 Privacy codes may be developed etc. during the transition
period

@D A function or power conferred on the Commissioner or an entity by
Part 111B of the Privacy Act, asinserted by Schedule 3 to this Act, may
be performed or exercised during the transition period asif the Privacy
Act, as amended by this Act, was in force during that period.

2 The performance of such afunction, or the exercise of such a power,
during the transition period has effect, after the commencement time, as
if it had been performed or exercised under Part |11B of the Privacy Act
asinserted by Schedule 3 to this Act.

Privacy Amendment (Enhancing Privacy Protection) Act 2012No. 197, 2012231



Schedule 6Application, transitional and savings provisions
Part 5Provisions relating to Schedule 4 to this Act

Part 5—Provisions relating to Schedule 4 to this Act

6 Application—section 13G of the Privacy Act

Section 13G of the Privacy Act, as inserted by Schedule 4 to this Act,
appliesin relation to an act done, or a practice engaged in, after the
commencement time.

7 Saving—guidelines relating to tax file number information

1) Thisitem appliesto guidelinesif:
(@) the guidelines were issued under subsection 17(1) of the
Privacy Act; and
(b) the guidelines werein force immediately before the
commencement time.

2 The guidelines have effect, after that time, asif they had been rules
issued under section 17 of that Act, asinserted by Schedule 4 to this
Act.

8 Saving—qguidelines prepared and published under the
Privacy Act

D Thisitem applies to guidelinesif:
(a) the guidelines were prepared and published under paragraph
27(1)(e) or 28A(1)(e) of the Privacy Act; and
(b) the guidelines werein force immediately before the
commencement time.

2 The guidelines have effect, after that time, asif they had been made
under paragraph 28(1)(a) of that Act, as inserted by Schedule 4 to this
Act.

9 Audits by the Commissioner

@ Thisitem appliesif:
(a) before the commencement time, the Commissioner was
conducting an audit under paragraph 27(1)(h) or (ha),
28(1)(e) or 28A(1)(g) of the Privacy Act; and
(b) immediately before that time, the audit has not been
completed.
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2 Despite the amendments of the Privacy Act made by this Act, the
Commissioner may continue, after the commencement time, to conduct
the audit as if those amendments had not been made.

10 Application—amendment made by item 75 of Schedule 4

The amendment made by item 75 of Schedule 4 to this Act appliesin
relation to a representative complaint lodged after the commencement
time.

11 Application—paragraph 41(1)(db) of the Privacy Act

Paragraph 41(1)(db) of the Privacy Act, asinserted by Schedule 4 to
this Act, appliesin relation to a request made after the commencement
time.

12 Saving—public interest determinations

1) Thisitem appliesto a determination if:
(a) the determination was made under section 72 of the Privacy
Act; and
(b) the determination wasin force immediately before the
commencement time.

2 The determination has effect, after the commencement time, asif it had
been made under that section, as amended by Schedule 4 to this Act.

(©)] The Commissioner may, by legislative instrument, vary the
determination after the commencement time to take account of the
amendments of the Privacy Act made by this Act.

4 In deciding whether to vary the determination, the Commissioner may:
(&) consult any person or entity; and

(b) takeinto account any matter that the Commissioner considers
relevant.

13 Application—subsection 73(1A) of the Privacy Act

Subsection 73(1A) of the Privacy Act, asinserted by Schedule 4 to this
Act, appliesin relation to an application made under subsection 73(1) of
the Privacy Act after the commencement time.

14 Application—review by the Administrative Appeals
Tribunal
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Paragraphs 96(1)(c), (e), (f) and (g) of the Privacy Act, as inserted by
Schedule 4 to this Act, apply in relation to a decision made after the
commencement time.
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Part 6—Provisions relating to Schedule 5 to this Act

15 Saving—quidelines issued under other Acts

1) Thisitem appliesto guidelinesif:
(&) the guidelines were issued under section 135AA of the
National Health Act 1953 or section 12 of the Data-matching
Program (Assistance and Tax) Act 1990; and
(b) the guidelineswerein force immediately before the
commencement time.

2 The guidelines have effect, after that time, asif they had been rules
issued under that section, as amended by Schedule 5 to this Act.
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Part 7—Provisions relating to other matters

16 Pre-commencement complaints

1) Thisitem appliesif:

(a) before the commencement time, a complaint about an act or
practice was made to the Commissioner under section 36 of
the Privacy Act; and

(b) immediately before that time, the Commissioner has not:

(i) decided under Part V of that Act not to investigate, or
not to investigate further, the act or practice; or
(ii) made a determination under section 52 of that Actin
relation to the complaint.

2 Despite the amendments of the Privacy Act made by this Act, the
complaint may be dealt with under the Privacy Act after the
commencement time as if those amendments had not been made.

17 Pre-commencement own initiative investigations

1) Thisitem appliesif:
(@) before the commencement time, the Commissioner
commenced an investigation under subsection 40(2) of the
Privacy Act; and
(b) immediately before that time, the Commissioner has not
finished conducting the investigation.

2 Despite the amendments of the Privacy Act made by this Act, the
Commissioner may continue to conduct the investigation under the
Privacy Act after the commencement time as if those amendments had
not been made.

18 Pre-commencement acts and practices

1) Thisitem appliesif:
(a) before the commencement time, an act was done, or a
practice was engaged in, by an agency or organisation; and
(b) theact or practice may be an interference with the privacy of
an individual under section 13 or 13A of the Privacy Act (as
in force immediately before that time); and
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(c) immediately before that time:
(i) theindividual has not made a complaint about the act or
practice to the Commissioner under section 36 of that
Act; and
(ii) the Commissioner has not decided to investigate the act
or practice under subsection 40(2) of that Act.

(2 Despite the amendments of the Privacy Act made by this Act, the
individual may, after the commencement time, complain to the
Commissioner about the act or practice, and the complaint may be dealt
with, under the Privacy Act asif those amendments had not been made.

3 Despite the amendments of the Privacy Act made by this Act, the
Commissioner may, after the commencement time, investigate the act
or practice under subsection 40(2) of the Privacy Act asif those
amendments had not been made.

19 Regulations may deal with transitional etc. matters

The Governor-General may make regulations dealing with matters of a
transitional, application or saving nature relating to the amendments
made by this Act.

[Minister’s second reading speech made in—
House of Representatives on 23 May 2012
Senate on 18 September 2012]
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